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OPEN HEARING TO CONSIDER THE
NOMINATION OF HON. MIKE POMPEO
TO BE DIRECTOR OF THE
CENTRAL INTELLIGENCE AGENCY

THURSDAY, JANUARY 12, 2017

U.s. SENATE,
SELECT COMMITTEE ON INTELLIGENCE,
Washington, DC.

The Committee met, pursuant to notice, at 10:05 a.m. in Room
SH-216, Hart Senate Office Building, Hon. Richard Burr (Chair-
man of the Committee) presiding.

Committee Members Present: Burr (presiding), Warner, Risch,
Rubio, Collins, Blunt, Lankford, Cotton, Cornyn, Feinstein, Wyden,
Heinrich, King, Manchin, and Harris.

OPENING STATEMENT OF HON. RICHARD BURR, CHAIRMAN, A
U.S. SENATOR FROM NORTH CAROLINA

Chairman BURR. I'd like to call this hearing to order.

One procedural matter before we begin in earnest. We meet
today prior to President-elect Trump’s inauguration and therefore
have not yet received Representative Pompeo’s nomination to be
Director of the Central Intelligence Agency. Procedurally, we can-
not vote on and report out the nomination until it’s received in the
U.S. Senate.

So today we’ll have a hearing in expectation that that nomina-
tion will follow. Our goal in conducting this hearing is to enable the
committee to begin consideration of Representative Pompeo’s quali-
fication, to allow for thoughtful deliberation of our members.

Representative Pompeo has already provided substantive written
responses to more than 125 questions presented by the committee
and its members. Today, of course, members will be able to ask ad-
ditional questions and hear from Representative Pompeo in open
and closed session. It’s my intention as soon as time allows to con-
vene a meeting of the committee to vote on the nomination and to
report it to the Senate floor for immediate floor vote.

Now I'd like to welcome our witness today. Representative Mike
Pompeo, President-elect Trump’s nominee to be the next Director
of the Central Intelligence Agency. Mike, congratulations on your
nomination.

I'd like to also welcome your wife—Susan, where are you?—
Susan and your son Nick. Would you two just stand up?

[Susan and Nick Pompeo stand; applause.]
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Chairman BURR. I want to thank both of you for your support of
your husband, your father, of this incredible opportunity and I
think benefit to our country. I understand that both of you have
been a constant source of constructive and critical counsel to Mike.
You said once during a speech, Nick, you graded him with a C and,
Susan, you graded him with an F for questioning during an open
hearing of the events of Benghazi. For the record, that tough curve
you have described in the Pompeo household has clearly served you
well and likely prepared you for the challenges that lie ahead.

You'll soon be asked to lead what, Mike, what I believe to be one
of our Nation’s most treasured assets during a period of profound
change. The Central Intelligence Agency is one of the principal
members of the United States intelligence community and is tasked
with collecting foreign intelligence through human sources and by
appropriate means. The CIA operates in the shadows. Its officers
are often undercover and sometimes work in hostile and austere
environments. It’s not simply a job for many, but a lifestyle.

The clandestine nature of the Agency’s work, however, is both
the greatest capability and most challenging liability since its ac-
tivities are outside the public view. We address that liability by
calling upon the President to nominate individuals with unwaver-
ing integrity, and the Senate approves only those who were as-
sured will lead this organization lawfully, ethically, and morally.

Mike, T've reviewed the material provided by you prior to this
confirmation hearing and have spoken with you personally. You en-
rolled in the United States Military Academy at West Point as a
teenager. You graduated first in your class before serving as a cav-
alry officer. You went on to earn a law degree at Harvard and
founded an aerospace company, where you served as CEO for more
than a decade. You are in your third term representing the people
from the Fourth District of Kansas and oversaw the intelligence
community as a member of the House Permanent Select Committee
on Intelligence.

I believe your intellectual rigor, your honorable service and out-
standing judgment make you a very natural fit to lead the CTA. 1
can assure you that this committee will continue to be faithful and
follow its charter and conduct rigorous and real-time oversight over
the CIA operations and their activities. We will ask difficult and
probing questions of you, your staff, and we will expect honest,
complete and timely response.

The American people allow the CIA to operate in the shadows be-
cause they trust oversight. I take the responsibility very seriously.
I look forward to supporting your nomination and ensuring its con-
sideration without delay.

I want to thank you again for being here, for your years of serv-
ice to your country in many different capacities, and I look forward
to your testimony today.

I now would like to recognize the Vice Chairman, Senator War-
ner.

OPENING STATEMENT OF HON. MARK R. WARNER, VICE
CHAIRMAN, A U.S. SENATOR FROM VIRGINIA

Senator WARNER. Thank you, Mr. Chairman. T also would like to
welcome you and congratulate you, Congressman Pompeo. T want
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to also just note on a personal basis, it’s great to have the former
Vice Chair back here by my side, willing to kick and prod me if I
get off script.

Let me also echo what the Chairman says and offer congratula-
tions on your impending nomination to serve as Director of the
Central Intelligence Agency. I've enjoyed our recent meetings and
thank you for your honest views.

If confirmed, you will be sitting at a critical intersection between
intelligence and policymaking. You and I agree that politics has no
place in your new line of business. Your job will be to give the
President the best professional judgment of America’s intelligence
experts at the CIA, even when it might be inconvenient or uncom-
fortable. As the motto you will see every morning in the lobby of
the CIA headquarters reminds us, your job is to search out and fol-
low the truth regardless of where it may lead. Many risk their lives
and toil long hours in anonymity to get that critical piece of infor-
mation that could mean the difference between literally life and
death.

Congressman Pompeo, T will need your public assurance that you
will always seek to provide unbiased, unvarnished, and timely in-
telligence assessments to the President, to his Cabinet, his advi-
sors, and to those of us in Congress. This intelligence must rep-
resent the best judgment of the CIA, whether or not that analysis
is in agreement with the views of the President or anyone else who
might receive them. T look forward to hearing from you on this
topic.

I've been concerned, as I've mentioned a number of times, over
the course of the electoral campaign and even after it, that the CIA
and the entire intelligence community has repeatedly and unfairly
been subjected to criticism of its integrity. These comments have
affected the morale of these dedicated men and women. This atti-
tude will have a real impact on recruitment and retention of tal-
ented individuals willing to serve our country.

Today again, T would like to hear your plan to reassure CIA em-
ployees that the countless hours they commit and the operations
where they may be called upon to put their life on the line are not
in vain, and that their sacrifices will not be disregarded in the
White House or anywhere else in the next Administration.

Intelligence, as we all know and have discussed as well, is a
team sport and all members of that team must work together. The
President-elect has announced a former member of this committee,
Senator Dan Coats, a friend of many of ours, to become DNI. T will
be paying particularly close attention to the cooperation between
the CIA and ODNI as well as other intelligence agencies. T will ask
that you commit yourself to this goal of cooperation and to provide
assurance to this committee that you share that goal.

The Agency that you have been nominated to head is facing a
number of challenges brought on by the changing world which will
require great leadership to drive organizational adaptation; among
them, as the Chairman has mentioned: the increasing use and rel-
evance of open source material and big data, coupled with the in-
creasing amount of bad or false data in the world; the difficulty of
using cover in a world where potential recruits have spent most of
their lives online using social media; the challenge of maintaining
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analytical integrity after a reorganization that puts analysts and
operators in the same rooms, working on the same programs; and
the changing nature of a Millennial workforce increasingly diverse
and born digitally native.

Finally, as you know, Chairman Burr and I have committed to
conduct a review of the intelligence supporting the intelligence
community’s assessment that Russia, at the direction

[Power failure; lights and public address system go out.]

I said there would be some intervention.

I want to continue on. Finally, as you know, Chairman Burr and
I have committed to conduct a review of the intelligence supporting
the intelligence community’s assessment that Russia, at the direc-
tion of Vladimir Putin, sought to intervene in the 2016 U.S. Presi-
dential election in order to undermine public faith in our demo-
cratic process, to denigrate Secretary Clinton, and to help the elec-
tion chances of Donald Trump.

A couple of days ago, the Director of National Intelligence, the
Director of the CIA, the Director of the NSA, and the Director of
the FBI all testified that this was the most serious attempt to
interfere in our political system that they had ever seen, with their
combined hundreds of years of experience in law enforcement and
intelligence. This was not business as usual with Russia.

It is important that all Americans fully understand the extent
and the vulnerability and the implications of Russia’s intervention.
The CIA’s leadership needs to keep on top of these Russian efforts,
and you follow the facts of this inquiry wherever it leads.

Our charge on the committee is to review and validate the anal-
ysis on behalf of the American people, which T fully intend to
achieve expeditiously. I ask that you commit to me and all mem-
bers of the committee that you will fully cooperate with this review
and that you will provide the information we require to conduct it.

Again, thank you for being here. T look forward to the discussion.

Thank you, Mr. Chairman.

Chairman BURR. Thank you, Vice Chairman.

The Senate Building Supervisor has been notified of our power
surge here. In an effort to allow Senator Collins to fully work on
her critical infrastructure——

[Laughter.]

Legislation, 'm going to ask that the committee recess tempo-
rarily until we get the lighting in the room back. So with that, the
committee stands in recess until the call of the Chair.

[Recess from 10:18 a.m. to 10:34 a.m.]

I’'d like to call the hearing back to order. I think since we’ve re-
cessed our microphones have gone bad.

Pat, if you and Senator Dole would follow this announcement.
This is to announce that we're going to move the hearing to Dirk-
gen 106, the first floor on the southeast corner. We'll recess for the
relocation and call this hearing to order and begin with our intro-
ductions.

[Whereupon, at 10:35 a.m., the hearing was recessed, then recon-
vened at 10:43 a.m. in Room SD-106, Dirksen Senate Office Build-
ing.]

I call this session to order.
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In light of the circumstances, we don’t have an answer to the
problem that we have, but we have ruled out the Vice Chairman’s
comments and we've ruled out there’s a conspiracy on the part of
Senator Collins to highlight critical infrastructure in the cyber
world,

I'd like to thank the Vice Chairman for his opening words, and
at this time I'm going to shorten my introduction to a very limited
thing. We are honored to have two Kansans here: the current Sen-
ator, Pat Roberts, and former Senator and Leader Bob Dole. 1
would recognize Senator Roberts for the first introduction of Rep-
resentative Pompeo.

STATEMENT OF HON. PAT ROBERTS, U.S. SENATOR FROM
KANSAS

Senator ROBERTS. Well, thank you, Mr. Chairman, Mr. Vice
Chairman, and members of the committee. As one of this commit-
tee’s former chairmen, [ fully appreciate the awesome responsi-
bility that comes with sitting on this dais. Not only are you charged
with authorizing the intelligence activities of the United States;
perhaps more importantly, you represent the collective conscience
of the American people as you oversee and scrutinize these activi-
ties.

As you know well, service on the Intelligence Committee takes
and must take place largely behind closed doors and without fan-
fare. Tt is work that keeps you up at night, but it is work that
needs to be done to ensure that our intelligence professionals have
the guidance and the resources that they need.

Today, however, you meet in open session to consider the nomi-
nation of my good friend and my Kansas colleague, Congressman
Mike Pompeo, to be the next Director of the Central Intelligence
Agency. My esteemed friend Senator Bob Dole, my colleague and
Kansas’ favorite son, and I appreciate the opportunity to share
briefly with you Mike's background and his achievements.

Ultimately, T believe Mike has the experience, the knowledge, the
judgment, and the skills necessary to lead the Central Intelligence
Agency. Mike is Army-strong. That comes from a Marine. He grad-
uated at the top of his class in West Point and then served as a
cavalry officer, patrolling the Iron Curtain before the fall of the
Berlin Wall. He later joined the 2nd Squadron, 7th Cavalry, in the
4th Infantry Division.

After completing his military service, Mike attended Harvard
Law School, where he was an editor of the Harvard Law Review.
Because he is an attorney, Mike understands the law. He will re-
spect the limitations that we have placed upon our intelligence
services and he will preserve our constitutional values.

After practicing law, Mike returned to his mother’s roots in
south-central Kansas, running several very successful businesses in
Wichita before making the decision to run for Congress back in
2010. Mike came to Washington with a strong desire to serve the
people of the Fourth District and also ready for a challenge.

He sought a seat on the House Intelligence Committee at a time
when intelligence-gathering methods were under fire. As an experi-
enced legislator, Mike Pompeo understands and respects the role of
Congress and the need for vigorous oversight. T believe he will pro-
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vide the Intelligence Committees with candid and honest assess-
ments and provide the information the committee needs which is
necessary to fulfil its oversight responsibilities.

I trust that he will also demand that of everyone who serves in
the CIA. In doing so, I know and he knows the difference between
intelligence reporting and an intelligence product with input from
all in the U.S. intelligence communitly, thus making sure our intel
community does not become mired in assessment failure.

Mr. Chairman, there are few positions in government with great-
er importance than that of the Director of the Central Intelligence
Agency. At a time when democracy and freedom are under assault
by radical elements fueled by hatred, our intelligence-gathering
services must have—must have—a strong leader who will guide
their mission and ensure the safety of the American people and not
be swayed by any political interference.

Those who serve in or in support of the clandestine service de-
serve our gratitude and our highest respect. The best way 1 know
how to demonstrate that respect is to give them a leader that will
have their backs and at the same time demand excellence of each
and every one of them. Members of the committee, Mike Pompeo
will be that kind of leader.

I urge you to support this nomination. It is now a privilege to
introduce to the committee someone that needs no introduction,
Senator Bob Dole, with more insight with regards to Mike
Pompeo’s leadership that has benefited all of us in Kansas and in
our Nation.

Bob.

Chairman BURR. Senator Dole, the floor is yours.

STATEMENT OF HON. BOB DOLE, FORMER U.S. SENATOR
FROM KANSAS

Mr. DOLE. My eyesight is not too good, so I thought it was per-
fect in the other room.

[Laughter.]

But I'm happy to be here, of course. Mike and Susan and your
son: it’s a great honor for me, and it’s an honor just to come back
to the Senate. T don’t get up here very often. T know members on
both sides of the aisle understand what a privilege it is to serve.

I see my fraternity brother chairman here, and my fellow Kan-
san, Ron Wyden from Wichita, and others that T know very well.
I didn’t see—oh, I did see Susan. She’s here somewhere. Is Dianne
Feinstein here?

Senator FEINSTEIN. Here.

Mr. DOLE. Where? Oh. Dianne and T used to work together. Some
of it was good.

[Laughter.]

But anyway, I'll just take a minute because we've lost a few min-
utes making the transfer.

But I always thought that we tested a member of Congress or
a Senator by what they did at home and what kind of a record they
compiled and what kind of constituent service they had and wheth-
er they really were into what they were elected to do. Mike has a
great record in Kansas, whether it’s with the aviation industry that
he worked closely with and had legislation passed that created
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more opportunities for small plane manufacturing, which created
jobs—we need jobs in Kansas. I'm certain we all do, in all of our
states.

He had extensive work with veterans, and I do a lot of work with
veterans myself, as a volunteer. He’s had over 600 cases where he’s
tried to be helpful and has been helpful to veterans and their fami-
lies. To me that is the mark of a good person—a big heart, respon-
sibility, because no one needs more attention these days than those
who served our country, and Mike understands that.

To think of all the people he’s helped in our State, it’s very im-
portant. He’s also been active in biotech engineering, whatever that
is. He got 101 Democrats to work with him. It was totally bipar-
tisan. And it really doesn’t deal with the CIA, but again it’s an in-
dication of how hard he worked as a Representative from the
Fourth District of Kansas.

I told Mike I'd come up and speak with him or against him, and
he said: “Let me call you back.” So I'm very proud to be here, be-
cause | know this man and I know he'll do a great job. He under-
stands there are no politics in the CIA. It’s very, very difficult and
responsible work.

So thank you all for being here this morning. I may run again,
so I'll probably be up here looking for bipartisan support. But have
a good day, and you've got a good candidate here. Thank you.

Chairman BURR. Senator Dole, thank you very much for your
services to the country, your service to the Senate, and your service
to those in Kansas.

Senator Roberts, thank you for your past leadership on this com-
mittee and, more importantly, your current contribution to the
United States Senate.

With that, Mr. Pompeo, I would like to ask you to stand.

[Mr. Pompeo stands.]

Mike, if you would raise your right hand. Do you solemnly swear
to give the committee the truth, the full truth, and nothing but the
truth, so help you God?

Representative POMPEO. I do, sir.

Chairman BURR. Please be seated.

Mike, before we look at your statement, I'll ask you to answer
five standard questions the committee poses to each nominee who
appears before us. They just require a simple yes or no answer for
the record.

TESTIMONY OF HON. MIKE POMPEO, NOMINATED TO BE
DIRECTOR OF THE CENTRAL INTELLIGENCE AGENCY

Chairman BURR. Do you agree to appear before the committee
here and at any other venues when invited?

Representative POMPEO. Yes, sir.

Chairman BURR. If confirmed, do you agree to send officials from
your office to appear before the committee and designated staff
when invited?

Representative POMPEO. Yes, sir.

Chairman BURR. Do you agree to provide documents or any other
materials requested by the committee in order for the committee to
carry out its oversight and legislative responsibilities?

Representative POMPEO. Yes, sir.
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Chairman BURR. Will you both ensure that your office and your
staff provides such materials to the committee when requested?

Representative POMPEO. Yes, sir.

Chairman BURR. Do you agree to inform and fully brief to the
fullest extent possible all members of the committee on intelligence
activities and covert action, rather than only the chair and the vice
chair?

Representative POMPEO. Yes, sir, subject to—subject to what the
President directs, T do. T will always try and do that.

Chairman BURR. Thank you very much. We'll now proceed to
your opening statement. The floor is yours, Mike.

Representative POMPEO. Thanks very much, Senator Burr, Sen-
ator Warner, members of the committee.

Senator Dole, thank you for your kind words this morning. But
more importantly, thank you for your service to our Nation and to
Kansas, as a public servant here, as an elected official, and as a
soldier in World War II. Kansans—and I think it’s safe to say your
former colleagues here in the Senate—know they've benefited from
your wit, your patriotism, and your kindness. 1 sure know that 1
have. Thank you so much for agreeing to be here this morning.

Senator Bob, thank you too for your warm introduction. I'm espe-
cially grateful for your guidance over the years, not simply because
you're the dean of the Kansas Congressional delegation, but due to
the insights that you've shared with me in your role as the former
chairman of this committee.

Semper fi, sir.

Mr. DOLE. T may have to leave early. T finally got a client.

Representative POMPEO. That’s something I completely under-
stand. Thank you very much for being here, sir.

Chairman Burr, Vice Chairman Warner: Thank you for the op-
portunity to be here today as the nominee for the next Director of
the Central Intelligence Agency. I want to thank the staff of this
committee, too, for their kindness and attention through the nomi-
nation process.

I'd like to thank President-elect Trump for nominating me. Tt’s
an honor to be selected as the next steward of the world’s foremost
intelligence agency. I look forward to working with Senator Coats,
nominee for the Director of National Intelligence, and supporting
him in his critical role, should we both be confirmed.

I also want to thank Director Brennan and Director Clapper for
their many, many years of selfless service to our Nation. I'm grate-
ful, of course, to the people of the Fourth District of Kansas, who
have entrusted me for the past six years and change to represent
them in the United States House of Representatives. It has been
a true honor.

Finally, I want to thank my patient and patriotic wife Susan and
my son Nicholas, each of whom I love dearly. The two of you have
been so selfless in allowing me to return to public service, first as
a member of Congress and now, if confirmed, working with war-
riors to keep America safe. I cannot tell you how much it means
to me to have you all here with us today.

Having been a member of the House Permanent Select Com-
mittee on Intelligence, T understand full well that my job, if con-
firmed, will be to change roles from centrality of policymaking to
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information-providing. The Director must stay clearly on the side
of collecting intelligence and providing objective analysis to policy-
makers, including to this committee.

I spent the majority of my life outside of politics, first as an
Army officer and then a litigator and then running two manufac-
turing businesses in Kansas. Returning to duty that requires hard
work and unerring candor is something that is in my bones.

Today I'd like to briefly sketch some of the challenges the IC
faces in the United States, address trends in intelligence, and de-
scribe what I see as the Central Intelligence Agency’s role in ad-
dressing each of those.

This is the most complicated threat environment the United
States has seen in recent memory. ISIL remains a resilient move-
ment that still controls major urban centers of the Middle East. We
must ensure that they and those they inspire cannot expand their
reach or slaughter more innocent people.

The conflict in Syria is one of the worst humanitarian catas-
trophes of the 21st century. Tt has led to the rise of extremism and
sectarianism, as well as further created instability throughout the
region and in Europe, and indeed all across the world.

Iran, the world’s largest state sponsor of terror, has become an
even more emboldened and disruptive player in the Middle East.

Russia has reasserted itself aggressively, invading and occupying
Ukraine, threatening Europe, and doing nothing to aid in the de-
struction and defeat of ISIS.

As China flexes its muscles and expands its military and eco-
nomic reach, its activities in the South and East China Seas and
in cyberspace are now pushing new boundaries and creating real
tension.

North Korea too has dangerously accelerated its nuclear and mis-
sile capabilities.

We all rely on intelligence from around the globe to avoid stra-
tegic and tactical surprise. Intelligence helps make the other ele-
ments of national power effective, including economic and legal
measures against weapons proliferators, terrorist financiers, and
other criminals. Foreign governments and liaison services are vital
partners in preventing attacks and providing crucial intelligence.
It’s important that we all thank and appreciate the foreign part-
ners who stand with us in helping to ensure that we all have the
intelligence we need to keep America safe.

If confirmed, T intend to advocate for a strong and vibrant intel-
ligence community and the CIA’s centrality in that community.
There are at least four long-term trends making the urgency of
Central Intelligence paramount:

First, the intelligence community finds itself a potential victim of
longer-term negative budgetary trends, which can weaken the fab-
ric of our intelligence community.

Second, as with the proliferation of chemical and biological weap-
ons and ballistic missile technology, countries such as North Korea
have overcome low barriers to entry to engage in offensive cyber
operations. The United States must continue to invest wisely to
maintain a decisive advantage.
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Third, the effects of dislocation and poor governance present a
critical challenge, but also new targets and opportunities for the
CIA’s collection and analysis.

Finally, the insider threat problem has grown exponentially in
the digital age. The greatest threats to America have always been
the CIA’s top priority. It will be the CIA’s mission and my own if
confirmed to ensure that the Agency remains the best in the world
at its core mission, collecting what enemies do not want us to
know. In short, the CIA must be the world’s premier espionage or-
ganization.

One emerging and increased focus is the cyber domain. Sophisti-
cated adversaries like China and Russia, as well as less sophisti-
cated adversaries like Tran and North Korea, terrorist groups,
criminal organizations, and hackers are all taking advantage of
this new borderless environment. The CIA must continue to be at
the forefront of this issue.

As the President-elect has made clear, one of my top priorities
if confirmed is to assist in the defeat of ISIS. We must maintain
an aggressive counterterrorism posture and also address manifesta-
tions of this great threat beyond ISTS and Al Qaida.

With respect to Iran, we must be rigorously objective in assessing
the progress made under the Joint Comprehensive Plan of Action.
While I opposed the Iran deal as a member of Congress, if con-
firmed, my role will change. T will lead the Agency to pursue ag-
gressive operations and ensure analysts have the time, political
space, and resources to make objective and sound judgments.

Similarly, it’s a policy decision with respect to how we will deal
with Russia, but it will be essential for the Agency to provide pol-
icymakers with accurate, timely, robust, and complete intelligence
and clear-eyed analysis of Russian activities to the greatest extent
feasible,

As a member of the House Intelligence Committee, I fully appre-
ciate the need for transparency and support from members of Con-
gress. We owe it to our constituents to get to the bottom of intel-
ligence failures. But we owe it to the brave Americans of the intel-
ligence community not to shirk our responsibility when unauthor-
ized disclosures to the media expose controversial intelligence ac-
tivities or when Edward Snowden, from the comfort of his Moscow
safe house, misleads the American people about our intelligence ac-
tivities.

On my first visit to CTA headquarters a few years ago, 1 visited
an analytical targeting cell. Some of you have probably done this
as well. T saw a woman who appeared as though she had not slept
for weeks. She was poring over data on her computer screen. I in-
troduced myself. T asked her what she was working on and she said
she was just hours away from solving a riddle to locate a particu-
larly bad character she had been pursuing for months.

She had her mission. Its completion would make America safer.
She was a true patriot. In the past few years, I have come to know
there are countless men and women just like her in the Agency
working to crush our adversaries.

This past weekend T took a moment and visited Arlington Na-
tional Cemetery. I've done this many times, but on this visit T paid
special attention to the markers that commemorate CIA officers
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who have perished in ensuring our freedom. In so many places
most Americans will never know, agents put themselves and their
lives at risk. We know the sacrifices of the families of each of these
CIA officers. From their role of performing intelligence, those fami-
lies sacrifice greatly as well.

As T walked among these heroes, I was reminded of the sacred
trust that will be granted to me if I am confirmed. I will never fail
it.

I am honored to have been nominated to lead the finest intel-
ligence agency the world has ever known, working to keep safe the
people of the greatest Nation in the history of civilization. If con-
firmed, I will be sworn to defend the U.S. Constitution for the third
time in my life: first as a soldier, then as a member of the House
of Representatives, and now to work with the President and each
of you to keep America safe.

Thank you all for an opportunity to speak with you this morning.
I look forward to your questions.

[The prepared statement of Representative Pompeo follows:]
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Statement for the Record
before the

Senate Select Committee on Intelligence

The Honorable Mike Pompeo

January 12,2017

Senator Dole, thank you for your kind words. But more importantly, thank you for the great
service you have performed for Kansas and for America both in your life as an elected official,
as a soldier in WWII and as a patriot who worked so hard to build the memorial to honor those
who fought in that war. Every Kansan—and I think it’s safe to say, all of your former colleagues
here in the Senate—know that they have benefitted from your wit, your patriotism and your

kindness. 1know that I have.

Senator Roberts, thank you too for your kind introduction. I am especially grateful for your
guidance over the years, not simply because you are the Dean of our Kansas Congressional
delegation, but due to your insights as the former Chairman of this committee. As Chairman,
you provided critical leadership during a pivotal and challenging period of American history —
during the early years of the Global War on Terrorism and the Iraq War — and I hope I can

continue to count on your advice and counsel.

Chairman Burr, Vice-Chairman Warner, Senators — I thank you for the opportunity to appear

before you today as the nominee for the next Director of the Central Intelligence Agency.
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Should I be fortunate enough to be confirmed by the Senate, I hope to visit you more often from
Langley than I have from across the Capitol. I mean this not as a criticism of relations between
the two Houses of Congress, but a recognition of how much value I would place on relations

between the CIA and its Congressional overseers.

I want to thank the members and staff of this Committee for their attention to my nomination
over the last few weeks. Since I first joined the House Permanent Select Committee on
Intelligence (HPSCI) in the 112% Congress, 1 have felt a special appreciation for the hard work
that goes into Congressional oversight. The tremendous honor we have in overseeing the
intelligence community is only tempered by the sobering burden of grappling in secret with the

many national security challenges facing our country.

1 would like to thank President-elect Trump for nominating me to serve in this role and for the
faith he has shown in me. It is an honor to be selected as the next steward of the premier
intelligence agency that is the CIA. Ilook forward to working with Senator Dan Coats, nominee
for the Director of National Intelligence, and supporting him in his critical role, if we are both

confirmed.

1 want to thank my patient and patriotic wife Susan, and my son Nicholas, each whom I love
dearly. They are both supporting me here this morning. The two of you have been so selfless in
allowing me to return to public service— first as a member of Congress and, now, if confirmed,
back working with warriors who keep America safe. I cannot tell you how much it means to

have you sitting with me today.
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1 am also grateful to the people of the 4th Congressional District of Kansas, who have entrusted
me to represent them in the House of Representatives since 2011. Tam proud to have earned and

kept their trust, and have cherished every minute of service to nry constituents.

That said, having been a Member of the House Intelligence Committee and an overseer of our
nation’s intelligence enterprise, I understand full well that my job, if confirmed, will be to
change roles from policymaker to information provider. My job will be to stay cleatly on the
side of intelligence collection and objective analysis of our national security challenges—
presenting factual intelligence and sound judgments to policymakers, including this Committee.
I have spent the majority of my life outside the realm of politics — as a cavalry officer in the
United States Army, then as a litigator, and then running two manufacturing businesses.
Returning to duty requiring hard work and unerring candor is something that is in my bones.
*okk
Today, I would like to first briefly sketch some of the specific challenges facing the U.S.;
second, address trends in intelligence | have seen from my post on HPSCI; and finally, describe

what I see as the CIA’s role in addressing these challenges.

Threat Environment

First, as many have noted, this is the most complicated threat environment the U.S. has faced in
recent memory. The litany is now familiar:

¢ As Director Clapper acknowledged at the beginning of 2016: “there are now more Sunni

violent extremist groups, members, and safe havens than at any time in history.”
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ISIS remains a resilient movement, has metastasized, and shockingly has controlled major
urban centers in the Middle East for well over two years. Whereas a few years ago, we
focused on stemming the flow of foreign fighters going to Syria and Irag, today, the concern
is making sure they, and those they inspire, are prevented from expanding their reach,
returning home, or slaughtering more innocent people.

Syria is a failed state and has become one of the worst humanitarian catastrophes of the 21
century. This conflict has led to the rise of extremism, sectarianism, instability in the region
and Europe, and the worst refugee crisis the world has faced in recent memory.

Iran — the leading state sponsor of terror — has become an emboldened, disruptive player in
the Middle East, fueling tension with our Sunni allies.

Russia has reasserted itself aggressively, invading and occupying Ukraine, threatening
Europe, and doing nearly nothing to aid in the destruction of ISIS.

As China flexes its muscles and expands its military and economic reach, its activities in the
South and East China Seas and in cyberspace are pushing new boundaries and creating real
tension,

North Korea has dangerously accelerated its nuclear and ballistic missile capabilities, with
little regard for international pressure.

In an increasingly inter-connected world, the cyber domain presents new and growing
challenges. Using evolving cyber tools, state and non-state actors continue to probe U.S.

systems, exploit vulnerabilities, and challenge our interests,
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Intelligence Trends

Intelligence is vital to every national security issue facing the United States. As some have said,

it is the “lifeblood” of national security and is more in demand than ever.

¢ Intelligence enables better-informed decisions by reducing uncertainty; it is critical in
seeking to avoid strategic or tactical surprise, and to giving our armed forces superior domain
awareness.

o We rely on intelligence from around the globe to keep danger from our shores. High quality
precision intelligence enables our military efforts.

e More and more, intelligence is critical to making effective other elements of national power
including sanctions against weapons proliferators, cyber criminals, perpetrators of war
crimes, and terrorist financiers.

* We share capabilities and intelligence to improve relationships in furtherance of our national
security objectives. Foreign governments and liaison services are vital partners in preventing
attacks and providing crucial intelligence. It is important that we thank our foreign partners

for standing with us.

As we face a deteriorating global picture, the U.S. needs to redouble its efforts by ensuring we
have more intelligence, not less. Indeed, senior Intelligence Community leaders worry that
recent budget cuts will have a silent, corrosive effect—weakening the fabric of the intelligence
community. If confirmed, as Director, I intend to be an advocate for a strong and vibrant

intelligence community and for CIA’s centrality in that community.
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There are at least five long term trends making the urgency of recognizing and supporting

intelligence critically important.

» First, the Intelligence Community finds itself a potential victim of a longer term negative
budgetary trend. Given the vital role of intelligence in national security, and given the
increasing threats we face, this makes little sense.

o Second, technological advancement across the globe, even by non-hostile countries, is
challenging the U.S. advantage, as commercial technologies spread into the hands of those
who wish us harm. The world is gaining on the U.S.

* We have long seen this dynamic with the proliferation of chemical and biological weapons
and ballistic missile technology, but increasingly in the cyber domain, countries thought to be
unsophisticated, such as North Korea, have overcome what appear to be low technological
barriers of entry to engage in offensive cyber operations. The U.S. must continue to invest
wisely to maintain a decisive advantage.

» The effects of dislocation, lack of governance, and the rise of non-state actors threaten our
national security and present critical challenges to the Intelligence Community. This is
creating new targets for CIA’s intelligence collection and analysis that compete for attention
with the usual state suspects and bad actors.

¢ Finally, the insider threat problem has grown exponentially in the digital age.
Counterintelligence is a perennial issue and we must be increasingly aware that those within
our agencies have access to millions of files. By the same token, the use of digital assets by

foreign actors creates intelligence opportunities.
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CIA’s Role

I want to talk in more detail about today’s challenges. The greatest threats to our national
security have always been the CIA’s top priorities. And the CIA has always been at the forefront
of America’s comprehensive efforts to meet these threats. Since September 11, 2001, the CIA’s
activities have been extraordinary. As the tip of the spear in the war on terrorism, the CIA has
put tremendous pressure on our enemies, reducing their freedom to plan, communicate and

travel.

The CIA has always played integral roles in America’s fight against radical Islamic terror. It
sounded warning bells before 9/11 of al Qaeda’s growing global reach. CIA officers were the
first into Afghanistan to lay the groundwork for the military effort that struck a major blow to al
Qaeda and drove the Taliban from power. From understanding and tearing apart al Qaeda in Iraq
networks, to the hunt for bin Laden, the CIA has been at the forefront of the fight every step of

the way.

My outline above of hard targets and challenges merely skims the surface of the potential threats
facing the United States. If confirmed, it will be the CIA’s mission to bring other pressing
problems, risks, and challenges from regions and countries that don’t always make the front page
to the attention of senior policymakers. Indeed, if we are doing our job, we will help U.S.

policymakers act early to prevent such problems from becoming front page news.

o It will also be the CIA’s mission, and my own, to ensure the Agency remains the best in the

world at its core mission: discovering the truth and searching out information. In this
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complex threat environment, we must gather intelligence from the most elusive targets and in
the most difficult environments. We will need to rely on liaison services and new
relationships, which are critical to gathering information around the world. Even so, U.S.
intelligence must continue to expand its global coverage to keep up with these threats. While
intelligence sharing relationships with our friends and allies are important, they cannot
replace our own unilateral recruiting and operations. To protect America, the CIA must
continue to be the world’s premier espionage service.

One obvious emerging area for increased focus — both unilaterally and in conjunction with
our partners — is the cyber domain. The internet — and the connectivity of our world,
systems, and devices — is a borderless, global environment, easily and frequently exploited by
sophisticated adversaries like China and Russia, as well as by less sophisticated adversaries
like Iran and North Korea, non-state actors, terrorist groups, criminal organizations, and
hackers. While NSA and Cyber Command play leading roles, cyber has become critical to
virtually every intelligence operation and CIA must continue to operate at the forefront on
this issue.

As the President-elect has made clear, one of my top priorities, if confirmed, is to assist in
defeating ISIS. Radical Islamic terrorism is both a symptom and a catalyst of the terrible
conflicts raging in the Middle East that have created both a humanitarian and strategic
catastrophe. The enduring capability of al Qaeda and its affiliates, the rise and resilience of
ISIS and Islamic extremists in Libya and across the Middle East, and the brutality of al
Shabaab and Boko Haram, should remind us of the need to maintain an aggressive
counterterrorism posture. It is also critical to address what manifestations of this threat and

ideology emerge — beyond ISIS and al Qaeda.
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e We must also be rigorously fair and objective in assessing the Joint Comprehensive Plan of
Action. As the deal permits domestic enrichment and other nuclear research and
development, U.S. policymakers will need increased intelligence collection and insightful
analysis. While as a Member of Congress I opposed the Iran deal, if confirmed, my role will
change. It will be to drive the Agency to aggressively pursue collection operations and
ensure analysts have the time, political space, and resources to make objective and
methodologically sound judgments. If confirmed, I will present their judgments to
policymakers.

e The same goes for Russia. It is a policy decision as to what to do with Russia, but I
understand it will be essential that the Agency provide policymakers with accurate
intelligence and clear-eyed analysis of Russian activities.

¢ The Agency must also serve as the nation’s sentinel for new and emerging threats and trends,
monitoring the convergence of rogue actors and capabilities, and sources of instability that
can spread across the globe and undermine U.S. national security. This means that the
Agency needs the means, capabilities, reach, and awareness to understand and convey where
threats are emerging and how U.S. interests may be vulnerable. This requires constant

innovation, analytic rigor, and operational flexibility - hallmarks of the CIA.

As a Member of the House Intelligence Committee, I fully appreciate the need for transparency
with the Congressional oversight committees. If the Intelligence Community does not secure the
support of the appropriate Congressional authorities for its activities, the legislative backlash

from controversial intelligence failures and controversies can be severe and counterproductive.
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We owe it to our constituents to get to the bottom of intelligence failures — as this Committee did
with the pre-war Iraq intelligence. But we owe it to the brave Americans of the intelligence
community not to shirk our responsibility when unauthorized disclosures to the media expose
controversial intelligence activities, or when Edward Snowden, from the comfort of his Moscow

safe house, misleads the American people about the NSA’s surveillance activities.

I cannot stress strongly enough how proud of the CIA’s workforce Americans would be if they
could peek behind the curtains, as the Committee gets to do, to see them in action. The
incredible talent, bravery, and ingenuity these patriots put on the line every day in defense of our

country are constant inspirations to me.

On my first visit out to the CIA headquarters a few years ago, I was walking through an
analytical targeting cell. I saw a woman who appeared as though she had not slept for weeks,
poring over a data set on her screen. I stopped, introduced myself and asked her what she was
working on. She said she thought she was just hours away from solving a riddle about the
location of a particularly bad character that she had been pursuing for months. She was not
about to abandon her post. She had her mission and its completion would make America safer.
A true patriot. In the past years, I have come to know that there are countless men and women

just like her working to crush our adversaries with world class intelligence operations.

As these quiet professionals grapple with an overwhelming series of challenges in this

increasingly uncertain world, they deserve our support and our respect. When we ask them to do

10
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difficult things, they should not have to wonder whether we will stand beside them if things go

sideways. We should have their backs. Full stop.

When there are intelligence failures, operations that go off the rails, or controversial disclosures,
if I am fortunate enough to be confirmed, I pledge to come to the Committee in a timely fashion
—and be as forthcoming as possible. But I believe that leaders of the Intelligence Community
and Congress owe it to the young men and women who risk their lives for us to do our utmost to

keep mistakes from being politicized.

This past weekend, I visited Arlington National Cemetery. I’ve done this many times, but on
this visit, I paid special attention to the markers that commemorate CIA officers who have
perished ensuring our freedom and working to meet America’s intelligence demands. From
Afghanistan to Korea and from Lebanon to Africa, and in so many places most Americans will
never know, Agency officers put their lives at risk. Too often, because of the nature of their
work, we know little about these men and women and what they do. What we do know, is that
they were prepared to give so much for each of us. We know the sacrifices of the families of
each CIA officer as well. As I walked among these heroes, I was reminded of the sacred trust

that will be granted to me if I am confirmed. I will never fail it.

I am honored to have been nominated to lead the finest intelligence agency the world has ever
known—working to keep safe the people of the greatest nation in the history of civilization. If

confirmed, I will be sworn to defend the United States Constitution for the third time in my life ~
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first as a soldier, then as a member of the House of Representatives, and, now, to work for the

President and with each of you.

1 look forward to your questions today.

12
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Chairman BURR. Mr. Pompeo, thank you for your testimony this
morning.

For members, we will recognize based upon seniority for five
minutes of questions. I would note for members, there is a closed
session of this hearing that will start promptly at 1:00 p.m. I would
remind members that we're in open session and that the questions
for Representative Pompeo today in this session should be limited
to those that can be discussed and answered in open session. I
trust that if you ask something that can’t, the witness will make
sure that he answers it when we get to closed session.

That said, Mike, I'm certain that from your experience on HPSCI
and specifically your involvement in the House Select Committee
on Benghazi investigation you understand how valuable intel-
ligence can be to oversight. If asked by the committee, will you pro-
vide the raw intelligence and sourcing behind Agency finished
products and assessments if in fact this committee needs it to com-
plete its job?

Representative POMPEO. Senator, I have been on the other side
of this and T know how central it is to make sure you have all that
you need to perform your oversight function for intelligence collec-
tion activities and all that the Agency does. You have my commit-
ment that I will always do everything I can to make sure I give
you the information that you need, including an expanded set of in-
formation.

I understand on a handful of issues you have reached agreement.
I heard Director Clapper testify before you. I believe it was last
week; it may have been the beginning of this week. T promise to
honor the commitment that Director Clapper made to this com-
mittee,

Chairman BURR. Thank you for that.

There has been much discussion about the role of the Central In-
telligence Agency and what it played in the detention and interro-
gation of terrorism suspects as part of the RDI program. These de-
tention facilities operated by the CIA have long since been closed.
President Obama officially ended the program seven years ago.

I think the debate space on this subject has become confused and
I'm certain that the law is now very, very clear. Do you agree that
it would require a change in the law for the CIA or any govern-
ment agency to lawfully employ any interrogation techniques be-
yond those defined in the Army Field Manual?

Representative POMPEO. T do.

Chairman BURR. You have been an outspoken critic in the past
of the policy and activities of this Administration, when you were
serving representing the people of the Fourth District of Kansas.
As head of the CIA, you'll be in a position to speak truth to power
and provide the President with your Agency’s unbiased, unvar-
nished, and best assessment of threats facing our Nation, assess-
ments that will inform his approach to those very policies and ac-
tivities that you may have criticized in the past.

Will you be able to set politics aside and provide the President
with clear-eyed assessments free of political interference?

Representative POMPEO. Senator, 1 appreciate the question.
When you say that, I understand the question that you're asking.
I spent my life telling the truth, sometimes in very, very difficult
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situations—as a lieutenant, as a member of Congress, in fact as a
member of the oversight committee. Sometimes we get placed in
difficult situations, talking to our constituents about things that
matter an awful lot to the American national security. Sometimes
we just can’t reveal them.

You have my commitment that every day I will not only speak
truth to power, but I will demand that the men and women who
I have come to know well over these past few years, who live their
lives doing just that, will be willing, able, and follow my instruc-
tions to do that each and every day.

Chairman BURR. Thank you for that.

Vice Chairman.

Senator WARNER. Thank you, Mr. Chairman.

Again, Congressman, it’s great to see you. To ensure that I don’t
end up with a light outage again, I wont read you the second half
of my statement. But I do want to get you on the record, Mike, on
a couple of issues that we had discussed, particularly about this in-
quiry into Russian active measures.

I wanted to also reiterate the Chairman’s comments on the abso-
lute necessity to make sure that you bring forward this analysis in
an unvarnished way. T think you have made that clear to the
Chairman. T know you have made it clear to me on a private basis.
So let me go into some of these questions fairly quickly.

Do you accept the conclusions of the IC regarding Russia’s active
measures?

Representative POMPEO. Senator Warner, I do. T had my briefing.
I attended the meeting at which the President-elect was briefed.
Everything I have seen suggests to me that the report is an analyt-
ical product that is sound.

Senator WARNER. Do you pledge to cooperate with the SSCI's
special inquiry and to provide, if possible, all necessary materials
and access to personnel?

Representative POMPEO. Senator Warner, 1 do. I think that’s in-
credibly important.

Senator WARNER. Do you plan to continue your own investigation
into ongoing Russian active measures and any attempts they or
others may have to undermine the United States, our political sys-
tem, or our position in the world?

Representative POMPEO. Senator, I do. Indeed, I would expect
that the President-elect would demand that of me. It is fully my
intention. T should share, that’s my view with respect to all the
products that the Central Intelligence Agency produces. If we con-
tinue to develop intelligence that is worth our salt we will continue
to gain insights that are valuable to policymakers, to the President-
elect, and you. T will continue to pursue foreign intelligence collec-
tion with vigor no matter where the facts lead.

Senator WARNER. Congressman, [ have been critical of the tenor
of some of the President-elect’s comments about the workforce and
the professionalism of the IC. In your opening statement you were
very eloquent about the woman who had been without sleep for
some time. In light of some of those comments, T have concerns
about the morale throughout the IC, but particularly the CIA at
this point.
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What plan do you have to go in and reassure people who work
at the CIA and how we make sure, in a world where it’s increas-
ingly challenging to get people to step up and serve, both in terms
of recruitment and retention, that you can reaffirm that you have
the CIA employees’ backs?

Representative POMPEO. Senator, let me begin by saying T am
confident that the Central Intelligence Agency will play a role for
this Administration, as for every previous Administration, pro-
viding powerful intelligence that shapes policy and decision-making
inside this Administration. I am confident that President-elect
Trump will not only accept that, but demand it, from the men and
women, not only of the CIA, but throughout all the 17 intelligence
communities.

With respect to me personally, I have come to understand the
value of the Central Intelligence Agency. I have seen the morale
through tough times where they have been challenged before and
I've watched them walk through fire to make sure that they did
their jobs in a professional way and that they always were aimed
at getting the truth in depth, in a robust way, to policymakers. 1
have every confidence that not only will T demand that, but that
they will continue to do that under my leadership if I am con-
firmed.

Senator WARNER. It’s going to be an ongoing challenge. If con-
firmed, obviously T wish you the best. It’s critically important. T see
many of the CIA employees. I have the opportunity to represent
them. They live in the Commonwealth of Virginia. They work in
this region. And it’s been a challenging time for them.

I also want to get to, in light of some of the comments during
the campaign the President-elect made, I think a subset of this
issue as well is making sure going forward that the CIA represents
the diversity of the world in terms of Muslim-Americans being en-
gaged. How do we reassure them, in light of some of the comments
that have been made?

Also, T concur with you that the challenge from ISIL is an enor-
mous one. How do we make sure—how do we go forward to make
sure that our Muslim allies in our fight against ISIL, that they're
going to continue to have a strong partner in the United States and
not one that is going to in any way discriminate based upon faith?

Representative POMPEO. Senator, it’s absolutely imperative. We
have a workforce out at the Agency that’s incredibly diverse. As
you all well know, to achieve their mission we have to have folks
from a broad background set, as well as language skills that rep-
resent all parts of the world, so that we can perform our intel-
ligence operations properly.

And we have partners in a Muslim world that provide us intel-
ligence and who we share with in ways that are incredibly impor-
tant to keeping America safe. I'm counting on, and I know you are
as well, that these liaison partnerships will continue to be additive
to American national security. You have my commitment that our
workforce will continue to be diverse. I hope we can even expand
that further, so that we can perform our incredibly important intel-
ligence collection operations around the world.

Senator WARNER. Thank you, Mr. Chairman.

Chairman BURR. Senator Risch.
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Senator RISCH. Mr. Chairman, I've spent a considerable amount
of time with Mike over the years and recently, and we’re on a short
string here. I'm going to reserve my questions until we get to the
closed hearing. Thank you, Mr. Chairman.

Chairman BURR. Senator Feinstein.

Senator FEINSTEIN. Thanks very much, Mr. Chairman.

I just want to begin by saying I really appreciate the private
meeting we had an opportunity to have. For me it was a clarifica-
tion. T do appreciate your apology. T take it with the sincerity with
which you gave it.

I want to ask one follow-up question to what the Chairman
asked, and that’s dealing with those enhanced interrogation tech-
niques. That is that, if you were ordered by the President to restart
the CIA’s use of enhanced interrogation techniques that fall outside
of the Army Field Manual, would you comply?

Representative POMPEO. Senator, absolutely not. Moreover, 1
can’t imagine that I would be asked that by the President-elect or
then-President. I voted for the change to put the Army Field Man-
ual in place as a member of Congress. T understand that law very,
very clearly and am also deeply aware that any changes to that
will come through Congress and the President.

Senator FEINSTEIN. And regular order?
| R(lapresentative PoMPEO. And regular order, yes, ma’am, abso-
utely.

With respect to outlines of what's in the Army Field Manual,
there’s no doubt in my mind about the limitations in place, not only
on the DOD, but on the Central Intelligence Agency. T'll always
comply with the law.

Senator FEINSTEIN. Another question: How will you handle the
President-elect’s refutation of the intelligence community’s high as-
sessment that Russian intelligence units, namely the GRU and the
FSB, did in fact hack and spear phish into the campaigns and par-
ties of both political parties this past campaign season?

Representative POMPEO. Senator, as with—I think T answered
Senator Warner the same way. My obligation as the Director of the
CIA is to tell every policymaker the facts as best the intelligence
agency has developed them. With respect to this report in par-
ticular, it’s pretty clear that what took place, about Russian in-
volvement in efforts to hack information and to have an impact on
American democracy.

I'm very clear about what that intelligence report says, and 1
have every expectation as we continue to develop the facts T will
relay those, not only to the President, but to the team around him
and to you all, so that we can have a robust discussion about how
to take on what is an enormous threat from cyber.

I think you know that. You have lived it. This is very real. It is
growing. It is not new in that sense. But this was an aggressive
action taken by the senior leadership inside of Russia, and America
has an obligation, and the CIA has a part in that obligation, to pro-
tect that information.

Senator FEINSTEIN. Thank you very much. I appreciate that.

Representative POMPEO. Thank you, Senator. And if T may say
too, thank you very much for coming back today. T hope that your
recovery is a speedy one.
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Senator FEINSTEIN. Thank you. I appreciate that.

You and I discussed Director Brennan’s beginning efforts on
modernization of the CIA and trying to set up a different mecha-
nism which would make it more effective. What can you tell us
today about how you would proceed in that direction?

Representative POMPEO. Senator Feinstein, there was a major
modernization program that, frankly, is still in the shakeout cruise
at the Agency. It's been going on for a while, but still lots of things
to work through.

My observations from my time as a member of Congress are that
the goals were noble and they were trying to get to the right place,
and that in fact many of the changes that were made may well end
up making sense. But T think we have an obligation, as I go in, to
evaluate that, share those evaluations with you.

I've heard from a number of you about your observations about
its effectiveness. Some of you have a set of views that are opposed.
You may not even know that about each other’s views yet. But I'm
going to take a look. My expectation is that from my time as a
small business person, when you make a change of this scope and
scale that you don’t get everything right in that.

My obligation is to make sure we've got everything right, that
there are clear lines of decision-making and authority, and that the
analytic product that is coming out is true and clear and real.

Senator FEINSTEIN. Just one last question. You mentioned the
Iranians and what we call the JCPOA. T think, regardless of what
everyone thinks of the settlement, Tran has shipped some 25,000
pounds of enriched uranium out of the country. It has dismantled
or removed two-thirds of its centrifuges. It’s removed the core from
its Arak heavy water reactor and filled it with concrete, and it’s
provided unprecedented access to its nuclear facilities and supply
chain. Iran’s estimated breakout time has moved from two to three
months to a year or more.

In November on Fox News, you said you can’t think of a single
good thing that’s come from the Iran nuclear deal, not one. Now,
thus far the CIA has provided oversight to this committee with
very solid analysis of what the level of compliance is, and thus far
it has been extraordinarily positive.

I'd like you to comment on this, because—particularly your com-
ments, because this nuclear deal is in effect just that. Tt doesn’t in-
clude other things that are bad things that Tran has done. It’s just
the nuclear agreement, and they have in fact conformed to it thus
far. So would you comment, please?

Representative POMPEO. Yes, Senator. First, you have my com-
mitment that, if T am confirmed, that the Agency will continue to
evaluate their compliance with the agreement in the way you just
described the Agency has been doing to date. I agree with you that
that work has been good and robust and that intelligence I think
is important to policymakers as they make decisions.

I think my comments were referring to the post-January 6, 2015,
rampage of Iranian increased activity, and I know you share my
concern about that as well. So when I was speaking to the risks
Iran presents, it was certainly from those activities, whether it’s
the fact that they now have missiles that we've had to fire back at
in Yemen in support of the Houthis or that they're still holding
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Americans in Iran. Those are the concerns that I was addressing
that day.

You have my commitment as the Director of the CIA, if I am con-
firmed, that we will continue to provide you the intelligence to un-
derstand both what’s taking place in the nuclear arena with re-
spect to the JCPOA and its compliance, as well as to the set of ac-
tivities that are outside of that.

Senator FEINSTEIN. Thank you very much. I appreciate that.

Thank you, Mr. Chairman.

Chairman BURR. Senator Rubio.

Senator RUBIO. Thank you, Mr. Chairman.

Mr. Pompeo, thank you, first of all, for your service to our coun-
try repeatedly, in the Army, in Congress, and now here in this new
role.

I know we're going to have a closed hearing later today, so the
questions I'm about to ask you I'd ask that you answer based on
open source information available to the general public and also
your understanding of the law of war as a graduate of West Point
and your service as an officer of the U.S. Army.

First of all, your understanding as an officer of the U.S. Army,
is the military targeting of civilians a violation of the law of war?

Representative POMPEO. Senator, intentional targeting of civil-
ians is absolutely a violation of the law of war.

Senator RURIO. Based on open source information available to
the general public, in the conflict in Syria have Russian forces con-
ducted repeated attacks against civilian targets?

Representative POMPEO. Sir, based on open source reporting, it
appears that they have.

Senator RUBT0. Do you believe, based on your knowledge, again,
acquired through open sources and your just general knowledge of
geopolitics, that Russian military forces could conduct repeated at-
tacks against targets in Aleppo, Syria, without the express direc-
tion of Vladimir Putin?

Representative POMPEO. It seems intensely unlikely to me, Sen-
ator,

Senator RUBIO. Again, all the answers you just gave were based
on open sources, unclassified?

Representative POMPEO. Yes, sir.

Senator RUBIO. The second question I have is: T think you have
already said that you accept this as a fact, that there was indeed
an effort by Russian intelligence and others associated with the
Russian government to conduct a campaign of active measures in
the United States designed to sow doubt about the credibility of our
elections and our democracy, to sow divisions and chaos in our poli-
tics, to undermine the credibility of political leaders and the like.
You agree with that assessment that we are in the throes of an ac-
tive measures campaign that probably predates this campaign, but
was certainly ratcheted up?

Representative POMPEO. Yes, Senator. It's a longstanding effort
of the Russians. And frankly, there are others out there engaged
in a similar set of activities. It is something America needs to take
seriously, a threat that we are vulnerable to today.
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Senator RUBIO. And in fact, it is the exact activity they have un-
dertaken, for example, in Europe and other countries as well, and
we've seen the same sort of pattern in other places, correct?

Representative POMPEO. Yes, Senator. I'll add to that. We have
elections, important elections, taking place in Europe and around
the world. We need to be deeply cognizant about all of the foreign
actors with malign intent who are attempting to impact those elec-
tions as well.

I think the CIA has a role in trying to understand that threat
and indeed in a fundamental way sharing that with each and every
member of the policymaking community.

Senator RUBIO. I'm not asking you to divulge any intelligence or
classified information. Just in your judgment, as you see the state
of American politics and political discourse—a President-elect who
has questioned at times the judgment of our intelligence agencies,
opponents to our President-elect who continuously question the le-
gitimacy of his election, the shameful leak in the media regarding
unsubstantiated, unsourced negative information designed to
smear the President-elect, the fact that Russia and President Putin
have become a dominant theme in political coverage in this country
for the better part of three months, if not longer—as you look at
all of that, in your personal opinion is Vladimir Putin and the Rus-
sians looking at all this and saying, we've done a really good job
of creating chaos, division, instability in the American political
process?

Representative POMPEO. Senator, you've put a lot into that, but
let me try and unpack it just a tad. T certainly want to make sure
and talk only about my observations and judgments based on un-
classified information. I have no doubt that the discourse that’s
been taking place is something that Vladimir Putin would look at
and say: Wow, that was among the objectives that I had, to sow
doubt among the American political community, to suggest some-
how that American democracy is not unique.

I believe that it is fundamentally unique and special around the
world. It shouldn’t surprise any of us at all that the leadership in-
side of Russia used this as something that might well redound to
their benefit.

Senator RUBIO. My last question involves an area that you may
not get asked by anybody else on the committee. You might. But
it regards the Western Hemisphere. T just ask if you will pledge to
work within the interagency to make sure that collection and cov-
erage in the Western Hemisphere, in particular nations like Cuba,
Venezuela, Nicaragua, Ecuador, and Bolivia, that we focus on
threats that might emanate from these places?

Representative POMPEO. Yes.

Senator RUBIO. Thank you, Mr. Chairman.

Chairman BURR. Senator Wyden.

Senator WYDEN. Thank you, Mr. Chairman.

Thank you, Congressman, for coming down to visit.

At a time when the President-elect is on record as supporting
torture, blocking Americans’ ability to protect themselves with
strong encryption, and has encouraged the outsourcing of intel-
ligence-gathering to the Russians, it's my view you're going to have
an enormous challenge to be an advocate for honorable policies.
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It’s already clear that several key members of the President-
elect’s national security team advocate illegal policies. So this
morning my view is we need to find out what you're for. I'm just
going to take us through some of the issues we talked about in the
office.

Let’s start with surveillance, if we could. You recently wrote an
op-ed article saying that Congress ought to pass a new law reestab-
lishing collection of all metadata. Those are your words, “all
metadata.” So you would basically get the Congress and the coun-
try back into the business of collecting millions and millions of
phone records on law-abiding people.

You go on in this op-ed article to say that these phone records
ought to be combined with “publicly available financial and lifestyle
information” into a “comprehensive, searchable database.” So you
would be in favor of a new law collecting all of this data about the
personal lives of our people.

I think that it would be helpful if you could start by saying, are
there any boundaries in your view to something this sweeping?

Representative POMPEO. Senator, you and I did have a chance to
discuss this. There are, of course, boundaries to this. First and fore-
most, they begin with legal boundaries that exist today.

That piece that T was referring to was talking about the U.S.
Government’s obligation to do all that it can in a lawful, constitu-
tional manner to collect foreign intelligence important to keeping
Americans safe.

Senator WYDEN. Congressman, that’s not true. We were talking
and you said collecting all metadata.

Representative POMPEO. Yes, Senator.

Senator WYDEN, All metadata.

Representative POMPEO. If I might just continue: Yes, I still con-
tinue to stand behind the commitment to keep Americans safe by
conducting lawful intelligence collection. When 1T was referring to
metadata, I was talking about the metadata program that the USA
Freedom Act has now changed in fundamental ways. I, you should
recall, voted for the USA Freedom Act and I understand its restric-
tions, its restrictions on efforts by all of the U.8. Government to
collect information.

Senator WYDEN. But you wrote this op-ed since the passage of
the law, so after the law passed you said: Let’s get back into the
business of collecting all of this metadata. I'm curious: What kind
of information about finances and lifestyles would you not enter
into your idea of this giant database?

Representative POMPEO. Sir, first of all, I have to begin by saying
today that would be—in most instances what you refer to there
would be lawful under current law. So as the Director of the CIA,
you have my assurance that we will not engage in unlawful activ-
ity.

But I think this committee, the American people, demand that
if there is publicly available information someone has out there on
a publicly available site, T think we have an obligation to use that
information to keep Americans safe. If someone’s out there on their
Facebook page talking about an attack or plotting an attack
against America, I think you would find the Director of the Central
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Intelligence Agency grossly negligent if they don’t pursue that in-
formation.

Senator WYDEN. Congressman, | don't take a back seat to any-
body in terms of protecting this country when our security is on the
line. I wrote the section of the Freedom Act that gives the govern-
ment emergency authority to move when it’s critical to protect the
country.

That’s not what we're talking about here. You're talking about
your interest in setting up a whole new metadata collection system
which is far more sweeping than anything the Congress has been
looking at.

If you would, before we vote T would like you to furnish in writ-
ing what kind of limits you think there ought to be on something
like this.

[The information referred to follows:]

Senator WYDEN. Let me see if I can get in one more question.
The President-elect had indicated, on the Apple issue, that in effect
he thought that there shouldn’t be strong encryption and that he
basically would consider pushing for mandated back doors into
encrypted products. That’s been the position of the FBI and some
influential members of Congress.

Now, you have not been a cheerleader, as far as I can tell, for
weakening strong encryption, which is something I think that
sounds constructive. If you're confirmed as CIA Director, are you
willing to take the President, the FBI, and influential members of
Congress on on this issue? Because I think it’'s clear, weakening
strong encryption will leave us less safe. I'd like to hear your views
with respect to strong encryption, and would you be willing to take
the President, the FBI, influential members of Congress on when
they advocate it? Because they are going to.

Representative POMPEO. Senator, first of all, I did not mean at
all to suggest you were second to anyone with respect to keeping
America safe. If I implied that, T did not intend that. You should
know T take a back seat to no one with respect to protecting Ameri-
cans’ privacy, either. I think that is incredibly, incredibly impor-
tant.

With respect to encryption, it's a complicated issue. T know
enough about it to begin to form judgments, but T want to talk to
you about the process, the framework T'll use. T think this applies
across a broad range of issues we've discussed today. When we're
dealing about an issue like encryption, that has commercial impli-
cations, national security implications, privacy implications, I will
do my best to understand what it means to the Central Intelligence
Agency and what it means to our capacily to keep America safe,
and T will represent its interests as my part of a larger effort to
make sure that we get the policy decision right.

And if in fact it is the conclusion of the folks out at the Agency
and our team and I concur in that assessment, I can assure you
I will present that rigorously. Whatever the views of the person or
any of the members of his team, I will do my best to get that right
in my role as the Director of the CIA if T am confirmed.

Senator WYDEN. Thank you, Mr. Chairman.

Chairman BURR. Senator Collins.

Senator COLLINS. Thank you, Mr. Chairman.
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Mr. Pompeo, first let me say that I was really heartened by our
meeting and our telephone call, in which you showed that you fully
understood the role that you have as CIA Director to keep this
committee well informed. T expressed to you my frustration on
questioning members of the Intelligence Committee and then find-
ing that there was more to the story and that there were omissions
at times, not deception but omissions; and even more frustrating
reading in the paper the next day leaks that have come from the
Administration, not necessarily the CIA.

I think that erodes the trust that is essential for us to perform
our oversight function, which is absolutely critical since you don’t
have the regular oversight mechanisms. Just for the record, if you
could reassure me again on your willingness to be very forthright
with this committee, I'd appreciate it.

Representative POMPEO. Yes, ma’am. I can assure you of that.
We talked about the fact that I have lived that life a bit as well.
I understand it’'s not only in—that interest is so broad. This is
what you spoke to. You mentioned it here. This is a unique space
where we operate in places where the American public doesn’t al-
ways get a chance to see everything.

So the willingness to make sure that we share this information
with policymakers who we trust will keep this information safe and
secure and handle this information appropriately is absolutely crit-
ical. You have my assurance I'll do everything to make sure that
this committee has a relationship with the Agency that is forth-
right each and every day.

Senator COLLINS. Thank you.

I want to turn to the issue of cyber threats and cyber security,
which has been an obsession of mine for many years, since Joe Lie-
berman and I tried to bring a cyber security bill to the floor in
2012, only to have it filibustered.

I believe that the recent focus on the cyber intrusions in the cam-
paign has greatly increased the public’s awareness of this problem.
But the fact is that the cyber intrusions go far beyond the political
space, troubling and appalling though that is. There was a 2015
memo by the Chairman of the Joint Chiefs of Staff and the Sec-
retary of Defense that said that the Department of Defense is sub-
jected—this was a public memo—is subjected to 100,000 attempted
cyber attacks each day.

Now, those are attempts. Not all of them go through. They're
from nation-states, they're from terrorist groups, they're from hack-
ers, they're from international criminal gangs, you name it. That’s
three million per month.

How would you assess our preparedness in the cyber domain?

Representative POMPEO. Senator, we've got lots of work to do,
may be the best way to summarize that. Not only the government
that is protecting our systems—and we have talked a lot in the last
few days about systems that belong to private entities, political pri-
vate entities. But I know that you have done a great deal of work
in making sure that the national infrastructure, including its pri-
vate sector infrastructure, has the capacity to do what it needs to
keep not only business issues in the place they need to be—a lot
of these folks are subcontractors to the United States Government,
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as well as private companies that have important information
about American national security activities.

So we have an awful lot of work to do. There is no reason to ex-
pect that this threat is going to diminish. And that will take a
whole-of-government effort to do, shared by the Executive Branch
and the Legislative Branch to achieve better cyber security for the
national infrastructure as well.

Senator COLLINS. Let me very quickly express two concerns
about Iran. One, there are increasing reports that Tran is using its
civilian air fleet for illicit purposes, including the transfer of arms
to terrorist groups. If confirmed, would you make a priority to pro-
vide an assessment to Congress of whether or not Iran is using its
civilian air fleet for such purposes?

Representative POMPEO. Senator, I will. I'm happy to share with
you, too—I've read about this as well. I'm happy to share with you
in closed session the knowledge that I have. It concerns me greatly,
the activities of Iran Air and Mahan Air that are taking place
today in Iran.

Senator COLLINS. Finally, do you believe that the monitoring and
verification regime in our agreement with Iran, the JCPOA, as cur-
rently constructed is adequate to ensure that Iran is fully com-
plying with the agreement? Do you think that the IAEA has suffi-
cient access to detect any Iranian cheating?

Representative POMPEO. Senator, the Iranians are professionals
at cheating. So I think we have a very sound inspection regime. I
have to tell you, T worry about the fact of a thing we do not know
we do not know. So you have my commitment that T will continue
to improve and enhance our capacity to understand that and do ev-
erything I can to diminish the risk that in fact we are missing
something.

Senator COLLINS. Thank you.

Chairman BURR. Senator Heinrich.

Senator HEINRICH. Thank you, Chairman.

Thank you, Congressman Pompeo, for taking the time to sit
down with me earlier this week and for your willingness to answer
the prehearing questions that a number of us submitted to you. I
hope your responsiveness to committee inquiries continues
unabated should you be confirmed. That was certainly the tone
that you set with me in the office and I appreciate that.

As T told you in our conversation, I have serious concerns over
the last few years that that has not always been the lay of the land
between the Director and this committee.

I understand that the DCIA has a mandate to be fully supportive
of the men and women who work there. That is critical. However,
I also hope that, if you are lucky enough to fill that very important
position, that we will have a new approach of being open in hear-
ings and with regard to Congressional oversight.

I want to start on an issue that was central in some of the pre-
hearing questions and in our conversation. You indicated that you
would seek the counsel of experts at the CIA to determine whether
adhering to the Army Field Manual in conducting interrogations
was an impediment to gathering vital intelligence. You've been
supportive of the use of enhanced interrogation techniques in the
past, saying back in September of 2014 that President Obama has
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continually refused to take the war on radical Islamic terrorism se-
riously, and cited ending our interrogation program in 2009 as an
example.

Can you commit to this committee that under current law, which
limits interrogation to the Army Field Manual, that you will com-
ply with that law and that the CIA is out of the enhanced interro-
gation business?

Representative POMPEO. Yes, you have my full commitment to
that, Senator Heinrich.

Senator HEINRICH. Thank you.

Let me jump to another issue. Senator Wyden had touched on
this earlier, but T want to follow up a little bit. As the Director and
as somebody who sat on the House Intelligence Committee over the
last couple of years, you are very familiar with the changes in the
law that have been made., Under current law, the USA Freedom
Act that was passed recently, what changes in that law would you
encourage the Administration to seek, if any?

Representative POMPEO. Senator, I currently have no intention of
seeking such changes. But T think we discussed when we met, T am
certain if T am confirmed to learn a great deal and develop a deeper
understanding and hear lots of views inside the Agency. And I will,
I'll look to experts there and experts outside. If in fact I conclude
that there needs to be changes to the USA Freedom Act to protect
America, T will bring them to you, and T have full expectations that
you will consider them fairly as well.

Senator HEINRICH. T know we were recently briefed on basically
the status of being able to collect important information under that
law. I would assume that there was probably a similar briefing on
the House side. Were you a part of that? And do you feel like, at
least with what you know today, that the surveillance that needs
to be done is happening under that structure while protecting inno-
cent Americans from unnecessary intrusion?

Representative POMPEO. Senator, I've not had a chance to have
a complete briefing on that, but T can say that T have not heard
anything that suggests that there is a need for change today.

Senator HEINRICH. Jumping once again over to the JCPOA, I
know that the day before you were nominated to be the Director
you said that you look forward to, quote, “rolling back the Tran
deal.” How would you characterize your position on that today, and
would you stand by that statement?

Representative POMPEO. Senator, just so the record can reflect it,
that communication was approved before I was aware that 1 was
going to be the nominee to the Central Intelligence Agency.

Having said that, look: T spoke to this a great deal. It was my
view that the JCPOA was a mistake for American national secu-
rity. I believed that. But it’s also the case that after that I came
to an understanding that that was the arrangement this President
thought was in the best interests of America, and I worked to make
sure it was fully implemented.

Now, if I'm confirmed I'll continue to do that in my role as the
Director of the CIA. T will endeavor to provide straight information
to you about the progress that the JCPOA has made toward reduc-
ing the threat from Iranian nuclear activity and share with you
when that’s not happening as well.
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Senator HEINRICH. Thank you, Congressman.

Chairman BURR. Senator Blunt.

Senator BLUNT. Thank you, Chairman.

Congressman, I know we were all pleased to get a chance to visit
with you privately. Quickly, you reached out to members on this
committee and met with us, and we’ll have a chance to visit later
today in the classified setting.

I would go back a little bit to your discussion with Senator
Wyden. One of your last comments you made there was you gave
ground to no one in respecting America’s privacy. If you want to
give any examples of that in your House career, that would be fine.
But as I understand—as I understood what T thought was that dis-
cussion about a more expanded collection effort, it was collecting
things that people had chosen to no longer keep private—collecting
things on social media that people had put out there.

I believe at some point you mentioned that somebody was talking
about an activity that could be terrorist or other related, that they
directed the CIA should have some interest in that.

Am T right, you see a different privacy standard if someone is
trying to maintain their privacy as opposed to someone who's put-
ting information out there that anyone can see?

Representative POMPEO. Senator, of course. And I may not have
added there——

Chairman BURR. Mike, hit your button.

Representative POMPEO. Yes, sir.

I may not have added there, the primary responsibility for that
here in the United States is not the Central Intelligence Agency.
There would be other agencies inside the Federal Government. So
in the first instance, the focus in the Central Intelligence Agency
is foreign intelligence collection. Make no mistake about that.

But yes, I was referring to things that were in the public space
that the U.S. Government wanted to make sure they understood
fully and that we didn’t leave publicly available information off of
things that we were using to prevent all kinds of bad and terrorist
activity here in the United States. As a member of Congress, I
voted repeatedly on pieces of legislation that were important for
protection of American privacy. It’s something that, if you come
from south-central Kansas and people know—you know that, being
from Missouri—people are deeply cognizant of the need for space
for themselves to live away from the government. Tt is something
that I hold dear and treasure myself as well.

Senator BLUNT. On the issue of encryption, I for some time on
this committee and even in public hearings, and specifically in pub-
lic hearings, have had both the Director of the FBI and NSA—I can
recall both of them saying encryption is the best thing out there
and maybe in some cases the worst thing out there.

There seems to be a real sense that encryption is more often a
cyber protection than something that we should create a way
around. What’s your view of encryption in an ongoing way and
what the government could or should do to try to permeate the
encryption that’s already out there in equipment?

Representative POMPEO. Senator, I always start on this topic re-
minding that my role as the Director of the CTA is first to comply
with the law. So as you develop policies around encryption, you
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have my assurance that I'll always direct the people who work for
me to comply with the law with respect to private communications.

Second, T think we need to acknowledge that encryption is out
there and that not all encryption takes place here in the United
States, and that the rules and policies that we put in place in
America are things that the intelligence community is going to
have to figure out a way to perform its function knowing that that
encryption will continue to be out there.

Then finally, we've spent a lot of time talking about how we han-
dle encrypted devices for Americans or encryption here in the
United States. My effort will be to understand it more fully, to
make sure that T understand its impact on my role to keep America
safe, to work alongside and develop a set of policies to achieve that
goal, while still achieving all the other goals that we have here in
America.

Senator BLUNT. And spending some time in House Intelligence,
seeing the relationship between the DNI and the CIA, what do you
think you can do to add to the ability of the DNI to do the origi-
nally stated job of coordinating information, being sure everybody
has access to the information that’s out there in a better way than
we are currently seeing?

Representative POMPEO. The statute is pretty clear about our re-
spective roles and responsibilities. I have had a chance to reread
that a couple times since my nomination. I'm excited at Senator
Coats’ nomination. If he’s confirmed, I look forward to working
alongside of him.

I've also read the histories. I know that there have been conflicts
between the Director of National Intelligence and the Director of
the Central Intelligence Agency. In my role as a small business
owner, | saw that, too, where there’s different people with different
roles and you’d see conflict. My effort was every day to work hard
to make sure that we were additive, that we each found our own
space, that we worked across those borders, not only individually,
but that we directed our individual organizations to accomplish
that as well.

So it’s not just the two senior officials, T think, that have had
conflict. We need to make sure our organizations each understand
that there’s a place for the Director of National Intelligence, to en-
sure that there is good communication among the dozen-plus intel-
ligence agencies, and that that information is shared in a timely
fashion, and that the Director of the CIA has his plate full per-
forming his primary functions as well.

Senator BLUNT. Thank you.

Thank you, Chairman.

Chairman BURR. Senator King.

Senator KING. Thank you, Mr. Chairman.

Congressman Pompeo, welcome. I always—as we discussed, 1 be-
lieve that an outside view of an agency that tends to be—mnot tends
to be, but is—secretive is an important point of view. So I appre-
ciate your willingness to serve.

The larger question—the great foreign policy mistakes of my life-
time—Vietnam, Bay of Pigs, and Iragq—all were based in one way
or another on bad intelligence or, more accurately, intelligence that
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was tailored to fit the demands of the policymakers. You can’t read
the history of those decisions without coming to that conclusion.

There is no more intimidating spot on the face of this Earth than
the Ovwal Office. Will you commit to giving the Commander in
Chief, the President, unpleasant news that may be inconsistent
with his policy preferences, based upon the best intelligence that
the CIA can develop?

Representative POMPEO. Senator, you have my commitment.
While T today am going to avoid talking about conversations that
the President and I had with as much energy and effort as I can,
I can tell you that I have assured the President-elect that I'll do
that as well. T shared with him that my role is central to him per-
forming his function and important and critical only when T per-
form my function in that way, when I take the great work that
these men and women put their lives at risk to develop and I de-
liver that to every policymaker in a way that is straight up and for-
ward. I commit to doing that with you and the President.

Senator KING. If he doesnt say at some point “Mike, I'm dis-
appointed in you. Is that the best you can do?”, you've failed.

The President-elect’s choice for National Security Director, Gen-
eral Flynn, has been quoted as saying that the CIA has become a
very political organization. In your written response to our ques-
tions, you said “There is a sense of a more politicized intelligence
environment.” That’s sort of like saying people are saying there’s
a politicized intelligence environment. What do you mean by “there
is a sense of.” Do you agree with General Flynn or do you not?

Representative POMPEO. Sir, T've had a chance as overseer to ob-
serve the Central Intelligence Agency. I have had a chance to sit
with them and watch them fight through fire to get the real facts.
I have seen, however, I've seen political actors of all stripes at-
tempt to try and shape that. And I dont mean in hard ways.
There’s no demand

Senator KING. I'm not talking about outside political actors. T'm
talking this allegation is that the Agency itself has become politi-
cized. Do you believe that?

Representative POMPEO. My experience is I do not believe that.

Senator KING. T appreciate that.

There are unsubstantiated media reports that there were con-
tacts between the Trump campaign and the Russians. If confirmed,
will you commit to exploring those questions and if you find there
is validity to those allegations refer the information that you dis-
cover to the FBI?

Representative POMPEO. T want to make it clear that T share
your view that these are unsubstantiated allegations.

Senator KING. T emphasized that.

Representative POMPEO. I understand that.

Senator KING. These are very serious allegations.

Representative POMPEO. There are a number of very serious
things that have taken place. The leaks that have occurred as well
I consider to be intensely serious, too. I think that Director Clap-
per’s statement from last night or this morning about his concern
about these leaks is worthy as well.

But to your question more directly, I promise T will pursue the
facts wherever they take us. The Central Intelligence Agency has
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that as one of its singular functions. You have my commitment
that I'll do that with respect to this issue and each and every other
issue as well.

Senator KING. Thank you.

On July 24, 2016, you sent the following Twitter, quote: “Need
further proof that the fix was in from President Obama on down.
Busted, 19,252 emails from DNC leaked by WikiLeaks.” Do you
think Wikil.eaks is a reliable source of information?

Representative POMPEO. I do not.

Senator KING. And the fact that you used the word “proof,” “need
proof,” that would indicate that you didn’t think it was a credible
source of information?

Representative POMPEO. Senator King, T have never believed that
WikiLeaks is a credible source of information.

Senator KING. Well, how do you explain your Twitter?

Representative POMPEO. I dont

Senator KING. Sorry. I don’t want to be accused of the wrong
term there.

Representative POMPEO. T understand. I'd have to go back and
take a look at that, Senator. But I can assure you I have some deep
understanding of Wikil.eaks and have never viewed it as a credible
source of information for the United States or for anyone else.

Senator KING. I appreciate that. Thank you. I appreciate your
candor here today and look forward to further discussions. I just
hope that you will hold onto the commitment that you made today,
because it’s not going to be easy. But your primary role is to speak
truth to the highest level of power in this country. I appreciate
again your willingness to serve.

Representative POMPEO. Thank you very much, Senator.

Chairman BURR. With the indulgence of all members, I made a
promise to all members on the committee that were they in other
confirmation hearings and they showed up I would show them pref-
erential treatment on recognition. And if there is no objection, I
would like to recognize Senator McCain for five minutes of ques-
tions.

Senator MCCAIN. T thank you, Mr. Chairman, and 1 apologize to
the chairman of the committee for the hearing on General Mattis.

I'm here to support Congressman Pompeo’s nomination, despite
that he has overcome a very poor education and he’s been able to
surmount that handicap, which has been a burden for him
throughout his career.

I just want—as you know, we conducted—we passed legislation
that the treatment of prisoners would only be in accordance with
the Army Field Manual, and that law was passed. The vote was
93 to 7 in the United States Senate on that particular amendment.

Will you continue to support that and enforce that law?

Representative POMPEO. Senator McCain, I voted for that and 1
will.

Senator MCCAIN. Thank you.

And will you, if you have any new recommendations for changing
the Army Field Manual or other rules governing interrogations,
you'll share those with the Congress?

Representative POMPEO. Yes, sir.
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Senator MCCAIN. I don’t want to take the time of the committee,
but obviously the Russians have been hacking. There’s no doubt
about that, obviously. And whether they intended—what their in-
tentions were and whether they actually succeeded or not, there
was certainly no evidence.

What do you think it’s going to take to deter Vladimir Putin’s
continued interference, not just in our elections, but attempts to
have access to our most sensitive classified materials, secrets?
There’s a long, long list of offenses in cyber that Vladimir Putin
and the Russians have basically compromised our national secu-
rity. What do you think it takes to deter him?

Representative POMPEO. T dont know that T could answer that
question comprehensively today, but T can tell you it’s going to re-
quire an incredibly robust American response, a response that is a
security-related response. That is, we have to get better at defend-
ing against these, and a response that holds actors accountable
who commit these kinds of actions against the United States of
America. The form, the nature, the depth, the severity of those re-
sponses will be the decisions of policymakers, that will be beyond
me as the Director of the Central Intelligence Agency.

But I do view my role there as essential in providing you with
a deep understanding of what’s taking place, how that took place,
and a set of options surrounding the kinds of things in the intel-
ligence world at least one might take action on so we can success-
fully push back against them.

Senator MCCAIN. Wouldn't we first have to establish a policy as
to how we treat cyber attacks, and therefore from which we can de-
velop a strategy? Right now we have no policy.

Representative POMPEO. Senator, I would agree with that. It is
very important that America, all of government, develop a policy
with respect to this, and I promise I'll work alongside you to help
develop such a policy with good intelligence.

Senator MCCAIN. Right now we are treating their attacks on a
case by case basis, which is neither productive nor an enterprise
that will lead to success.

Representative POMPEO. I would agree with that, Senator.

Senator MCCAIN. Do we have the capabilities, in your view, to
adequately respond to cyber attacks? I'm talking about the capa-
bilities now, not the policy.

Representative POMPEO. Senator, I want to be a little careful in
open session talking about the full scope of American capabilities.
But this is an amazing Nation with incredibly smart people, and
if given a policy directive to achieve the objective you're describing
I am confident that America can do that.

Senator MCCAIN. T thank the Chairman and the indulgence of
the committee,

Congressman, I'm sure you’ll do an outstanding job and look for-
ward to working with you.

Representative POMPEO. Thank you, Senator.

Chairman BURR. Senator Lankford.

Senator LANKFORD. Thank you, Mr. Chairman.

Mike, it’s great to see you. You and I served together in the
House. T saw up close and personal the tenacity of your work and
how seriously you took your task there, that you engaged imme-
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diately in policy issues and that your passion was to be able to
come and help. That still remains today.

Your greatest asset is no doubt Susan and your tremendous rela-
tionship and your family. I know that will be a great asset to the
Nation as well. So thank you for stepping up to do this. Your whole
life changed a month ago when you accepted the possibility of the
nomination for this. So thanks for stepping up and doing it.

Let me ask you about the role of the CIA and its face and the
direction that it looks. Can you walk me through your philosophical
perspective of it being a foreign face, and what is the role in the
United States for the CIA?

Representative POMPEO. Senator, first of all, thanks for the kind
words. I enjoyed working alongside you on foreign policy matters
as well.

Look, the Central Intelligence Agency has the mission to steal se-
crets and it’s to be an espionage agency, getting hold of information
that bad actors around the world dont want us to know. These are
foreign entities, foreign actors, foreign countries. Whether it’s Iran
or Russia or whoever that actor may be, the intelligence agency’s
fundamental role is to make sure that we deliver that information
to policymakers so that you can make informed judgments about
how to respond to keep America safe.

That’s its function. It has lots of pieces to it. There are people
pieces. We have to make sure we have the finest talent all across
America so that it can deliver that product. We have to make sure
that we have policies and processes in place so that we can deliver
that. We need to make sure, when asked to perform covert action
activities, that we do so in a professional way, consistent with the
law, and vigorously execute the President’s directives there.

This is a world-class foreign intelligence service that, if con-
firmed, I am humbled to have the opportunity to lead.

Senator LANKFORD. Let me ask about gathering intelligence and
getting it on a timely basis to the President and decisionmakers
and policymakers. Tt has been one of the ongoing disputes, the
speed of the turn-around, how fresh that information, and at times
for agencies to think and re-think, edit and re-edit information, so
that by the time you get it it’s so stale, it’'s so cold, that it's not
as useful any more.

Talk me through just the methods and thoughts about trying to
get fresh information to policymakers and the President?

Representative POMPEO. Senator, it's incredibly important that
the information is timely. [ understand sometimes there is a trade-
off between accuracy and speed and depth. That's something I've
dealt with in the times I've run my two small companies. We have
to make sure that the CIA is world-class with respect to developing
this information in a timely, speedy fashion and getting it to policy-
makers in a way that is both reliable and timely.

We've all seen this. It's a complex world with difficult foreign in-
telligence collections and pockets. We have to make sure that the
agency is world-class with respect to delivering that to you.

Senator LANKFORD. Let me ask a strange question for you. You
are going to often be in meetings with Dan Coats and the President
and yourself. What’s the difference in the information that you're
bringing to the President? How can you and the Director of Na-
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tional Intelligence cooperate together in bringing information, and
what’s the difference in your roles there as the two of you sit and
bring information to the President?

Representative POMPEO. Look, the DNI, Senator Coats if he is
confirmed in his role, will have the important function of being the
President’s senior intelligence policy adviser. I have the glory, if
confirmed, to lead the world’s premier intelligence collection agen-
cy, certainly with respect to human intelligence. T hope to be part
of making it even better. So we’ll bring a set of different perspec-
tives. He will spend more time evaluating intelligence that comes
from different parts of the intelligence community and I will focus
on the work that our Agency does. I'm pretty confident that he and
I will work together to deliver a comprehensive view of America’s
intelligence posture and the information that has been derived
from that.

Senator LANKFORD. Thank you very much, Mike, for your service;
and Susan, for yours as well.

Mr. Chairman, thank you.

Chairman BURR. Senator Manchin.

Senator MANCHIN. Thank you, Mr. Chairman.

Congressman, thank you for your service.

Representative POMPEO. Thank you, Senator Manchin.

Senator MANCHIN. Also, congratulations for your nomination and
to your family, who I'm sure are extremely proud, as they should
be.

With that being said, we live in a troubled world today, as we
all know. T think I just want to hear your thoughts on your experi-
ences within the military and also your experience as a
Congressperson in the position you've had in Congress on what you
consider the greatest threat the United States of America faces
today and what person brings the greatest threat to our country
and wants to do us harm?

Representative POMPEO. Senator, it’s always hard to rack and
stack, especially in terms of the turmoil that we find in the world
today. But let me give it a throw. I begin with the threat from ter-
rorism as it extends into the homeland. If you ask what is the most
immediate threat, T think it’s certainly that. That is, it presents the
most immediate threat of personal risk to a person living in south-
central Kansas. So we need to be

Senator MANCHIN. Is there a country associated with that?

Representative POMPEO. Boy, there are too many to name. But
let’s start with activity that’s taking place today in Syria and Iraq
with terrorists, both Sunni and Shia terrorists opposed to the
United States. ISTS and Al Qaida would be the primary organiza-
tions today, but it extends far beyond that. We've also seen chal-
lenges from other radical Tslamic terrorists.

Senator MANCHIN. You believe that terrorism is the highest
threat we face? I'm just saying, in your position right now, in your
experience?

Representative POMPEO. In the near-term threat to life and limb
of Americans, yes. I'd put North Korea, China, and Russia right up
there alongside them.

Senator MANCHIN. Which one has the weapons to do us harm?
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Representative POMPEO. The nuclear powers are the ones that
have the biggest threat to do catastrophic harm to the United
States.

Senator MANCHIN. And which person in the world in your esti-
mation has the desire to do us the most harm?

Representative POMPEO. Boy, to ask me for a singular individual
is really a tough question, Senator Manchin. The list is long.

Senator MANCHIN. There’s a lot of them?

Representative POMPEO. Yes, sir.

Senator MANCHIN. West Virginians are asking me continually:
Can we trust the intel community? And I go back—I keep referring
back because of a lot of the political campaign rhetoric. We had
weapons of mass destruction. We declared war on ITraq. We found
out that we could have taken a different course or altered that
course. So they have concerns about that.

I would just like to ask, do you have confidence in the intel com-
munity, the CIA in particular that you're going into?

Representative POMPEO. I do. Look, I'd never stand here today to
tell you that the Agency has had perfection throughout its history,
nor that it will have perfection if I'm confirmed on my watch. But
I have great confidence in the men and women who work there
They are patriots, they're warriors. They are real people who have
dedicated their lives to keeping America safe. And I have the ut-
most confidence that if T am confirmed T will get an opportunity to
lead efforts that aren’t politicized.

Senator MANCHIN. Right now, T think you'd have to agree that
the morale is fairly low and they're being hit by many different an-
gles and different sides through the political process that we go
through, which can be very damaging, if you will. What’s your first
step that you intend to take if confirmed to lift that morale up and
let them know that we’re on the same side?

Representative POMPEO. I might just respectfully disagree with
your question a little bit. T have in the last few weeks had occasion
to spend a little time with a handful of people out there. T haven’t
seen the bad morale as you have described it. But they're human
beings. They're Americans, too. They watch the political process.

What I have seen from the spirited warriors at the Central Intel-
ligence Agency is a desire to sort of get out of the middle of this
fight and continue to perform their function, to do their work in a
way that they know how to do.

I don’t mean to denigrate the leadership of the Central Intel-
ligence Agency at all today. Director Brennan has performed amaz-
ing service to America for a long time. But many of them have
served under multiple Presidents as well, and they know that
times change and leaders change. I think they’re very much looking
forward to the new Administration to help them to continue their
function.

Senator MANCHIN. I definitely wish you well.

My final question would be your thoughts on sanctions. What
would be your thoughts on sanctions? Because as we’re looking at
sanctions should we be looking at it state by state and country by
country? Or should we have a blanket piece of legislation here that
says that any country that has been a state sponsor of cyber at-
tacks on the United States of America, should we not have sanc-
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tions in place to address all of them the same? Or should it be
country by country, deciding on what sanctions that we think
would be more detrimental?

I'm just saying that if the intel community confirms that a state-
sponsored effort, they should know exactly what theyre going to be
facing if we confirm that.

Representative POMPEO. Senator, You've actually given me my
first opportunity to step out of the political world today and tell
you: Look, that decision, that policy, I think will be left to others.
I do have a record with respect to sanctions. T voted for legislation
authorizing sanctions on a number of countries during my time as
a member of the United States House of Representatives.

Senator MANGHIN. Were they evaluated country by country?

Representative POMPEO. My recollection is, Senator, they were
nation by nation sanctions that we were evaluating.

Senator MANCHIN. So basically, whatever relationship you had
with that nation, you could be a little easier on one and tougher
on another. Don’t you think as policymakers that we should have
sanctions that, listen, if you do this to us and it’s confirmed that
it’s state-sponsored by you, whether it be financially, whether it be
economically, whatever it might be, these sanctions will go into ef-
fect immediately?

Representative POMPEO. Senator, I'm going to defer on the policy
question today. Ill make sure you have all the information you
need to form good judgments about it. Thank you very much.

Senator MANCHIN. Thank you very much.

Representative POMPEO. Thank you, sir.

Chairman BURR. Senator Cotton.

Senator COTTON. Mike, welcome before the committee and con-
gratulations on your nomination to be the Director of Central Intel-
ligence. Susan and Nick, it’s good to see you again. I know that
you're very proud of Mike, as we all are.

This has been a very thorough hearing. We have spent lord
knows how many hours at the Agency and traveling around the
world, so I think T have a pretty good sense of your views on these
questions. Therefore T will reserve the rest of my questions until
the closed hearing, where we can have a little bit more frank dis-
cussion.

Since Senator McCain scurrilously attacked your education, I
will stand up for our Army background. I will say I'm troubled
somewhat by the material I found in your biography that you came
in first in your class at West Point and therefore had your choice
of branches and chose armor instead of infantry. I will consider
this a youthful indiscretion that does not reflect on your current
service, and I will see you this afternoon.

Representative POMPEO. Thank you, Senator Cotton.

Chairman BURR. I am glad to see, Mike, that you haven’t forgot-
ten where the razor is, like some Army veterans.

[Laughter.]

Senator COTTON. I'm preparing to collect covertly.

Chairman BURR. Senator Harris.

Senator HARRIS. Representative Pompeo, T was glad to meet with
you earlier this week and congratulations on your nomination.
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For clarification, have you read in its entirety the IC report as-
sessing Russian activities and intentions in recent U.S. elections?

Representative POMPEO. I have.

Senator HARRIS. Do you fully accept its findings, yes or no?

Representative POMPEO. I've seen nothing to cast any doubt on
the findings in the report.

Senator HARRIS. Your voting record and stated position on gay
marriage and the importance of having a, quote-unquote, “tradi-
tional family structure” for raising children, that’'s pretty clear. 1
disagree with your position, but of course you're entitled to your
opinion.

I don’t want that, however, to impact, your opinion on that mat-
ter, the recruitment or retention of patriotic LGBT women and men
in the CIA, some of whom have, of course, taken great risks to
their lives for our country. Can you commit to me that your per-
sonal views on this issue will remain your personal views and will
not impact internal policies that you put in place at the CIA?

Representative POMPEO. Senator Harris, you have my full com-
mitment to that. T would only add that in my life as a private busi-
nessman this same set of issues was out there. I had my views at
that time as well, and I treated each and every member of the
workforce that I was responsible for at those times with dignity
and respect and demanded of them the same things that [ de-
manded of every other person that was working as part of my
team.

Senator HARRIS. And do I have your assurance that this equal
treatment will include policies related to child care services, family
benefits, and accompanied posts for dependents?

Representative POMPEO. Without knowing the full set of policies
and benefits at the Central Intelligence Agency—I haven’t had the
chance to find that out just yet—you have my assurance that every
employee will be treated in a way that is appropriate and equal.

Senator HARRIS. And that you will not put in place any policies
that would discriminate against any members because of their sex-
ual orientation?

Representative POMPEO. I can’t imagine putting in place any pol-
icy that was discriminatory with respect to any employee.

Senator HARRIS. Thank you.

I'm also concerned about rhetoric related to Muslims from high-
profile members of the incoming Administration, particularly Lieu-
tenant General Michael Flynn, with whom T imagine you'll be
working closely. I don’t want to impact recruitment or retention of
the patriotic, critically important Muslim men and women of the
CIA, some of course who have taken great risks to serve our coun-
try. Can you commitl to me that you will be a tireless advocate for
all members of the CIA, all of the workforce?

Representative POMPEO. Yes, ma’am.

Senator HARRIS. CIA Director Brennan, who has spent a 25-year
career at the CIA as an analyst, a senior manager, and station
chief in the field has said that when, quote, “CIA analysts look for
deeper causes of rising instability in the world, one of the causes
those CIA analysts see is the impact of climate change.”

Do you have any reason to doubt the assessment of these CIA
analysts?
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Representative POMPEO. Senator Harris, I haven’t had a chance
to read those materials with respect to climate change. I do know
the Agency’s role there. Its role is to collect foreign intelligence, to
understand threats to the world—that would certainly include
threats from poor governance, regional instability, threats from all
sources—and deliver that information to policymakers. To the ex-
tent that changes in climatic activity are part of that foreign intel-
ligence collection task, we will deliver that information to you and
to the President.

Senator HARRIS. In the past you have questioned the scientific
consensus on climate change. Nevertheless, according to NASA
multiple studies published in peer-reviewed scientific journals
showed that 97 percent or more of actively published climate sci-
entists agree that climate warming trends over the past century
are extremely likely due to human activities. In addition, most of
the leading scientific organizations worldwide have issued public
statements endorsing this position.

Do you have any reason to doubt NASA’s findings?

Representative POMPEO. Senator, I've actually spoken to this in
my political life some. My commentary most all has been directed
to ensuring that the policies that America put in place actually
achieve the objective of ensuring that we didn’t have catastrophic
harm that resulted from change in climate. I continue to hold that
view.

I frankly as the Director of CIA would prefer today not to get
into the details of climate debate and science. It seems my role is
going to be so different and unique from that. Tt is going to be to
work alongside warriors, keeping Americans safe. So [ stand by the
things that I've said previously with respect to that issue.

Senator HARRIS. I'm not clear. Do you believe that NASA’s find-
ings are debatable?

Representative POMPEO. Senator, I havent spent enough time to
tell you that T've looked at NASA’s findings in particular. T can’t
give you any judgment about that today.

Senator HARRIS. Can you guarantee me that you will and we'll
have a follow-up conversation on this?

Representative POMPEO. I'm happy to continue to talk about it,
yes, ma'am, of course.

Senator HARRIS. Thank you.

Chairman BURR. Senator Cornyn.

Senator CORNYN. Congratulations, Congressman Pompeo, on
your nomination.

Representative POMPEO. Thank you, Senator.

Senator CORNYN. And your family, T know they're very proud of
you. I have every confidence that you will do an outstanding job as
the next Director of the CIA,

I want to ask you about the comments that were made by the
FBI Director back in May 2016 when he identified what he called
the “Ferguson effect” on law enforcement. Hang in there with me
and let me make the application to this context. Basically, the ar-
gument is that law enforcement was being self-restrained in terms
of its policing activities, thus exposing law enforcement to assaults,
many of which were deadly assaults, and that public safety was not
being enhanced because they were not using the full array of their
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authorities for fear of what might happen in terms of public opin-
ion or political retribution.

I have read your predecessor’'s, General Michael Hayden’s, book
“Playing to the Edge” and it strikes me that he states the propo-
sition well in terms of my view about what our intelligence authori-
ties ought to do in collecting intelligence and protecting the safety
and security of the United States.

I don’t want our intelligence officers and authorities to restrain
their activities for fear of political retribution or fear that they will
be criticized for using the lawful authorities granted by the United
States Government to the edge, not going over the edge. But T want
to make sure that they take full—they take full use of those lawful
authorities.

I know that one of the conundrums that we have in a democracy
is that when we start talking about what those authorities are and
what they should be there is a natural reticence to do so because,
of course, in Russia and China and North Korea and Tran they
don’t have those problems. In dictatorships and autocracies, they
just do what they want to do without regard to any oversight, any
laws, any constitution, that necessarily and importantly limits
what we can do in a democracy.

But T think there is a danger when we start talking about the
role of our intelligence agencies that, either wittingly or unwit-
tingly, sometimes misinformation or disinformation about the na-
ture of the activity and nature of the authorities enters into the de-
bate in a way that eventually damages or limits our ability to play
to the edge of our lawful authorities and the interests of our secu-
rity and safety.

I just want to get an idea from you about what you think the Di-
rector’s role is in terms of engaging in the debate when it comes
to what authorities that either your Agency or the FBI or other
members of the intelligence community need. There was a question
about metadata, which of course metadata is not content. The
United States Supreme Court has said that there’s no reasonable
expectation of privacy, so the Fourth Amendment isnt implicated.
This is information that’s routinely collected by other, by law en-
forcement agencies.

My concern is—and maybe I'm not being as direct and clear as
I should—I just want to know what you think your role will be in
terms of standing up and defending the lawful authorities of the
intelligence community in order to play to the edge of that legal au-
thority in the interest of the safety and security of the American
people.

Representative POMPEO. Senator, thank you for that question.
It's a great and incredibly important question. I share your con-
cerns that we run the risk of not using the authorities in a way
that is important in keeping America safe if folks are afraid that
there will be political retribution.

One of my tasks in that vein will be to make sure that were
doing it right, that we are doing it in a legal and constitutional
way, and then when we are to defend the people who are doing
that vigorously to have their backs at every single moment. You
have my word that I will do that.
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There’s a second piece to this as well 1 think that is important
and you hit upon it, which is I think we have an obligation as lead-
ers to share with the American people all that we can about what’s
going on and what’s not going on and to do so in a truthful and
complete manner. It’s part of why I think the oversight function is
so important. To the extent we're surprising people, whether we're
surprising members of Congress or we're surprising the public, we
run the risk of losing those very important authorities.

So T think each of us has a responsibility and if confirmed as the
Director of the CIA I will see it as my responsibility to do every-
thing I can to make sure that we’re talking about the critical na-
ture of these authorities and how they keep Americans safe and
the goals that they have accomplished in this good work in a way
that permits the intelligence community to lawfully and constitu-
tionally do all of its responsibilities.

Senator CORNYN. Mr. Chairman, can I follow up just briefly with
one last question.

Chairman BURR. The Senator can.

Senator CORNYN. And of course none of those authorities are
going to be decided in all likelihood by the Supreme Court of the
United States. In other words, the Office of Legal Counsel, the ap-
propriate authorities at the Department of Justice, are going to
give guidance to the CIA and our intelligence community on what
those—where that line is so you can, consistent with your commit-
ment, make sure that you apply the law that Congress has passed
and as signed by the President.

But ultimately, no one’s ever going to give you 100 percent assur-
ance that youre playing consistent with those laws as interpreted
by the Department of Justice and the Office of Legal Counsel won’t
be criticized in a political format later on in such a way as to cause
retaliation perhaps, or some concern that intelligence officers are
going to jeopardize their career and their family’s livelihood by
playing consistent with the best and highest legal guidance that
they're given.

How do you view that role? And maybe that’s just inherent in the
nature of our system, but it always strikes me as a tremendous dis-
service to our men and women in the intelligence field for politics
to intervene and come back and undermine the lawful authorities
and direction that our intelligence community is given when they're
conducting their activities.

Representative POMPEO. Senator, it's a real risk. It’s an impor-
tant part of my role to make sure that we have clarity, that those
lines that you talk about are clear and bright, and so that this risk
that you refer to—I've heard others talk about it as second-guess-
ing—is minimized, happens as rarely as possible, and that there
aren’t surprises to people as they go through.

That’s incredibly important, and the Director of the CIA has an
important role there, both making sure that were behaving law-
fully and, when we do, defending the men and women who we ask
to do really hard things inside of those laws.

Senator CORNYN. Thank you.

Thank you, Mr. Chairman.

Chairman BURR. The Chair will recognize Senator Warner for a
brief statement and then Senator Wyden for one question.
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Senator WARNER. I understand what my friend the Senator from
Texas has been saying, but I just wanted to respond and put on
the record—one of the things that’s impressed me with you, Con-
gressman, in our meetings is your thoughtfulness, and T think
you're a student of history as well, and we've talked about that. 1
think part of the responsibility of the Agency you may head is
unique in that it is tasked with taking on covert activities and re-
lies in many ways upon the oversight of this committee and, frank-
ly, the trust of the American public to not go over the edge.

I think there have been times—and we could debate those
times—where clearly in the history of the Agency there have been
examples where, whether it was through political pressure or oth-
erwise, the Agency went over the edge and, unfortunately, that in
the end did not make America safer.

I’'d also say that in many of these areas, whether it’s the changes
of technology—and I know there’s a robust debate around
encryption and privacy in the digital age—that edge was not de-
fined yet both from a legal standpoint; and many times Congress
has not done its job in terms of giving this, this policy guidance.

So I want you to and hope that you will carry out your duties
and keep America safe, but T think we get into a treacherous area
when we're trying to push over an edge where those edges are not
defined or Congress has not done its job.

Thank you, Mr. Chairman.

Senator WYDEN. Mr. Chairman, thank you.

Congressman, during the campaign the President-elect essen-
tially laid out something that looks to me like outsourcing surveil-
lance. He said about Russian hacking: “T'd love to have that
power.” He encouraged the Russians to hack Secretary Clinton’s
emails and suggested they be provided to the press.

We're now in a different period. He’s the President-elect. And it’s
one thing to talk, as we did earlier, with respect to your idea for
collecting metadata in the future, “all metadata” in your words.
But T want to ask you about outsourced surveillance. If a foreign
government, an organization, a company or an individual provided
the Agency with the communications of Americans on whom there
were no warrants, what would your response be?

Representative POMPEO. Senator, that’s a complex question that
you've asked. I understand that there are policies in place, I believe
at the Agency—it may even be at the Department of Justice—with
respect to this very issue. If I can step back and tell you that, look,
it is not lawful to outsource that which we cannot do, the Agency
cannot do, under its laws. That is, we can’t be too clever by half.

Senator WYDEN. But that’s not the question. You can’t request
the information from a foreign government, we understand that.
But the question is what happens if it’s provided to you, especially
since it’s being encouraged?

Representative POMPEO. Senator, my understanding is that the
same set of rules that surrounded the information if it were col-
lected by the U.S. Government apply to information that becomes
available as a result of collection from non-U.S. sources as well.

Senator WYDEN. Mr. Chairman, your courtesy has been appre-
ciated.
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I would only ask, in writing I'd like your response on that. Obvi-
ously, part of this involves minimization. There are other issues,
12333. T'd like that in writing.

[The information referred to follows:]

Senator WYDEN. I'd also like in writing before we vote what lim-
its you would have on your metadata proposal, particularly since
you're advocating that it apply to personal lifestyle information.

Thank you, Mr. Chairman.

[The information referred to follows:]

Chairman BURR. Tt was the hope of the Chair that we would
allow the Congressman an hour in between this and the closed ses-
sion. We are down to 30 minutes. I'm going to recognize Senator
Harris for a very brief question if T may, and then I would ask, if
there are any additional follow-ups, they be moved to the closed
session.

Senator HARRIS. Sure.

Mr. Pompeo, on the issue of climate change, T understand you're
not a scientist. What T'd like to know and what T want to hear from
you is I want a CIA Director who is willing to accept the over-
whelming weight of evidence when presented, even if it turns out
to be politically inconvenient or requires you to change a previously
held position.

So what I want to hear from you is a guarantee that when pre-
sented with that evidence you are willing to then take a position
that defers to the weight of that evidence even if it requires you
to change a previously held position that may have been politically
helpful to you or a position that you have taken during your tenure
in elected office.

Representative POMPEO. Senator, you have my commitment to
that. I am an engineer by training. Facts and data matter, and you
have my assurance that if 'm confirmed in my role as the CIA Di-
rector T will look at the evidence and give a straight-up answer to
you and to all the policymakers to whom T have a responsibility.

Senator HARRIS. Thank you.

Chairman BURR. Congressman Pompeo, this brings to a close the
open session of this hearing. Let me add something Senator Cornyn
and Senator Warner spoke on and that is that’s important that we
realize that every President has the authority to provide direction
or directives, and that has certainly been the case for every Presi-
dent I've been involved with in the intelligence community. And
that directive expands or contracts in some cases the ability of the
Agency, and all members of this committee should realize that.

I want to apologize for not giving you the hour and I apologize
for the power interruption. But T want to thank you for your serv-
ice to Kansas. T want to thank you for your service to the Congress.
I want to thank you for your service to the country as a board
member of West Point as you have served, like I have, in the past.

I want to thank you for how you've used your military education
and, more importantly, how that’s highlighted the greatness of the
institution and the role it plays in developing future leaders of the
country, of which you exemplify that. For that we are grateful.

This hearing is adjourned.

[Whereupon, at 12:32 p.m., the hearing was adjourned.]
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MATERIALS YOU HAVE AUTEORED. ALSO LIST ANY FUBLIC SPEECHES CR BEMARKS YOU
FAVE MADE WITHIN THE LAST TEN YEARS FOR WHICH THERE IS A TEXT, TRANSCRIPT, OR
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L. MICHAEL POMPEQ, DO SWEAR THAT THE ANSWERS | HAVE PROVIDED TO THIS
QUESTIONNAIRE ARE ACCURATE AND COMPLETE.

i /}f/’//;/ [S?GNA'I‘URE]
(Due) " Michat Pompg), *
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January 3. 2017
Senator Richard Burr, Chairman
Senator Mark Wamer. Vice Chairman
U.S. Senate Select Committee on Intelligence
21} Hart Senate Office Building
Washington, D.C, 20510
Dear Chairman Burr and Vice Chairman Wamer:

Thank you for the Committee’s letter dated December 22, 2016. As you have requested. | have
completed the Committee’s Additional Prehearing Questions. which are enciosed.

I look forward to appearing before your committee on January 1%,
Sincerely.
1

/ P st

© Mike Pompeo

Enclosure



CIA’s mission is to strengthen national security through the oollection of foreign
intelligance, all-source analysis, connterintelligenoe, and covest action. These activities are
all oriticel, and ere cunmlative, to protecting America. Bach of fhoee activities individually
and, most impartently, collectively, are central to the CIA missior. At atime of incressing
volatility and uncertainty overscas, we must contimue to invest in and develop these critical
instrumentx of national security. 1 especially beliave that human htelligence (HUMINT),
the most dangerons information to gather, is often otitical fo national secmity decision
making. wmmmmmhmmm
complete analysls end more effotive covert action. .

A, HowmﬂdnmﬂmkﬂmCIAhpad:mdmemﬂyhewhofﬁmmﬁmﬂ

MMmdwmwmAhmpmmedelymuhanmmdy
complex threat environment. Thronghont my yeers on the House Permanent Selsot
Committee on Intelligence, especially during my travel abroad, I have boen impressed by
the CIA personmel with whom I have interacted. At each tarn, I have met remarkably.
talentsd individuals whose professionalism and patriotisn is both inspiring and
reassuring, The Amecican people should be proud of the work that CIA. officers are
pexforming on their behalf, If confirmed, one of my chief goals as Director will be to
eagare the CIA workforoe remsins the hest in alass among intelligenoe servioes, As

- technology prolifexates rapidly, CIA will have to work harder to keop ahead of iis
adversaries. Wensed to conthme fo foster CIA's ingenmity and oreativity, and further
msﬁmﬁonalizewnlumot‘inmvm

nﬁmmmammmm&mmmm

AnﬁmrofdA’anﬂssimmuiﬂode.s national security and, in many ways, -
ovedap and support each other. For example, the CIA. cannot perform meny of its
foreign intelligence activities without an effective conmterintelligence progratn to protect
souroes and methods, If confirmad, I do not envislon prioritizing any one mission over
another, X do recognize, however, that the diffisrent missions require different types of
suppaet and I 'will have to prioritize my time and leadership in & mammer that maximizes
national security, particolarly those missions that may involve combating enemios shroad
phmgmcmymmnhhddeﬂnmsm

G%hWﬁMmdMuhmmmﬁmmmmﬂcﬂn
fimotions or missions? If so, what fimctions or missions?
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The President-eleot hag not indicated to me which fimotions or missions he will
prioritize, but certainly he understands that timely and sccurate intelligenos is
critically fmportamt to all the netional security problems we fice. Ons example is
his prioritization of the defiset of ISI8. I understand that the President-eloct asked
mmmummmmmmmwmm
;ﬂdﬁuﬁhﬂﬁno@mﬂo@hmﬁem@eﬂmdm

QURSHONZ: ‘What do you consider to be the appropriate role for the CIA in the collection
of human intelligence, given. that buman intelligence also is collected by the Department of
Defbnse and other parts of the Intelligence Comnuunity? .

CIA in the U.S. govérnraent’s preeminent orgenization responsible for collecting HUMINT to
defnd U.S pational security. Ibelieve CIA is the preeminent organization because of the
globel soale of its operations, the distinguished tradecraf} of it offjoers, the difficulty of the
targets that CTA. triea to penefrate, and the customers that CIA serves. CIA’s oollection is
primarily intendad to serve the President, the Congress, the Cabinst, Combatant Commanders,
National Seourity Council Staff, and other senior U.S. nutional scourity decision makers. Whils
fhere {s soms necessary redundancy; ommmmmﬁmﬁmampﬂmuﬂymmb .
serve spocific mission sets related to thelr Departmental fanction,

A.Whtdcyoummmdbbomauapmﬁhﬂﬁesof&emmmdﬁem
. — ssNationsl HUMINT Menagee? = . .. . ... . .____
mnmdmmmmwumwummmwmumm
out in Seotion: 104(d)(3) of the National Seourity Act, BO 12333, and Intelligetice
Community Directive 113, mmmm1wummcmws
HUMINT enterpeise

through and guidance,
policies, and procedures for the entesprise. DCIA s also responsible for ooordinating and
implementing activities overseas, inoluding foreign

intelligence
svaluation roles as well.
B chnﬁunzd,howdquuinﬂndto execate those responsibilities?

Jf confizmed, X will execute those respansibilities to the best of my sbility and in

. conrdination with the Direotor of National Intelligence and my Intelligence
periners. mmdmmmmmammwﬂmywwmmm
ectoss the carmmunity to ensure the highest standards for tradecreft.

QUESTION 3: Whntdnmomdderbboﬂmsmopﬂmmleﬁmﬁe CIAinanm
snalysis of foreign intelligence infoemetion, given that all-souroe analynis also is condnoted
w&wwmmmmwmmmcnmm

The CIA, for most of its history, has been the principal agency responaible for the provision of
all-souroe enalysis of foreign intelligence infoemation to the President, the executive beanch,
and membess of Congross. mmmmnﬂmmmmmmm
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oapaocity, which'is unique in our netional security eatablishient. The national-level role for
CIA anslysis hes been separats from the rolos of the Department of Defense and other -
Intelligance Community agencies, whose primary analytic customsars ave the heads of their own

This national snalytic mission hes fostered 2 depth, hreadth, and objectivity in
CIA’s analytic capabilition that, if confirmed, I will soek to proservs and promote.

QUESTION 4: What peinoiples should govern the division of responaibilitics between the
CIA in the oonduct of covert action under Title 50 and the Department of Defonse in the
condet of any similar or related activities undes Title 107 .

Title 10 and Title 50 activities are tools for the President in defending the United States, K is
the President’s determination a8 to which tools should be used in a given ciroumstance. The
pdmnypdndphahbeoondduedmwﬁohmhﬁmmmﬁoﬁwhmdeﬂhhﬂy
carry out a particuler activity, consistent with the stetutory authorities, responsibilitles, and
limitations that govern activities under Title 50 and Title 10, Certuin traditionel militery
activities are most appropriately done pursuant to Title 10 authorities, At the sams tims, many
activities are best pacformed by the CIA pursuant to Tifle 50 authorities. There is room and
necessity for some activities to be canducted under both Tile 10 and Tifie 50, Regardiess of
what authprities are used, I believe transparency and coordination across organizations, as well
18 with Congress, are vitally important,

A, What specific ariteris are oconsidered when deciding whether to allocate
responsibilities to the CIA or the Department of Definse in these areas?

The President, will, of conrss, make the decision an how best to allocats various
regponsibititios consistent with the law, If confirmed, my job will be to keep CIA onthe
cutting edge, developing new tools and sharpening existing capabilities to support the
Pmdmt’sduedm. 1 'will also need to commmmicate those cases in which.the CIA.
possesses unique capabilities to accomplish a nations] mission and, impartantly, those
cages in which other national tools might more effectively secve the Preaident’s desired
polioy objective. CIA has same exquisite capabilities, which ars particularly valuable
‘when an activity must be conducted covertly.

B.Hnwoﬁanshmﬂdﬁ:mﬁvizimdmﬂbﬂﬂybemwd?

organization to accomplish & particular

- may be evaluated to determine if theee is another arganization that may better perform &
mission, consistent with its authorities, I do not have atry specific tins framos in mind
for such ovaluations. I pote however that there may be relutively few activities, althongh
these may be impartent ectivities, that are likely subjeot to evaluations becange the
diffiring authorities of each crganization may restriot the ebility to petform a specific
sotivity. If confiemed, I will mupport evalnations of activitios to ensure the mission is
being performed in the most affective and efficient manner, consistent with law.
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QUESTION §: What do you nderstand to be the responsihilities of the Dirsotar of the CIA.
in relationships with foreign govemments and liaison services?

Basad on the National Security Aot of 1947 and B.O. 12333, the DCIA has the stattitory

mmmmmmmmmmwgmmm
nature of threats ficing the country. These relationships and engagements are critical fo enhance
the performance of the Intelligence Community overall and the Agenoy's core missions of
Mmhmﬂismmwﬂeoﬂmaﬂ-momlyd&mmwm.mdmummmm

A, Ifoonﬁxmcd,howdo you intend to exeroise those responsibititios?

IwﬂlmyoutﬁmDCIAmomibﬂiﬁeusawgmdhymm,xegtﬂmmandpoﬁcy I
undarstand these are critical relationships supporting the Intelligence Community overall

and the Agsnoy’s mission. If confirmed, I will give these relationships my time and
attention o ensure that the Intelligence Comuommity and Agency continue to benefit from
ﬁmezelahomhxpa,parﬁmhﬂymgaﬂmﬂngﬂelﬂgmwmﬂmahhmmuﬁry

B, What s your understanding of the role of U.S. Gnd’sofwadnnhﬂnemdimﬁw
and approval of intelligence activities?

Chiedys of Mission have full responsibility for the direction, coardination, and

of U.S. Government employees in their countries of aceveditation, except for those
employees under the command of & U.S, military aree. commender and other

as stated in 22 USC 3927, Consistent with the Foreign Service Actof 1980 and -
Tongstanding executive branch practice, and with limited exceptions, Chisfs of Mission
are fully and currently informed of intelligence activities undetteken in their countries of
accreditation. The Chief of Mission's main concem is with the overall effect of CIA.
activitios am 1.8, relations with the country of acoreditation rather than with

details or specific souroes and methods. Commmnications between the Chief of Mission
and fhie CIA’s Chief of Station, who also serves a3 the Director of National Intefligence’s
Representative, inform the Chief of Mission of intelligenoe activitics and the attendant
risks of those activities should they be disclosed. Deciglons on the scope of intelligence
activities are informed by the field pecspective that Chiefs of Mission and Chiefis of
Station provide, but net all decisions are made in the field.

QUESTION 6: What role do you see for the CIA. in paraniilitary-style
intelligence activities or covert action?

'The collection of foretgn intelligence and the conduct of covert action are two of CIA’s care
‘prissions, Inﬁnﬂwmueofﬂmenﬂsﬁms,mhashdmpmﬂmuyﬁtwmmm
‘activities since the Truman administration. I understand that CTA is uniquely equipped to
Wmmw@mmm@mmmmmﬂngmﬁm

. deployments in dended, hoatile, and austere operating environments. Often, paramilitery skill
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mmuﬁﬁorrequhodmopmindifﬁnnkmu:wmindiwmm

A. How do you distinguish between the apprapriate roles of the CIA and elements ofﬁe
Department of Deflnse in paramdlitary-style covert action? .

lmdemmdﬂntﬂnmqmwﬂmﬂﬁu.m:.andnﬁmmafcmmﬁdamopﬁm
for the President to project aspoots of U.S. power without publicly acknowiedging the
rolo of the U S, goveramgent. Under Executive Order 12333, as amended, no agenoy
except the CIA may conduct any covert action activity unless the President determines
another agency is more likely to achieve g particular objective. Historlcally, Presidents
have directed the CIA $o conduct covert action, including covert action tnvolving
mmmmwdmmmmm
mﬁmmﬁmyw&m

umxmmmmmmwmmmmm
upon the U.S. militery whenever sppropeiate to complete the mission. CIA does not,
* catmot, and should not seek to duplicate the foll range of U.S. military capabilities,

QUESTION 7: Howdomvkw&gzupmﬁbﬂxﬂesdmmmcolbamdmalymbo&
Mﬁdmﬂﬂmhwp&nﬂﬂnymhmdmwmmﬂm
for policymakers?

M’smmﬁmwmﬁcmemnaﬂmﬂpoﬁmmm

sitategic intelligance.. Where necessary, and fo the degree that CIA is capable, CIA is also
wmmmmmwmw Because of CIA's strategic .
mission, s opecators are often deployed into or near war zones where they colleot information
that is valusble to militery customers, Similarly, CTA analysta are responsible for analyzing
armed conflicts worldwide., These operators and analysts may need to spend a large amount of
their time dealing with tactical batflafield developments and mq:poxﬂngmilimtquuhemmh,
‘but their ultimate purpose should be steategic.

A.thtdoyouconndswbaﬂ»appmpdmpdoﬂu&mmdmmeaﬂmﬁm
for theso two efforts?

ThsahnndmofCIA’aMmdm&nﬂdbedemdw strategic neiogities
"and national security customess oonsistent with policy gnidance embodiad in the National
hwaﬂigmel’ﬂaﬂﬁasl’mk.

B. m&mmmmwmmAmwm
for these two efforts?

hmwbﬂ:ﬂhﬂﬁmcmmﬂyﬂommymmm&Im&e
view that generally there is an sppropeinte division between strateglo and tectical .
inteltigence dutien, OFf course, especially in courttextetroriam, CIA has necessarily detved
desply into tactical matters, ¥ confirmed, I will closely monitor the employment of
CIA’s asgets to ensure the Agency meets the teoifoal demands of its mission, whils also
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engaring it fulfills its obligations to provide stmtegic level colloction and anelysisto
policymakers.

QUESTION 8: What role do you see for the CIA in cybersecurity offensive and defenaive
policies and actions?

CIA coflects and analyzes intelligence on foreign oyber threats to inform U.S. Government
policy and strategy with respect o cyber operations snd cyber incidents affecting ths United
States or our intevests abroad. These CIA activitics support the full spoctrem of U.S.
cybemecurity policies and actions. mmmwmmwﬁm
with its technical collection capabilities to gather hhlligamamﬂndmcybuthm CIA
also provides all-source analysis of foreign cyber threats to inform U.S,

decisions about cyberssourity and its impact on national security issues. CIA works closely
with other Intelligence Comnmumnity elements to share expertise in support of their collection
of end response to oyber threat information.

I undeestand that the CIA, upon direction from the President snd workinig in cooperation
with other agencies where appropriate, has capebilities to perform a wide of array actions
related to all forras of cybersecurity policies.

QURSTION %: mmmmnwuammmnm
“Bxecutive Agent™ for an intelligence funotion across the Intelligence Community? -

ThemAhubemduy:Mmmmpm‘bﬂiﬁumdﬁmcﬁmfurminmm
the Intelligence . The DNI bas designated the CIA to provide what is refixmoed to as
‘SuvioeaofCommmCm”(SOOC)ﬁumhoﬂmdhmcmﬂty
mmmwmmsammummmmmm
“gach servioes of common oonoern to the Inteltigenoe Commmmity” if *determrine[d] [those
services] can ba more efficiently accomplished in a consolidated manner.® The DNI's
dedignation of CIA or another agency takes into consideration whather they have the
infrastrootare or demonstrated mission aren expertise to provide the IC-wide service.

A.Slmﬂdﬂwcmmﬂmmleﬁxmymwfawﬁomormmﬁngﬁsmleﬂr
. existing fimctions?

In considering whether CIA, is the appxopriste organization to provide & SOCC, if
confirmed, T will consult with the DNI and CIA persormsi, I will also review the
Agenoy's current SOCC roles and consult with the DNI if changes are appropriste and
update the current structure of CIA's SOCCptomhbutmdmmdsofﬁa

Intelligance Comumunity and U.S. government.

QUESTION 10:_ Historically, the Intelligence Comtramity has informed U.S, poﬁoymdmd
preseat xnd emerging national security risks in terms of global threats, like tesrorism and
WMWMMuMmmﬁlﬂymlmm
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A, Whatis your view of the CIA’s conducting intelligence anelysis relative to critical U.S.
vulnessbilities and vational security sugoeptibilities, that He outside thess teaditional
perameters? For example, should ths CIA ounsider the current U.S. doficit levelsasa
national security oconoern?

m'ammmmmmemmmmnmmmdw
- of intelligence related to national securty, incloding the analysis of emerging thevets,
risks, and trends. In general, CTA does not foous ite intefligence enalysis on domestio
-Jngnes and valnegabilities, There are other key members of ths Intelligence Commumnity
that, by design and axthority, foous an domestic threats, voinerabilities, and trends, AsI
wmmmmamdmm&mﬂmmm
security, inoluding new market trands and associated rigks to ths United States, Tn the
aeumﬂnunhn.mnhofﬁeﬁA‘sﬁomaismeuUs policymakers about
- developments that may affect globel growth, stability, and financial markets. I
canfirmad, I look forward to working with ofher elaments of the
Compnmity to ensare CIA is providing the collection, analysis, and support needed to -
understand emerging threats and vulnershilities to U.S. hmmhaglobnhmd,
digitized, and dynarmic environment,

QUESTION 11: In what ways can the Director achievo sufficiant indspendance and -
Muﬁmpohﬂodcmﬁdmﬁmbmﬁhmﬁmw&ﬁmheﬁwmddimﬁm&
hﬂdﬂmmﬂwﬁmmﬁmﬁdﬂ

Rknfoﬂﬁcdimpm&atpoﬁcymkmhmﬂmwhﬁmmﬁmmm

st be free of political considerations. ¥t is up to the Director and every CIA
offioer to meintain the Agenoy’s independence and objectivity. This is at the core of the ~ -
identity of every CIA officer and activity, X ix a cradie-to-grave requirement from the moment
CIA hires a new employee until he or shs separates from the Agency. I condfirmed, I-will work.
with my leadership team to keep a constant pulse on the woskforce for objectivity convexns and
do what I can to ensure that every CIA. officer lives by the words etched in the wall of the
Originsl Headquarters Bullding “And ye shall know the trath snd the trath shall make yoo
froo.” I will work to ensure my officers are producing intelligence-with the highest tradecraft
and will stand behind the intogrity of that tradecraft as they present it to policymekers.

An a Member of Congress, I serve a role. Irepresent hundreds.of thousands of Kansans
and advbeste for their individual and coflective interests. On the HPSCI, I oversee the
o nﬁmshﬂdﬁmwﬁvﬁa Komﬁmdummmlvdﬂbavcamm
. Iwmbmm Indenentm oyisotive CLIA wworkforos hmmbm
" 1o dafend this Unifed Statos. mn&emdmismtnpoﬁnymkx My previous
poﬂdyodﬂmwﬂmmwmﬂmmmdmmhowlmﬂﬂmw
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policymekers. 1would hope that my congressionsl servios would benefit the Prosident,

Congress and our nation becsuse it provided me a keen undeestanding of the enormous
of intelligenoe oversight and a coondinated, cooperative relationship among

mdbmﬁnmhmohuofpm

B Whuumﬁmd&empms&ﬁﬂ&a%mﬁﬁe%hmm
Administration policy officials or their spokespersons when the aveilable intelligence
cifher does not support or contyadiots public statements they may have made?

CIA’s all-source enalysis mission s to provide ushbiased, acourste, and timely :
information to its customers. I belisve the DCIA should constently work to fnform and
explain intelligence assessments to Administration policymakers — and congressional
pohcymkm~aoﬂntﬂwymmksﬂnbutpohwmpodblemdao&n&ay
communicats the intelligence pictare accurately. ,

QUESTION 12: How do you plan on resolving a situation in which the
demmammhmmdhm
administration?

AsImentioned in response to question 11, CIAmbmuﬂmtopwvide

aocurate, and timely information to its customers. Ifconﬁmed,lwﬂlenduvmmm&ay
have the tims, resources, and political apace to make thoge assessments and to provide them to
the polioymakers. It is up to the policymakers to consider all availabie information, including
CJA assesgtuents, in pursuing thedr policy goals. The policy aspirations and activities of both
the Prosident and Congress are for sach of them to determine. The CIA and the entire
InnlﬁmmCamnﬁy’snﬁuﬁmismmdommﬁmdy apolitical facts and analyxis
upon which policymakers form their jodgments.

QUESTION 13: Hmmmmdhmq&ﬁmofﬁn :
accountability systeam that has been in place at the CIA and what actions, if any, should be teken
fo both strengthen acoountebility and ensure fisir process at the CIA.

If confirmed, 1 will be commitied to a strong, fair, end transparont acocuntability system st the
CIA. Thave yot to asaess the entire acocuntebility system as developed snd implementsd within
the Agency, but 1 sm committed to administering an effbctive progrm that reinforoes the
integrity of the Agency’s work,

AsTunderstand it, the Offics of Inspector Genoral (O1G) views the accountability system at the
Agenoy a3 having theeo distinet parts: Personnel Bealuation Boards (PEBs), independest
investigations, and O¥G3’s Anzmal Plan. First, the Agency adwministers PEBs to address
administrative concerns associated with staff behavior, Manty entitiss, including the Office of -
General Counsel and the Office of Security are often involved in this procoss. Second, OIG
condnots independent investigations into allegstions of criminal and eivil viclations, which it
coordinates with the Depertment of Justice (DOJ), As roquired by statute, the OIG notifies the
DCIA. of its referrals to DOJ. Third, the OIG develops an Annual Plan to conduct evelustive
audits and inspactions, to independently identify inafficiencies and areas for improvements.
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QUESTION 14: What are your views of the current CIA culture and workforeo?

mmhmm'smmmmm Tt is comprised of the best and brightest
patriots committed to our nation’s secarity who aften pit their Hves at risk and sacrifice quietly
for their nation. Our netion demands CIA officers callect, analyzs, and disseminate foreign and
mmmmmmhwmmmmmmmm
national seourity. In an increasingly dangerous and complicated world, the demands on the CIA
and its workfores will only increase. The CIA and its workforce ave up to the challenge.

mmmnmmmhmmmmmmmm
8 commitwent to its mission, substantive and operational expertise, and creative axecation of its
tasks. The CIA has uniqus authorities and capabilities that make it indispensable to the nation’s
seoutity, but the CIA should coflsborate dlosaly with iis intelligence parters in the U.S. and with
peariners abroad, The CTA will need to cantinne to adapt to the morphing threat landscape and
growing technological demands, whils still operating effectively and sustainably in hostile

Jt is the ultimate profossional hanos to be nominated to lead such an outstanding organization
and the men and women who comprise its workforce, If confirmed, I will do everything possible
bhﬁhmdmdhmmmm,mmdaﬁmwmmm
mmisaim.

A.WhumyonrpnBMGIA'lmmdmrm:u?

 confirmed, I will build on the legacy of strong leadership at the Agencytoleadas .
dynamio, motivated, and mission-focused watkforoe. My goal as the Director will be to
empower these men and worhen of the CIA. to fulfill #ts ngique misslon with the highsst
degres of integrity and effectivencas by providing cleer direction, leadership, and
mhh&hhmwmfsmmmmm

If confirmed, I will strive to mainixin and strengthen CIA ag the premier intelligence

- agency in the world—ane sbls to adapt quickly to the shifiing global environment and to
meet the growing demands of the Amerioan people and U.8. policymakers to dofsnd
national security intevests, Ultimately, CIA should be sean and treated as a national
troaxnre; is velentless, innovative, end global reach ia fisared by our enamies and
respeoted and admired by our competitors and allies, B:pmﬁsﬂmﬂuhouldﬁeim
pudamﬂunmimaudaﬂﬁn&mmdoubmﬂeu&

. Ecmﬁme&&cemumbuofmwbme!wﬂlﬁqua&nﬂmhmﬂmm
-and its workfogos have the capabifities needad to meet the highest standards and goals set
out by the nation’s leadership — for today*s misslon and ixto the fiutare, This will inclnde

. tha following priosities: strengfhening the Agency’s HUMINT capaclty and tradecraft
innovation; improving Agency capebilities to operate in hostile enviranments and solve

- -hard-collection prohlams; deepaning Agency capabilitiss to opetate i & more digitlad,

expanding i cooperation, collaboration, and modsls of
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intelligence sharing with state end non-state partuees globally; ensuring cutting-edgs
analytioc cepabilities, innoveations, and information techmology systems; recrviting,
enabling, training, and retaining a diverse, capable, and committed workforce with the
right skills and talent nocded to fulfill the Agency’s mission in the lang term; snd
accelorsting sclencs and technology innovation and collaboration with the private sector,
No donbt there will be other nriorities, and if confirmed, I will enter the Agency prepared
1o leamn and eager to listen to the workforce for its ideas fir how best to fmprove CIA. -
Throughout, I will seck to improve the way the Agency leverages its resouroes and
cmbﬂﬁuhhmdbmdwi&hhmdulnﬁﬁgmﬁommtyﬁrmuim
mimioneﬁctandcoﬂafﬁdmy

B. leatmﬁmshplmphwhhm nchinetheuguh‘l

" I confiemed, I will seek to provide clear leadership and support to allow the Agency
. woskforoe to succeed in its misslon. ToacﬁcmthemﬂnsﬁMMIWtho
ﬁ)mmﬂvemmongmyopeuhon.

1. Persorme]. The CIA’s groatest assot remains the dedicated men and women of the
Agenpy. I will seek to appoint, elsvate, recruit, retain, and expower the best and
brightest CIA persormel at headquarters and in the fisld — providing therm the necessary
tools end authority to achieve the missions assigned. Taking care of CIA personnel and
their families is essential to the type of cultare and workforoe I will seek to create. :
Relying on strong, diverse, and dedicated officars who can lead the Agenoy and its
fimotions — for shoit and long term missions end initiatives —will be aritloa! to
mﬁmﬁningﬂuCIA’amwmofemdlme.

2. Sirategy & Policy. For the CIA to work effectively, ﬂxmuedambeoluityof
intelligenoe-related stratogios, policies, and expectations from the nation’s
leadershiip and citizenty. ¥ confirmed, it will be my responsibility to.ansurs clacity of

Community,
mmmmmmmmmmmmmwmmwws
expeotations of the Agency. Prioritizing among the veried requirements and desnands on
the Agency will be critical in a period where Agenoy capabilities and authorities are
needed more offen to defend U.S, national security. Chntyofpohcymdupem
enshles optimal exscution of the Ageney®s mission.

3. Process, Tbelieve the Direstor of the CIA. should coeate a transperent set of processes for
decision-making, assessmants and reviews, accountability, atd use and advancement of

effectively and efficiantly, This also requires there to be olarity of process and decision-
meking, prioritization, and tesking within the Intelligence Community and with
-policymakers, If confizmed, I will seck to shape and stewand efficient processes that
mmm&mmmmmmm wtﬂmﬂnhml
distraction or

10
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4. Resources. The CIA needs sufficient resources to accamplish its mission and to innovate
1o address current demands and future challenges. In & rescurce-constrained exrvironment
and rising demands, I will devote significant time and attention fo providing the
appropiate resources end finding efficiencies to ensure the successful exsoution of the
Agenoy misgion. This will involve short and long-term investment in human capitsl, new
oapabilities and systems, science and technology research, and collabaration with the
private sector. Tn addition, effective investment and use of rescurces will require close
eomdinaﬁmvdﬂxﬁthWofNﬂimnlImﬂigmee.ﬂnOfﬂeechmagmm
Budget, and Congrees,

5. Support. Hconﬁmd.ﬁwmbmybmmdpiﬁhgehwmadvowuhﬂm
dedicated prblic servants of the CIA. AsDirector,] will seek to represent and
demonstrats the profeesionaliam, commitment, and integtity of the CIA and its
watkforcs, Iwill seck to serve this importent role for the Agency within the
Administration, befote Congress, with foreign counterparts, and with the American
publio. This role is all the more impartant since most of what the CIA does nyast remain
secret and canmot be showcased openly on a regular basis. Maintaining and building the
American public’s understending and support of the CIA and its activities — conducted on
mlzaha&-rmnﬁnumﬂdmleﬁumcmmmﬂhinﬂmwfmnﬂm

No doubt thers will be other ways and areas of foous to achiove the goals st out for the
Agenoy, 1is oulture, and its workforce, but if confirmed, I will provide strang and clear
hdmhpﬂntanpomAgmypuomdtomeadinﬂmnﬂsﬂmsadm

QUES’HONH: Fmdgn]mgmgeptoﬁdmyaﬁmisnuudﬂ enabler of the CIA’s
sotivities, Pleass descibe the steps you will take, if confirmed, to improve the
ﬁndgzlanguagaoapubﬂiﬂnufﬂmmm

memwemgmdmehuammbuﬁmsm,lmwmmmm
impressive forelgn langnage skifls, I undarstand that the Agenoy has a Senior Language
Authority and that there are & range of programs already in place to ensure CIA officers have
the Ianguage capabilities necessary to csrry out CIA’s mission successfully, I will need to
look into that program forther to find out its steengths and weaknsgses before describing what
steps 1 will take, However, based on my observations of CIA to date, I belleve the
organization may need to improve its recruiting and hiring of native langnage speakers instead
of relying so heavily on training officers in foreign languages, Expanding the depth and
m&mmwwwmmwmmmuam

Colleciion Anthioritles
QUESTION 16: In Jemmary 2016 you wrote in The Wall Streat Journal fhit, *Congrees

should pass a law ro-establishing oollection of all metadats, and combining it with
wbﬂnbuvdlaﬂeﬁnmdandﬁﬁstylahﬁnnﬂmhﬁum&enﬂw, scarchable

11



79

A Doesﬁﬁsmainmponﬁm? ¥ not, please explain your cumrent position and why it

- Iunderstand that previous collection programs involving metadats, which were
conduoted pursuant to orders of federal judges, provided a significant tool for the -
Intelligence Conmmunity that is no longer available because of changes in US, law.
‘While I have not changod my position, I understand why Congress choss to change
the Jaw and in fact, as & member of the House of Representeatives, I voted for those
chmmmetudmmhm.

AB. mmdmi&wmmwappﬂumus.m

T understend thet the discontinned program, conducted pursuant to judicisl orders, epplied
toU.S. pummdmmmudpmmmﬂwmﬁngkwpﬂnrmth]egal
unmdmmhpasaedhyﬂnconm _

C.Plnaaeclaﬂﬁy%oﬂuﬁmofallmﬂtadm"? Whmldndsofmmdmdoyoubelbve
should be entered info & comprehensive, searchable datebase?

’ Imrcﬁdngmmmdmﬁﬁwtypawnmdmﬂnﬂnwsﬁng that
mavaﬂabbhzeviawmd&pmwdammﬂmdi&mmmvhwdmdappmwdby
federal judges.

D-PMMWMMW‘meMMhW
in a comprehensible, searchable database. Pléase defeil who, within the U.S.
government, should be sntharized to eollmtﬁishhmnﬁmmdwhat,ifm,

restriotions should be placed an such collection.

Asnoted in the Wall Street Jovurnal op-ed, teerarist suspects who visit jthadist websites,
mwmmmmwﬂmmamm
susplcious teansactions should be conddered for appropriate surveillance,
that is publicly availebis on the internet or other public daiabases can be important
chues in identifying those who would seek to harm Amerfca, If confirmad, I will defier -
to policymelkers, including the Congreas, on whether it would be appropriate to coltect
such, information, the exact information to be collected, who would colleot such
informetion and appropriste restrictions. I nots such activity would be the
responaibility of the FBI or other appropeiate arganizetions. I note also that the
Intelligence Community has, for many decades, applied restrictions to minimize
information collected on U.S, parsons, including in some cases, restrictions carried out
under the approval and superviglon of federal judges. ]

. What tols do you bellove ths CIA would play with regerd to the “oomprshensive,

soarchable database™? Pleass provide what information you beliove shonld bs-
mnemdmﬁhawymmmhadmbanomﬁng. 4

12
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As noted above, collection of the type discussed in the op-ed genecally fulls outside
CIA anthorities as I undeestand them. Tt will be the responsibility of the FBI or other
appropriate organizations, If confirmed, I will defer tp policymakers on the exact
mammmmmmwmmﬁm,
and the operation of such a database.-

I believe that the appropriate U.S. government agencies have a duty 1o use publicly
available datn to lawitlly conduct their investigations, subject to appropriate privacy
and other Iegal restrictions and regulations, Whh:especthS pexsons, the CIA.
should heve ity historically circumscribed role,

F ‘What form of executive branch, congressional and judicial msightshnuldemtwiﬂx
regard fo the datebase? .

Asmhdhﬂwopcd.lmmdﬂzeﬁewﬂzatifmhm—mg
programs were contirued, “Jejnhanced cungressional ovessight—a true parinesship
betwoen the execntive and Congress—is needed, Each month the Intelligance
Comnmmity should provide clessified beiefings to the House and Senatis intalligence
commniitiees on how surveillance programs ave working, what actionable information
has been developed, and whether mistakes or abuses have ocourred.® H confirmed, I
will defer to policymskers on appropriate ovessight, but nots that ] understand that
then-existing survedllance programs were sabject to judicial and congressional
oversight, in addition to significant executive branch oversight by the White House, -
Depertment of Justice, the Office of the Director of National Intelligenco, Inspectors
Gmals,mdoﬁmenﬁﬂas. .

G. In this sxme Wall Strest Journal picce, you stated that, at & broader level thet “[ljegal
and bureancratio inpediments to surveillance should be removed.” Please desoribe
which impediments you weze referring to and seek Jegisiative changes o ramove them,

1 'was refeering to any impediments that did not clearly enhance profections for U.S.
. persons, but had significant mission tmpact, For exanaple, I understand that in soms
cages, investigators wate not sble to acoess information available to anyone with an
internet canmection. As an example, the DNI has only recently allowed investigators
mmwmmmmmmmmm
available social media information about applicants. See Security Executive Agent
Directive Five ~ Collection, Use, and Retention of Publicly Available Sooldl Media

Wﬁmmwmmmm

QUESTION 17: Please describe nndmﬂngofﬂ:eﬁnﬂmmm&emﬁvem
12333 places onthe CIwathmgndm activities in the United States and with regand to 1.8,
persons. .

C:tA’swﬁviﬁesnelhﬂmdtoﬁs whndndﬂﬂmim—-yﬂmsﬂyﬂmummwtha}hﬁond
Secmilongof 1947, as amended, 50 USC § 3036(d), and E.O. 12333, Sec. 1.7(a) (desaribing

13
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Mumdmcuﬁbﬂiﬁucfﬁomymm’suﬁviﬁumdmbmmm
accordance with pricrities set by the President,

BO. msmmmmmmmﬂmmdmmof
information concerning U.S, persons. The Executive Order sets forth cextain categories of -
information concerming U.S. m&&%mwmmm&mmm“
information constituting forelgn intelligence or countesintelligence. The Executive Order also
rogulstes the CYA’s use of collection techniques in certain circumstances, For colisotion
techniques within the United States or directed against U.S. pmahoed,ﬁncmmma
the least intrusive collection technique feasible, and must obtain the Attomey General’s
approval fo use any technique, far intelligence pirposes, for which a warrant would bé required,
if underteken for law enforoament purposes. The CIA is also restricted by the Brocutive Order
ﬁmummmwmmmmmmumm

Tn addition, the Executive Order requires that the CIA’s oollestion, retention, and dissamination
of information canceming U.8, passons, and the CIA*s use of colleotion techniques inside the
United States or directed agaivst U.S, persons abroad, be underteken anly in acoondance with
procedures established by the DCIA end approved by the Attorney Genersal, after consultation
with the DNI. ‘The Bxecutive Order similerly requires that anyons acting on behalf of the CIA

‘who joins or ofherwiss participates in an cxganization in the United States, without discloging
&mmm”aaﬁﬁuﬂmmmmoﬁdﬂsofﬂnmmm,dommlyhmu
with Attorney Genezal-epproved procedures. These procedures ("AG Guidelines™) incinde
further requirements and gnidance for the CIA’s conduct of intelligence activitics within the
Uhited States or directed against U.S. persons.

QUESTION 18: In your Wall Street Journal op-ed, you wrote that PPD-28 “bestows
prlvmynglm on forelgners and itaposes burdensome requirements wjusﬂfydata

A.hwhatmysdombnﬁnamzsshoﬂdbeupdwdormmdﬁ?

Ihave expressed concemna that PPD-28 ouay iapede lawful intelligence collection of
signifioant foreign intelligence. Ihave not examined with CYA intelligence collection
experts the exact provisions of PPD-28, if any, that gy need updating fiom CIA’s
pespective to reflect threats facing the country in2017, including the continning threat of
ISIS overseas and to the hameland. I understand that PPD-28 may have been a part of
additional policy changes related to the regulatory fiemework necessary to permditing the
tremafer of data from the EU to the U.S, Ifoomﬂnnad,lvdllmsnltwl&(m.mpchon
“PPD-28"s impaots, if any, and make any neocssary recommendations. I-will defer
ultimately to policymakers on whether any changes are appropriate.

B. Whatmuldﬂmoobmmcmpﬁlh?

14
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As noted, I have not examined PPD-28 with CIA. collection expests. In examining PPD-
28, I will only seck changes if, amang other things, the changsa rosulted in material
improvement in Agency operations and capebilitics, Ultimately, pohoymnhmwﬂlhavv
to weigh the impect of any changes to PPD-28.

QUESTION 19: Under what circumstences, if any, is it approprete for communications of U.S,
persans to be shared with foreign pariners, either finished or in raw, unminimized form? Under
what circumstances, if any, is it appropriate for communications of U.S. persons, collected by o
mwa,muowmm&mhmdbthmmw

mmgmuﬂbdnumdimmhmmfomﬁmmmnngvs.pum,mm
communications of U.S. persons, to foreign governments. There are circumstanoes, howaver,
when the CIA dissaminates such infoxmation in fartherance of fia statutory mission. Suoh
dissemination mey includs, for instance, information canstituting foreign intelligenco (FI) or  *
counterinteltigence (CI) information obtained in the course of 1 lawful FI, CI, international drug,
or infernational terrorism investigations; information needed to protect the safbty of persons or
omﬂms,mludmgﬂmmwhomtarget,vicﬁma,mho@gesofwonﬂm

s information-needed fo.protect FI or CI sources, methods, and activities fiom
ummd&mwmmmﬂyomhndhﬂmtmﬁnmmmhmlmh
‘activities that may violate U.S. Iaw, Any informstion identifying a U.S. person will be
disseminated only if necessary, or if it is reasonably believed that it may become necessary, to
understand or assess the information. MmomﬁeCIAmaynqnmﬁafomgngovmmmh
comply with restrictions on the use or further dissemination sunhhﬁxmaﬁon.

¥ the CIA requests a foreign partner collect commmunications of a U.S. person, I understand that
eollection and dissemination should be done pursuant to the same fovel of appeovals that wonld
be required if the CYA, itself were to collect those communications, These seme
dmmphf&nﬂhpnhcipﬁum&emﬂmﬁmaﬁvﬁymsmhudmﬂmﬁmmﬁvhy
mmmalmmwmmmmmm

In soms circumatances, however, 8 forelgn partner may collect commumications of 2 U.S. person
mdepnﬂeuﬂyfwﬂ:mownpmposes.andnotatﬂwrequestofﬁam At times, the foreign
partner’s revisw of collssted U.S. persan comnnmnicstions may reveal informetion thet the
pertner determines may be of interest to the U.S.—for instance, the partner may, discover
information that constitutes FI or CI from the 17.8. perspective, ar that is needed to protect the
safety of 1.8, persons or organizations. Jt'ia appropeiate for the CIA to receive such information
from foreign partnors without the same requirements that would epply if the CTA iteelf were to
collect the information or to request that the foreign partoer collect the information. In very
Hmited circumstances, however, the manner in which a foreign partner collected the information

could be so improper that it would not be appropriate for the CIA to receive, use, or further
disseminate the information.

QUESTION 20: According to the CIA’spulmesandmoedmasrdmdto
signals intelligence:
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“ppD.28 dirscis the Intelligence Community (IC) to assess the feasibility of alternatives
thet would allow the IC to conduct targeted SIGINT collection rathsr than bulk SIGINT
collection. Accordingly, when engaging in STGINT collection, the Agency should
conduct targeted SIGINT collectlon activitias rather than bulk SIGINT collsction
activities when practicable. STFINT collection activitias should be directed against
specific foreign intelligence targeis or topics through the use of discriminants (e.g,
specific facilities, identifiers, selection terms, etc.) when practicable. ”

mmummmmmmmmmmmnmmmu
nsed, Doyonbdmﬂmtﬂmopoﬁmsaboﬂdheabmged? ¥ s0, how and why?

xmwmmmmmmmmmmwmmm
collection and the tmpact on detecting threats to America and intelligence collection. If
confirmed, T will expect CIA persomnel to continne to ovaluate the Agency’s policies and

relsted to signels intelligence to determine if they are appropriate in light of current
threats to the country and ofher national security challenges.

Transparancy

QUESTION21: Do you betieve that inteiligance agncles nood same Jevel of
transparency to erisure Jong-term public support for their activities?

As arhember of the Houss Permanent Select Committee on Intelligence, I firmly believe that
the American people need to understand and support the mdssion of our intelligence agencies;
the legal authorities that govern their activities; and the oversight mechanisms in place within
the exscutive branch, in Congress, and the couts to ensurs intelligence activities are condnoted
wiﬂxinﬂnbmndsofpchcy,ﬂwhw, mdtheConsuWhm. Robustmgressxomlovasightisn

functions,
the continued effectiveness of those vety same intelligence activities, This requires a delicste
‘balance between transparency and secrecy, along with public confidence in the
mechanisms that exist to overseo intelligance activities. As part of this balance, it is critical to
protect classified information and the intelligenoe sources and methods that enable the
migslon. These are necessary protections that exist in law, Executive Order, and
preoctivs o allow U.S. intolligance services to carry out their mission effectively.

Modernization of CIA

QUESTION 22: In your answer to Question 14 of your Pregidontial Nominee

you note your role as a member of the CIA Subcommittee on HPSCT and
stute “through my work over the years, Ihmubohdchwlyatﬁammmﬂ.
capabilities, activities, finding and gperations of the CI4.”

A, Asmmh,wbntmyumpmpecuvaonﬁm CIAModmﬂmicupmgrameﬁmuudemkm
hrecmtyembyDnecmB:mm?
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Director Brennan’s Modernization progtam was an ambitious, wide-renging endeavor, Tt
inciuded a lot of change, most notably 2 top-to-bottom re-organization of the Agency.
From my perspeotive as 2 member of HPSCI, the objectives of the reargenization made
sense, eapecially seeking to reduos barriers to real-time and continmous sharing of
information between analysts and oollectors in centers modsled after the suooess of the
" Coumterterrorizm Conter. I have spoken with Ditector Brennan about his vision for the
modernization and have had conversations with merny current and former CIA officers
about it. My preliminary sense is that there is still work to do in implementation, . :
especially streamining decision making provesses. However, I wonld like to resarve
judgment until I have had a fuller opportnity to review fhe organization as Direstor, if

B. Axvﬁmmmmmfedmmeddmdmdywmﬁn
msmwmmmmm

In addition to my answer to subpart A above, my experience ranning two small
buginesses taught me that maintaining mission focus for the entire workforoe is central to
achieving any organization’s strategic objectives. Ensuring that the CIA teem is working
tugaﬂxxtodoﬁvuxapidmmtopohcymakmmﬂmdsuﬂnymwmha
foous of mine from day one, if confirmed, )

QUESTION 23: m«mmawmmmm“m :
analytio integrity and strategio analysis, .

A. Do you belisve the plecement of analysts in Mission Centers will lead analysts to
Mmomd;mopmﬂnpdmnﬁowotmm?

1 do mot believe that analysts and case officers sarving in the same offices is inherently

detrimental. I think CIA’a centers—most notably the Connterterrorisn Cante—

@Mwmdmdcmdmmdmmwﬁxmbmﬁn

modernization prograre. With thet said, I do not currently have enough insight into how

. the Mission Center construoct has been. applied in each case ar the effect on analysts and
" opexators. Itis, in every caganization I have been involved with — from a tank platoon

to a mamufhcinring company ~ 8 constant challenge to rethain focused on atrategio tasin

— guch as the CIA's sirategic analysis — in the fhce of daily demands. If confirmed, I

mmmmmmmmwm-mwuumd
. the CIA mission —is not neglected.

B. Hmwmymmmmdmmmnlyﬁom@oﬁeoﬁvﬂy
indepmdentcfmentoput&ons?
Hconﬂmﬁ.Ivﬁﬂmm&aMcfﬁnka of Analysls and Operations to
ensurs analytic lntegrity and objectivity independent of current opeeations. I think that
. analysts’ identities ars rooted in chjectivity throngh thejr training, but there are steps that

Agancy Isadesship can taks to promote this independence, including: surveys; ensuring a
mmaww&mmmmhmm
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and managess on culiivating proper relationships; and roquesting assessmeants that test the
health of analytio objectivity. Iam sure there are other tools as well and will welcome
Commiites Members’ thoughts on this important effort,

Budgetary Metters

QUIS'HON“: Ycu!nvemﬂaduqmmﬂmamun.'addhs'lwmlbmﬁ :
oven lower gpanding levels. That’s wiy it’s only 8 home run and not & grand slam.”

A. Do you stand by his statement?

B. Do you belicve the CIA should reduoe its fimding?

My statement concemed oversll levels of federal spending. If confirmed, 1 will review
CIA’s budget, I think 3t is oritioal that national security agencies, inclnding the CIA, are
fhlly fimded with the resoutoes fieeded to protect America. Definding citizens from
nuﬁmalmﬂtythmnaﬁmdmumlobﬁgaﬁnnofﬂwmwmmmﬂmshmld
mndveﬂwnecmyﬂmding. .

QUESTION 25: The Steategy states that the CIA “will contirms to enrich our workforce by
‘argeting diverse conmmmitios across the Unfied States to meet our talent needs, with
dodicated programs for citizens of Afilcan, Asian, Hispanic, Middle Bastem, South Asian,
and Native Amesican descent; Lesbian, Gay Bisexual; and Transgender Individusls; Persons
with Dissbilities; Vetexans; and Women.” Do you intend to maintain all of these dedicated .
Maintaining  diverss aud dedicated workforce is oritical for CIA's mission, especially given
the global challenges our country fisces. Ihave not been hriefied on the programs noted, Init I
look forward to leerning more about all CIA programs to recanit, train, and retain motivated
warriors dedicated to the security of our oountry end the art of intelligence. ¥f confirmed, I
Took forwrnd to evaluating these programs snd others to ensure the CTA best work foros, and
Tlook forward to working with the Coromittes on these issaes,

QUESTION26: T 2013, you voted ageinst reanthorizing the Vicleno Against Women Act.
How should the women and man of the CIA inferpret your vote? If confinmed, how would you .
work to ensure that all members of the CIA: warkforce foel that they have an advocate in the
Director’s office?

Em:wmmmmm-awmﬁmmm—mmm N
pecsonally. ‘While in Congress, I have worked hard to appose violencs againat the most

- vulneratie in out comnmmnities, partioulady women and children. 'Whils I voted effirmatively
mmewmAgdeomAan-moﬂuﬂmhzou,Iﬂtﬂmﬂmzolsm-
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mthorization was flawed for several reasons and I conld not vole for ifs passage. I coufirmed,
1look forwand to bringing that same commitment to protect and advocate agrinst violence
against women, and to leading the patriotic women and men of the CIA. with the intense energy,
respect, and passion they deserve and expect in their Director.

QUESTION 27: Asrecently as 2014, youm-aponmdthesmMmgaDeﬁamaAnt,
which, according to the Washington Post, “would effectively reverse the gains same-sex
couples made after the Defimse of Martinge Act was overturned by the Supreme Comt.” In
2013 you cosponsored the Marrisge and Religious Freedom Act, s bill that protects the sbility
of non-profit organizations that disagres with same sex marriage to discriminate without losing
their tax exempt status. You heve said that, “T don’t agree with [same-sex marriago],” and thet
“T think marriage cught to contirms o be between ane man and one woman.” You have also
said that, *T think as you look back at civilization, look back ut history, you find the strength of
ﬂumfanﬂieshavmgaﬁﬂ\etmdamoﬂwisﬂmxdealcondiﬁon childbearing.”

Lﬁmnﬁnnaihnwmﬂdmmplmmwmdmmmﬁemm
community at CIA?

B.Howwﬂlynuleadﬂ:cCIAworkﬁmeinanimkmvemma?

C. Can you provide the Committee assurances that, if confirmed, youwlllnotmhany
’ mpsﬂ:nmnldthGBTﬂnlesuchasmﬂingbad:bemﬁnformux
apauaeemdmcesstocﬂldmserviees?

Em@rmmammmmmmmmwm
pessonnal — end their families —~and I intend to foster an inclusive culture dedicated to the
CIA’s mission. As the elected representative of the Fourth Distriot of Kansas, my record
in the House of Representative reflects, in good fiith, both my personal principles and
those of my constituentz. I continue to believe in the treditional definition of marriage.
‘This belief'is fully consistent with equal treatment of every member of the workforce.
My history as am employer in both the piblic and private sector bears this ont. I fully
expoct to train and support — as well as hold accountable and demand exoellence from ~
LGBT employees in procisely the same way as every other warrior who has chosen fo
serve America as a CIA smployes.

‘While I am not aware of the scope of agency benefit packages, I anticipate Jeamning more
ebout them, sapporting CIA personnel in every way possible, and working with the
Committes on these issues. Ifcm:&tmed,ithnbeanhmmleadthaﬁxmmﬂsof
pmmwhowmkatﬂncm.

QUESTION 28: Ifcunﬁnmdas(ﬂADkec&m,whathﬂmdohm&atﬂmame@nl
professional opportunities, including serving overseas, for men and womea in your workforce?
The men and women of the CIA are lis greatest asset. If confirmed, I will work to ensure equal
professional opportunities and development for all members of the CIA workforce, This will
include ensuring assignment opportunities domestioally end overseas for all members of the
workforee. This will eniail, among other things, the open, transperent, and effoctive
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communication of those opportunities, If confirmed, I will aim to Jead and oversee an
Wm&%m@hdwhmmhmw
mmmmumm@mmm

Relationskip with Other Apenclas

QUESTION 29: With respect to aperational activities, please desaribe what you believe to be
the main issues that the CIA clandestine service addresses, ouhonldndd:ug in working with
the personnel of the foliowing enfities:

the FBI;

&Nmmmumwwm

ofher law enforcement agencies;

the National Security Agenoy (NSA); end

other elements of the Depertment of Defense,

- o s o ®

For the U.S. to be sucoessful in'its overarching intelligence mission, CIA needs to coordinate
closely with other elements of the Intalligence Commumity across a broad range of issues, For
CIA, this includes deconfliction, coondination, and colleboration with other depertmends and
agencies that have suthoritios and capebilities to engage in operational intelligence aotivities.
Given the varied threats the U.S. face globally, effective coordination of intelligence collsction
within the Intelligencs Community is critical and can always be improved. If confirmed, I will
ensure cloge collaboration - through & variety of mechanisms — with those intelligence
elements respansible for intelligence operations and collection.

This coordination is particulerly importent when addressing the collection, development, and
use of bumen intelligence (HUMINT). The HUMINT Functional Manager must work with all
egencles exploylng HUMINT to ensure mature and effective governance, collsboration, and
cooperation. HUMINT collsctors — whether warking for the CIA, Department of Defense,
FBI, or other agencies - provide critical information to their consumees, while operating
within their own snthorities, As T undecstand i, the aim of the HUMINT Punctional Managee
is 1o ensure an intograted National HUMINT Enterprise across the community.

Kemﬁnn&lﬁnmﬁmhwmﬁmwmm
oolluboration, with a view to strengthening existing mechanisms and addressing any oonoeens.
My undesstanding is that the current construct has sexved the CIA and other elements of the
Intelligenco Commmunity ressonably well. In accordanos with Intelligence Commumity
DWM&NMHWMMMMMM&M
mmhwmwmwmw

operstions planning, execution, and resource investment. Given the unique missions and
anthorities of the imtelligence, military, and law enforcoment elements that compeise the
National HUMINT Enterpcise (NHE), it would not be sppropriate or practical to presaribe
CIA policy on other alements of the NHE. 1t is my understanding that, to dete, this constraoct
hag served the NHE and its members reasonably well. NHE members develop and promuigate
internal policies based on their own. based on their owm unique missions and euthoritics, The
key is for the Intelligenoe Community to remain aligned in fhose missions and for intelligonoe
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collection and analysis to be effectively and efficiently deployed to serve U.S. national
security intevests, The highest standards of tradecraft must be adopted acroas all U.S,

¥f confirmed, I will work with my Intelligence Commmunity counterparts, the Director of
National Intelligence, and the congressional committees o identify where problems eoxist,
rovolve tham, and find opportunities for better collaborstion,

Relationshiz with Other Apenciex

QUESTION 30: The National Security Aot of 1947 provides, under a section entitled
“Supervision,” that the *“Director of the Centreal Intelligence Agency shell report to the Direotor
of National Intelligence regarding the activities of the Central Intelligence Agency.”

A. What is your understanding of the Divector’s regponsibilities under fidis provision and
mdoymmmnmwaﬁmﬂmmmmmmmmw

supervision?

mmmmmmmmmmmmmwm
and intelligence integration responsibilities acwoss the 17 elaments of the Intelligence

‘ . If confirmed, I will expect to frequently communicate with the DNI to
mmmwmmm&&muaMuuﬂnW
Cammunity and ensure the DNT is informed of significant CIA activities, -

B. What is your understanding of the propee day-to-day reletionship betweun the
Director of the CIA. and the DNI?

As noted ebove, if confirmed, T will expect to work closely with the DNI to support
the DNI's responsibilities across the 17 Intelligence Comnmnity elesnents as
assigied to tho DNI in the National Socurity Act of 1947, E.O, 12333, and other
policies. 1 would envision frequent communication with the DNT; providing updates
to the DNI on CIA activities; and providing all-souroe intelligence anelysis to the
DNI thet CIA provides in suppost of policymakers and IC-wide.

QUESTION 31: The Intelligence Refbrm and Terrorism Prevention Act of 2004 (IRTPA)
created the Office of the Director of National Intelligence, In part, to ensure grester
intogration of the Intelligence Commmmity’s disparete and digtinet capebilities and acoess to
information.

A. What is your view of ths rols CTA and its Director plary, relative to the
Director of National Intelligence?

The National Security Act of 1947 assigns CIA. s number of functional roles. And in
each of these areas, CIA works closely with the DNI to ensure that CIA’s activities are
integtated and responsive to the broader national security requirements and strategy.
The Act assigns the DCIA. responsibility for collection of intalligsioe through bumen
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soarces end by other eppropriate means. ¥t also assigns the DNI responsibility for
providing oversll direction for, and coordination far, the cofloction. of national
intelligonce ontside of the United States through human sources by each element of the
Tntelligence Commanity. CIA. works alosely with the DNI and ODNI elements, who
help ensure that kumen collection sctivities &re properly integrated with ofher
ingelligence actiyities to ensare the optimal collection of intelligenoe and avoid
unnecessary tigk or duplication of afforts.

mmmwmwﬁmmﬁwmm
dm&ﬁehﬂﬁm@mmﬂymdﬁcwmmmmof .
wmﬁnﬁmdnﬁhmhdmﬁcdheoﬁmofﬁnm

mmmmmmmmmﬂmmmmﬁmm
and disseminate such infelligence. CIA performs this fimetion in accordsnoce with DNI

dmmmmmwmwm Thig inclades
coordination

providing during the budget prooess; establishing standands and
requirements tachnology systams that will retain or prooess national
information; oertain major aoquisition activities; and setting general

mmmmmwmmwm
Cunmityelmms. ) .

B. Wlntmyouiﬂuﬂimhmﬁtuﬁnﬂuingﬂnm&smﬂmﬁ
grester intelligence integration across the IC?

Ifconﬁmad,lwﬂlmheminmmimegmﬂmmmh
performence of the CIA, and the entire Intelligence Commamity, to improve our national
security. I-will work with tre DNI in suppart of this mandate, along with other leaders
of the Inielligance Community, to pursue initiatives where integration cen improve the
mmmmmmpﬁthmmduﬁmﬂdymmﬂ»wmy .

QUESTION32: Tn response to the 911 attacks, Congress areated the position of the DNI (a8
part of IRTPA, 8 noted sbove) to serve as the head of the Intelligance and

A, T your view, what is fhe propor rolo of the DNI?
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"The DNI has & mumber of significant responsibilities as outlined in the National Seourity
Act of 1947, B.0, 12333, and ofher polisies, Tho DN, in overseeing the implementation
of the National Intelligence Program, can promote an integrated Intelligence Commyanity

that results in a more effective and collaborative intelligense activities. The DNI has
oversight of both forelgn and domentic intelligence fnctions and helps to closs seems
between foreign and domestic intelligence to detect teerarist threats from abroad aimed at
the U.S. By enabling greater coordination across the Intelligence Community, and
focusing the full capebilities of the commmnity on the greatest threats facing the country,
the DNI can help drive better infelligence results and suppost to polioymekars, In
addition, the DNI cen improve policies and procodures governing the Intelligence
Cmmmkymdwo&ﬁﬁmﬂcymahs»i&nﬂﬁmwbae&mmhhmor
 regulations can improve perfarmanoe.

B. memmmphywmxmmmmofﬂnCIA?

As noted above, the DINI is assigned by statute impartant IC-wids reaponsibilities and
authorities to promote greater integration, while DCIA is assigned by siatute the
suthority and responsibility for the mansgement and dfrection of the CIA. I'will

_ expect to Work closaly with the DNI to suppost the DNI’s respanaibilities scrose the
17 Intslligance Community slements of the IC ax assignad to the DNI in the National
Security Aot of 1947, B.O. 12333, and other policies. 1 would envision frequent
comamunication with the DNI in support of the DNI's Intelligence Commmuntiy
responsibilities; providing updates to the DNI on CIA activities; and providing all-
mwmmﬂmmmmmm&shmofpoﬂmm

¢ and IC-wide.

C. AaDke&urofﬂnCIA,hnwwonldmwoﬂwkhﬂwDNImadvm
intelligence integration?

Ifconﬁnnud.lwinworkulodywhhﬂwmto ldvmnaintamgmu
integration. This wonld include full pesticipation in DNI-Iad efforts on
inteltigence integration and ways to improve the pecformance of the Intelligance
Community and mect the over-Increasing inteligenos challenges fiacing the U.S.
within the limited Intalligence Commuity resonrces. I will examine ways in
which the CIA can appropriatély provide services of common concem to the

Community that would lead to Mmydmnmdmeﬂhoﬁw
and efficient performance.

D. How do you distinguish betwoen the roles of the DCIA and the DNI in

mwmmmmwmmmmm
U.S. Intelligance Community elements and the intelligence or security services of foreign
goveenments related to national security or involving intelligence soquired through
clandestine moans. ThaAntnhosupu]mM&nDNIahﬂmmdpmvide

" direction to CIA for this coondination. Speahngw!ﬂxmmmdoondwdngﬁon
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“relationstips in a fully coordinsted manner is absolutoly critical to an effective
Intelligence Community. This requires a collaborative approach and transparency -
butmﬂwDNIandDCIA. mmxwmmmmm

supports i

" but does not seek an operational role, Tn contrast, DCIA has an operational role and &
long history of cogagesment with foreign lisison services in the foreign feld on a day to
day basis. The DCIA. tims is uniquely suited to coordination and implementation of
foreign linison relationships mmﬂnhmmgmecmmﬂycnaday-b-daym&n
ﬂnmmmmmmmmmmm
Conmmnity pariners, .

nmammmmmmﬁswwma -
1947hbepﬁehtdﬁgmwuﬁg!ﬂ0mnﬂﬂau“ﬁﬂyandammﬁymfcmeﬁ"of
aﬂﬂpiﬁmﬂimﬂigmeeaoﬁvmu.indndingmhﬂlm
mn&m&mwmmuuqm&bthmhaphmﬁm
committees of the Congress fully and currently informed of intelligence activities, Asa
member of Congress carvently serving on the Hotiss Permanent Seleot Committee on
MMImwﬁnmmofmmumﬁmm&emddﬂn

represesrintive
T am conmmiited to ensating that the CIA understands the tmpo of jopal * -
md . oC h;gg:am congressional

3 A Doyouﬁaelkkamdutyofmoﬁommdmmm “spnkmwmpowu
mgndhuofpnliucdcmdm?

X Yn,xmaummmmmobjmmmmmm
rogaid to politics] considesations.

L Hnwﬁumsmmmmpaaﬂw? .

. Amlyﬁnobjeoﬁvkyandinﬁg&tyhaﬁndmﬂvﬂmatm& Immmﬁalio
oconsiderations or policy prefersnces. Ifomﬂmd,lwmmhokuﬂmﬁkiu
principle I expect all CIA personnel to uphold,

2. leeqiainyou:mdumdmgofﬁendaﬁomhipbumﬁe
CIA and the DNL ,



Icﬂadnasedmyvlumonﬂmqpmpdmmhﬁnnshipbetwmﬂnmmm _

particularly given the operational and analytioal capehilities of CIA combined
wlﬂx&aDMmsponiniltﬁu integration of the 17 Intelligencs Community

QUIBTION& leodwﬁbemmmmhowwenﬂmcmtmﬂdng
wlﬂxCongmu,andspedﬂnalb with fhe congressional intelligence committees.

Gmmllymﬁn;lhmbemumﬁedwﬂﬂnwmmnhwiﬁxbmmdﬁe
Committees, During my tirse on HPSC], CIA has been responsive to Conmmittes requests and -
1o my requests, and has been proactive in providing information to Congress—both good news
end bad newa. Ihﬂmemmunypmvides Oonwﬁeinﬁmmﬂnnitmdsmmdmt
effective oversight.

Mdmbquﬂmm&hpmﬁmmmmm
enormonsly frastreting to me. Ihave been vocal about written notifications that I thought
ghould have been provided to the Conmittees sooner. ‘T have, with respect to a mumber of
programs, believed that the Agency wae not shering its analysis with HPSCI mambers in & full
and timely marner. I undezstand that CIA is secking to improve its notification procodnres, and
if confirmed, I will support that effort and 1 am commdiited to ‘working to provide Congress with
mmamwmmmmmmmm&m

Amh&wmmmmmmmm |
information? )

j msm&&wmmmmm«mwwmw

o mdnmﬂ:odsogu&umepﬂmﬂyumiﬂvem”

B. Wht, if anty, inftemstion calleoted or analyzed by the CIA, or sbout the
mmmmwmwwmumiﬂdﬁm
e

mmmammmm&mﬁmmmmmﬂmm

... and currently. informed® of the Agenoy”s intelligence activities, consistent with “due- - - -
mhhmmwmdwmm
bmﬂwwmmndm&moﬁumummymﬁn
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matters.”- As a ourrent member of HPSCI, I understand the impartance of congressional

. oversight and the need for providing accurate, timely informetion to congressional
intelligence commitiees. Protecting sensitive sources and mothods may st times require
mmmmﬁmmmmﬂmm
mmmwu&mwmny infmmﬂon.

QUESTION 34: How, as CIA Director, will you seek to ensare that intelligence activities
that are conduoted by the Intelliganoe Community are notified to Congtess?

Ifemﬁrmad,lwmhapﬁ:smgmsiomlwmm“ﬁmymmﬂy
informed” of the Agency’s intelligence activities, consistent with my statutory obligation to .,
protect indelligence sonrces and methods, and other exveptionally sensitivo matter. mhmhe,
I will assist the Direotor of National Intelligence in fulfilling the office’s statntory reporting
requirements (5.5, Section. 506 of the National Security Act), as well as facilitate the
reporting obligations of offices within CIA (e.g., the Chief Financial Officer’s reporting
requirements under Section 509 of the National Security Act).

QUESTION 35; Plsase desaribe your view of fhe Intelligence Comumity’s ~and, -
specifically, the CIA’s — obligation to respond to requests for information from Members of
Congress. - ’

As a member of the House Permanent Select Comraittes on Ftelligenoe, 1 am acately seasttive
to and awere of the CIA and intelligence community’s responaibilities to respond to requests for

congreasional “any conoerning intelligence activition
(including the Jegel buals under which the intelligence activity is being or wes conducted), other
mmmﬂmkmastmmmwnwbyﬁm
congressional intelligence committees in onder to carry out ifs authorized responsibilities.” If .
confirmed, I will respect these obligations. Moreaver, I will comply not only with the letter of
the law, but also its spirit which is, as T understand well, to ensure fhat the legislative branch has
hhﬁﬁmmﬁxﬁmnﬁmit‘méminmﬂ:aﬁmaypmﬂmnmoommdnﬁe&

A. In your opinion, should fhe White House have any role in determining whather, or to
' what exteat, the Intelligenos Community responds to Meabers of Congress? ¥ so,
@mmmmmmmmm .

-"The Pregident, as the head of the executive Branch, has the ultimats authority over the
disclosure of classtfied information by the exeoutive Branch, Iunderstend that there are
areas, such as covest action, where the President hes a spacifio role in approval and
disclogure to Congress by stafuts and practice. 'While I am not aware of a day-{o-day
Presidantis{ role in the frequent interactions and disclosures to the
intelligence commitices, and would not foresee such & role guhig forward, I understand
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 that from thne to time excoptionally sensitive sources and methods or activities may be
determined by the President to require disclosure restrictions. That role would be proper
for the Pregident, particularly in the area of covert action, and I understend has been s
pac&ceﬁﬂlowadﬁnmmydm

RB. Eoonﬁnned,mﬂmmpondfulbfnrreqwhﬁxrhﬁomﬁmﬁumhhnbmof

Congrees, inolnding legal opinions issued by the Department of Justice’s Office of
. Legal Counsel that are relevant to the CIA’s activitiea? _

ﬁomﬁmd,lwiﬂhmmdmpondmnﬂdybmqmuﬁminﬁ:mﬁonﬁom
Members of Congress. This will inclnds providing relevant legal analysis underlying or
mgpcmtmgCIA’amslhgmemﬁvines.umquhedbyluw -

C. 'If confirmed, will you implement the current CIA Director’s recammendation that
recordkeeping in the Office of Congreasional Affiirs and in the Office of the Public
Aﬁﬂum%’awmwmmmﬁ&amm ﬂmuldbe
improved?

Ifomﬂnﬂad,fhokforwudinmdmdhgbmﬁwm%mxdbaphgm
and contiming any improvements the CIA has made in thig azena, especially with
respect to its interactions between CIA. and Congress,

, ﬁ.ﬁmmmmgﬁ&Migﬁwmmhﬁwmﬂﬁm
commitiees any information or muterial concerning intelligence activities ar covert
mmmmmmmmamwmwammm

I taks the obligations to respond to congressional intelligenos committee requests for -
information or updutes vary sedously. In addition to the ohligations to inform
congressions] intelligence comimitteas noted above, the National Seourity Act provides
that the President shall ensure that eny initial covert action finding, es well a3 any
mmm&adndmﬂmwmmhnmhmlymdmw&m

with infrmation and matexial they requested in oxdex to carry out thair authorized
responaibilities,

If confirmed, I will be committed to keeping the congressional frtelligence committees
informed and to working closely with Members of Congreas to ensure the integrity and
offioctivencss of CIA’s mizsion, As a current member of the U.S. House of |
Rmmﬁva.lundmmdﬂﬂanuhmmdvvmmm&mﬁmd,m
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QUESTION37: What is the responsibility of the CIA to correct the record if it identifies
mmmmhmmmmmmmmwmmm
committees?

CIAdmIlaIwmpmvldamminfomnﬁmh Congress. CIA is cbligated to oorzootﬁm
momdifitbecommamﬂmtmﬁxmaﬂmitpmvidedmﬁm&mmehmm

QURSTION 38: mw;wmmmmmmm‘m
‘beoams & very political argenizetion.” The President-clect’s transition team has relsased press
statements soeking to discredit the CIA, The President-elect hes repeatedty dismissed the
mmdmmmmmmmmwmmmmmmm
the U.8, election.

A. Yo what ways do you agree or disagree with the criticisms offered by the incoming
Administration? .

The use of cyber toals by fureign powers to hack U.S. systems and dats — including
coramercial, political, and commercial systems and data — for purposes of esplonage,

" influenos, economic advantage, or even destructive puxposes poses a very real danger to
U.S. national seourity. The hntelligence Comnmaunity*s Ootober 7, 2016 statement that
ﬁnknsﬁmgmmnmdimchdﬁmwmdcﬁmlommmm
political brpanizations in order “to interfere with the U.S. election process” is a serlous
mmnmdatlﬁbuﬂmandehmgaagﬁmtmﬂmmmy .

‘Any such assessment should be taken seriously. The President-elect has asked to
matwabdnﬁngﬁmmekoﬂammyzzmlﬁmnhmm“nommnﬁtymﬁm
assessment of Russian-directed hacking. The incoming Administration i in & period of
trmsiﬁm—salningaweubawidevaﬂﬂyoﬁntdﬁmhﬁmﬁm,whﬂeiﬁs
‘building the incoming nations! seourity team. If confirmed, I will take very seciously
threats from Russie and any use of cyber ar other fools by any foreign actor — state and
non-state aliks - to undermine, jeopardize, or threaten U.S, national security interests.

Thess is no question that our country is living in a highly charged politioal environment,
T the weke of & hard-fought presidential election, political attempts to roll back and
-utidermins the legitimacy of the Presidesit-alect’s victory, along with inappropriate and
misleading leaks, have areated & sense of a mare politicized intelligence environment, It
is critiodl fhat intelligence anslysis not be politiclzed and that therenotbe a

senise of mistrust of the integrity of the Infelligence Community, 1tis in this context that
stetaments questioning the ohjectivity of reports or enalysis — without further
background or briefings — are better understood,

Rnsuring the integrity of intelligence analysis is ariticsl for our national secnniy

Presidents and policymakers, of any party, nedd to undexstand what the Futelligence
Coronmnity knows, what it esseases, the levels of confidence assipned, and what it does:
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not know with respect to national security threats. Thmwdabbaanmdulmding
and confidence in thoss assessments and judgments, even if they ron courter to
peederred or prevailing visws, Ultimetely, policymakers nmst decide how to judge and
use such information in formulating national security-related policy decigions.

The men and women of the CIA are dedicated patriots, and T am highly corfideat in tho
integrity of their wotk and their commitment to their apolitical mission and focus on
behatfof our nation. The sssurance of the apolitical natare of their analysis is sided by

emuﬁngﬂm&omrmnimamufobjwﬁwmﬂydsdmmgmmdwm
canvey that enalysis and CTA intelligencs asscasments to the Director of National
Intelligenoe, the Wmmmmﬁﬂnm:mmycmm
cangressional overseers.

B. How do you view your role in building trust between incoming
mwmmmmmmwmmv .

m~mmmmmmmmmmw
is critical for the Intelligence Community to fimction effsctively. I am confident that
mmmwm&mmmwmmmmmm

unique capabilities. Itis critical that CTA analysis in recognized as being apoliticel and
‘mmmﬁnﬁnm and authorities are seen ax asssty for the President and
the senior team to leverage.

Ecmﬁme&mymlnumnDMofﬁemmuhmMﬁeMmmd
analysis of CIA objectively and effectively within the executive branch and to Congress.
Tt will be kinportant to recognize and reinforoe that my role will not be as a policy or
Iawmaker, but instead will bs to divect the collection and anslysis of foreign intellipence
and convey that information and analysis objectively. I will work closely with the
Director of National Intalligence, whose role will be fo present the views of the
Intelligence Conummuity, inclding anty dissenting views within the community, to
policymakers, HuuﬂmiImemﬂMﬁdlmplnymmpMmbhbﬁmng
trast on all sides to ensure the recognition, understanding, and effiective use of CIA
enalysis and capahilition,

QUESTION 39: Acoording to pwoss stories, the President-alect has shown Hitle interest in
the Presidentisl Daily Brief (PDB) which iz offsred every day by the ODNI. Do you believe
that the PDB is ecaential to the Presidant’s understending of the threets facing the United
States? Bmmvdﬂymmmﬂwmmﬁncdﬁndmfommw
mﬂynhhemadsinuﬁwymw?

1 believe that intelligence is MWNMW&MM Tam
mmm&mmmm If confirmed, & central part of my job will be
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ensuving that the Preaident receives the intelligance thet is availablo to him, in the manner ho
finds most effective, and ensuring that CIA acquives information that he needs to defend the
country. Iam confident in CIA’s'capebilities to both acquire that information and to put info &
mmmmmmmwmmm ,

QUESTION 40: Given the President-slect’s staternents, how will you ensure that faere is no
mﬁﬁoﬂmmmmmﬂhﬁmwmmlymwhommﬂmtm
inconsistent with the preexisting views of the president or other policymalcers? Hnwwmm
otherwise ptoteot the independence of CIA analysis?

AsI:eapon:bdtonaﬁonll it is up to the Director and every CIA officer to maintain the
Agency’s independence and objectivity. This is at the core of the identity of every CIA. officer.
and activity. Tt is & cradlo-to-grave tequirement from the moment CIA hires a new employee
until he or she decides to leave, If confirmed as Divector, I will wark with my leadership team -
to keep & constant pulse on the workforee for objectivity concerns. 1have every confidence
that the President-elect understands the value of intelligence that is timely, acourate and
ineiphtfu] and completely free of politicized Input. If confirmed, Y will wark to ensure my
officess axe producing intelligence with the highast tradecraft and then will stend behind the
integrity of that tradecraft as they present it to polioymakers, i

QUESTION 41: Ploase describo yuur asscssment as to how well the CIA. takes appropists
mwmm&mmmmwmm
i e o e s :

I&k&kmﬁ&mﬁﬁﬁmﬁmﬁmﬁrmwwm Pechaps because
lives are on the lias, CIA has invested congiderable resources and effirt into this fssue. R is, in
my judgment, the pramier agenoy in the world at protecting classified information. Faftores in
ﬂdsmdmmdhave,oomed,mdv!gﬂmmmmwwdwmxmmeMmmm
andwmﬁadnﬂﬁmawﬂldwwxbemq\ﬂrad.

A, Ifcmﬁtmed.howwﬂlm mmmwmmm
and improved, if necexsary?

I think thers are & sumber of steps that CIA end the Intelligence Comuommity can take to

. improve the peoteotion of classified information. More implementing the
Intelligence Community Information Techrology Enterprise will anable the electronic
implementation of the need-to-know principle, CIA also has its own insidec threat
program. I cammot discoss'the specifics sbout that progoam in an unclassified setting but
ﬁm@lmmmmmmmwwamnmwﬁ
the Conmiittes in the fisture, ‘

EMMWMMWMWM%HNM
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Of course, thexe have been recent significant security failures committed by contract
employees of the IC. 12m aware that since the Snowden incident, theve have been czoss-
commmity efforts to modemnize the security clearance process for both contractors as
well as government employees. Iff confirmed, T will aggreasively seek to énsure we have
the most effisctive prograins for identifying insider threats.

QUEEIION&. Ifconﬁmnd.hnwwonldwumge.mdwhstpdoﬂtymuldmgiveh
addressing the following issues: ’

-A. mvulnbuhiﬁtyofmmﬁ)maﬁonaymm hannmespimagabymmd )

‘The insider threat is an important iasve for the U.S. ndﬁmnlsecudtycnmmnnﬂym
address. The CIA must work closely with the Intelligence Comnmmity to ensure there
are no weak Links or systemic gaps that create volnerahilities fr trusted insidess to harm
U.S. systems or engage it espionage. It is my understanding that CYA hes built and
continses to enhance an insider threat detection program. As with auy large-scale
infrmation system serving a geographically diverse population, CIA. relise on a
defense-in-depth spproach 1o protect systems and sensitive information. In addition,
CIA has strong Intelligence Commmnity-wide partnerships to strengfhen insider threat
detection across the commmnity. If confirmed, I enticipate continufng to suppart CIA's
insider fhoeat detection capubility to ensure the safbty and security of CIA. data, systems,
and personnel. Purthermors; I look forward to ensuring the Agenoy’s insider threat
progeam is appropristely resourced, managed, and coordinated with the broader

B. Thé valnerability of CIA information systems to outside penetration;

The CIA’s information systems are a highly atiractive target to nation states and other
aitackers. I confirmed, I plan on continning the Agenoy’s implementation of state-of-
the-art processes and techmiques to monitor and counter attempts t6 penetrate or exploit
- Agenoy information systems. 1 anticipate ensuring a cubture of oyber awareneas and
supporting lnvestment in information systenis infrastructure and supporting tools and
processes. The protection of these systems will grow even more impartant as actore in
cyber spaoce grow mate sophisticated and will require close coordination with, the Office
of the Director of National Inteiligence as informetion systems ave-farther modernized.

C. The readiness of CIA. to meintain contirity of operations;

The CIAs resilisnce and continuity of operations is an important foous for Agensy
leadership. It is my understanding that CIA is well-positionsd to sustein ite IT
operations and has devoted attention to its readiness and continnity of operations,
inchiding with the delivery of resflient critical information systems, H confirmed, T
_ anticipats contiming to support programs to advance and improve condinuity of
_opetaﬂmcapaﬁliﬂu alomg the spectium of core Agency activities. I will also plan
1o properly resource the dwelopmmmdm&edmﬁnﬁ:maﬂmnymmmm
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availability and resiliency.
D. mmdmmwmwmymmm

MmMmAmmdhmdmbmnmdmdmﬁmdamﬂmmm
creatively to changes in the information technology environment. That information
tocknology enviromment continmes to change tapidly and requires institutiona] agility to

- ensure the CIA can meet its mission goalg at the highest lovels. As I understand it, the
Agency hag taken great steps t0 ensure thit its (and the Intelligence Community*s) IT
infragtrocture and related digital techmologies maintein parity with commercial and
consumer advances, The CIA noeds to maintain the shility to adapt quickly to, adopt,
and loverage information fechnology advemces. If confirmed, I look forward to -
oouﬁnnh:gtompput]mmamadoptadvmedmhmhgiu mifom«uﬁvﬂyio
meetmﬂurmuﬁondmmdut apeed.

E. mm'ammmmwmmmhgy
professionals, hnhﬁngeommrpmml. . :

mm'snwwwmmmdmnﬁndwmoloymmmnﬂsummpm
mission requirement. With respect to roornitment, it is my undecstanding that the
contimod reqraftment of highty skilled information techmology professionals remains a
key strafegic priosity for CIA. Close partnerships with selected academic institutions

~ enahle CIA to recruit 8 workforce with the digitel skills needed to falfill an increasingly

. complex mission in a more technology and information driven wordd, Additionally, 2

new dedicated technicel hiring alament; & robust stndent work-study program; and
memmmmmmmmmm
talent with different skill lovels. .

mmwmrwmmmmw
and a veristy of impactful missions afforded to CIA personnel have aided in retaining
technical officers. The Agency encourages its officers to perticipate in technical
canferences and loarning programs and to soek & varioty of technical assignments
throughout CIA and the Intelligence Community as part of their prafessional
development. Maintaining Agency warkforoe morale and focus on mission - while
integrating and relying an information technology professionsls in the evohution of the
Agamyinnhiahlyﬂuidmimlogyenvimmmt wmdwaysbeimpmmrew&m
‘tulented professionals in this space.

Ifoonﬂmsd,'llookﬁxwudtomviswingﬂmamm end maintainitg the Agency’s
Mmmmmmmammﬁmmy

Q‘UBTIONJS' How do you think thet indtviduals who mishandle, intentionally or {
W ehutﬂedinﬁundimthldbodultwlﬂl? Wouldyuudawcﬁsﬂnuum
on ntent?
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ngﬁmwmuammmmmmmmm
U.S. national security. Individoals determined to have mishandled classified

should be treated in accordance with relsvant policies and the law, woomﬂngﬁudevm
fhotors including intent and harm to U.S, interests, Punishment mey vary depending on the
ciroumnstances of each cuse,

“To bogin with, indviduals should be granted sooess fo classified infhrmaticn oaly when clearly
consistent with the inferests of national security: To that end, as a general rule, persons who are

: Attomey
mishandling of classified information. Itis clearly the case thet the accountability agsociated
with mishandling of classified fnformation should depend on 8 mumber of faotors ineluding the
scope, duration, intetionality of the mishandling, but all cases of mishandiing of classified
Wmmummmwummwwm

Hm@rwmmmmwwmmmnmmmf
Nﬁwmmmmmmmmgmmbymmemmu
eppeoptiate for prosocution.

QUESTION 44: In answesing the following, please inclade your undeestanding of the

obligations of the United States under U.S, law and international law, as applied 1o the -
Intelligence Conmmutty, with respect to the detention and interrogation of detainees and
also with respect to acoess to them by the International Commitiee of the Red Cross.

A. 'What principles should govern the detention, inferrogation, and rendition practices
and policies of the CIA?

CIA aciivities conceming any detention, interrogation and transfer practices
shonldoomplyvﬂﬂxﬂwhwinanm Any activities of CIA, in this area
should also only bo rndertnken with a olear understanding of whether the activity.
is within a unique capehility of the Agency end is not én activity that can be more
effectively ar efficiently porformed by another organization. A number of
Wmawwmmmwmm

Mare specifically, I note that & number of statutory provisions and exooutive orders
currently goveen these activitios. Among other provisions, fhese include:

Detention: Mw&dclﬂlpmhih&bﬂwcmﬂnmopmﬂngamﬁdmy
- other than a facility used to hold individuals on & short-torm, transitory besis, Ifthe CIA
detained an individual, section 1045 of the National Definss Anthorization Act for
FY2016 requires the Directar of the CIA. to “provide the International Committes of the
Red Cross with notification of, and prampt acoess to, any individual detatned in any

m .
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armed canflict n the custody or nnder the effisctive control of an officer, employee,
subcontractor, ar other agent of the United States Government or detained

coniractor,
m;mmm«anedbyndwmm
of Defense regulations and policles.” Excoutive Order 1349] contuing g similar

‘The Detainee Treatment Act of 2005 providee that no individual in U.S. cnstody “shall be
subject to oruel, inkuman, or degrading treatment or punishment.” Executive Ordsr
13491 provides that eny individnal detained by the United States in an axmed condlict
“shall in all circumstencos be treated humanely end shall not be snbjected to violence to
mmmmmm&mmmmmmmmdm)
nor to outrages upon personal dignity (ncluding bumifinting and degrading treatment).®
Finally, Common Article 3 of the Geneva Convention provides that detatnees in 2 non-
international armed confliot “shall in all ciroumstances be treated humanely, without iny
mﬁmmdhﬁndmmmddmmcolm rehsimorfniﬂ:,bhﬂxuwu&&. ouqyotha:

Immm Seotion 1045 of the National Defense Authorization Act for FY2016

provides that no individual in U.S, custody may be subjected to any

) ququuummmwmmmmmmm
Exsontive Order 13491 contains a similer requirement. Other statates, including the
Detainee Treatrent Act of 2005, ﬂwTottumMand&eWarcdmuAct,aho

mhmmmﬂmym i

ZTranafer mwmmmmmm&wﬂ”s (“FARRA")
provides that “fijt shall be the policy of the United States not to expel, extradite, or
otherwise effect the involuntary return of any person t0 a country in which there are

 substantial grounds for belisving the person would be in denger of being subjected to
'mwwmumhmmhmw States.” .

mmmmmmmm:mﬁmmmmc@maqw
on Transfers, Under this polioy, cach Community eloment authorized to

* conduct or participate in the involuntary transfer of a perscn, regavdisss ofhis orher

- country or origin, to e foreign state or entity shall ensure that they have in place
implementing siandards, in acoordance with the Report of the Special Task Force on
Interrogation and Transfer Policies, issued pursuant to Excoutive Order 13491, Such
Intelliganne Comanmnity element standards shall include, but are not limited to:

. vaﬁmﬁrhumégdhmémmtofmm

_®» An express statement that under no Wmmlﬁﬁmﬁmﬂy
clement transfer any person to & foreign state or entity where it is more Hkely than not
that the person will be tortured; and

o A requirament that thb Intelligenoe Conimumity element will teke appropeiate siops to
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torture by a foreign state or entity.
Article 3.1 @mmcmmmwrmmmm

Wosmmmmmm«m&hapmmmﬁmm

" where there are substantial grounds for believing that he would be in danger of'being -
subjected to tortare. For purposes of determining whether there are such grounds, the
competant authoritios shall take into acaount all relsvent considerstions including, where
@pﬂoﬂqﬁthmmwwnmmﬁmﬂw
ormviohﬂonsoﬂmmmﬂglm.”

FARRAmq&umMnfmpﬁmwwmwopuguhnmsmmqﬂw
'ﬁnohﬂgahmofﬂaet}s umier Artiple 3 of the Torture Convention,

B. mmummmmmmmwm Ifnot,w{ut
differences do you believe would be justified? Toﬂ:oexmwmy difference may be
jmﬁﬁed,wlmtﬁmdamntalmquhm&mldbecmm

Section 1045 cfﬂmNaﬁmnlDefenseAnﬁmﬂmﬁmActﬁnmom pmvidesﬂutno
individual in U.S. custody may be subjected to any intesfogation technique or approach
fhatismtmﬂmﬁmdbyandmdinmmﬁdﬂm BquﬁveOndu13491
contains 8 similar requirement.

1 confirmed, I will cansult with experts at the Agency and &t other organizations in the

investigate any credible allegutions that a transferred person has been subjected to

treatment and interrogation of individuals. And any sach differences will need to be

- based on & olear, justified need and carefully implemented by appropriate experts and full
oversight, I expeot to consult with the full congressional Intelligence Committees on any
dﬁhuwwﬁnmnmoﬁmmhdbgmqumdmmhw

C. What i3 the appropriate uss, if any, Mommwiﬁﬂnthﬂnblﬁm
Commumity in the interrogation of detainees?

The involvement of contractors in interrogations must be consistent with all applicable
law. At times, contractars may supply expertise, such as a partioular langnage skifl, or
mmmmmmmm In addition to complying with
mmmMMmmemMW
funotions, The Federal Activities Inveninry Reform (“"FAIR™) Act of 1998 defines an
wuviuuhhmmﬂyguvmmdwhmkhminﬂmaﬂymmdmhpubﬂcm
thet perfarmance by Pederal employses is required, Contractor involvement in
interrogations is consistent with ths FAIR Aot if dons under the supervision of a U.S.
Govermment amployes, and Appendix K to the Army Field Mannal pecmits the use of
canteactors to augment existing U.8. Government interrogation capabilities and bridge
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pecscnnel gaps. '
QUESTION 45: Do you belicve the Army Field Marmal applies to CIA.
interrogations?

Seotion 1045 of the Natiana! Deftase Authorization Act for FY2016 provides that no individoal
in U.S. custody may be subjected to sty interrogation technique or approach that is not
sathorized by and listed in the Axmy Field Marmal, Executive Order 13491 containg a similar
requirement. Both of thess requirements apply to CIA.

QUESTION 46: Do yuu cansider interrogation tockniquos sach as waterboarding and otber
harsh tactios to be effective in producing socurste intelligence? If s0, based on what evidence?

The corrent Administeation has submitted to the Committes detniled wiittn documents
detaifing results of the Agenay’s interrogation program: the produstion of vnique intelligence
that led to ths disrmption of terorist plots, the capture of terrorists, and the saving of Eves. I
would refer you to those publicly availabls documents from the current Administeation. With
the information I have reviewed to dats, I do not disagres with the muterial submitted by the
Ohmudmimsﬁm See.ﬁ:tenmple,

mmmmmmummmmmmm
produoed the same results, I understand that ons of the barshest tactios - waterboarding — was

1ast used over mmmmmmmmmmmwm
the treatment of detaineos has changed in many significant weys since 2003.

QUESTION 47: Do you belisve the High-Value Detatiwe Inteerogation Group (HIG) is
effective? If confirmed, will you sopport the HIG and help ensure that it is able fo deploy and
that Hs expertize is brought to hear with regard to the intarrogation of high-value terrorist
dotainees?

I bave not studied the effiectiveness of the HIG. I support the moat efficient and affective

msthod of coordinating the intecrogstions of high-value tegrorist detainees. If confirmed, I look
forward to engaging farther with the Director of the FBI and Secretary of Defonse to deteemine
howbeatmluwlnufmmmm obmtbsamdﬁmmnadhmﬂsnﬁm.

QUESTION 48: anouhvqudaBﬂl(JmaryZZ,ZOM)pmlﬂbiuCIAmdyuf
detainees beyond a “short-tenn-transitory basis.

A, Do you support this prohibition? Inot, why?
1 have not consulted with Agency experts an whether the limitation in E.0. 13491 on

CIA activitios related to detaining individuals has impeded specific opamtional needs
relxted to protecting fhe country. Inote that there are a mumber of other U.S.
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government orgenizations with significent experience and capability on the long-term
detention of individuals, including the Department of Defense and the Department of
Justice.- I am not aware of a need for the Agenoy to undertake long-term detention of
individuals, but have not consulted with Agency experts on current operational needs,

B, In September 2014 you said thet, “Pregident Obams has continually refhied {0 taks the
mmmmmwmmwmw
pmgmninmw”umumple. '

’ C.Doyoubd:mﬂxqpomdmuldom‘l

If oonfirmed, I will consult with indelligence profassiongls to understand the current
operational need as of 2017 for any changes to cumrent intervogation or detention
programs involving CIA. Any recommendstions for changes to the current program that

Iwonldmabwddmwbehaedmmmﬁmimlndms: current throets to the
ocountry, speoific intelligence needs, and any uniqus capabilities and experience of CIA

. compared o other U.8. government orgenizations. Fundamentelfly, any program must
fully comply with the law, which currently sets forth a deteiled framework goveming the
éumﬁmandmmmofmdiﬁdnﬂs.

QUESTION 49: In light of recent events inoluding the Arsh Spring, Crimés, and the crisis in
Syrig, there have been rumerous articles and speeches shating how “wiy no one ssw it
mg”mmmymmmuammmmmmmcmmyh
terms of “eady warning.”

A, What do you believe is reasonable for policymekers to expect the

Trtelligenoe Comomnity to be able to antiolpate in tecms of major
geopolitical eveats?

Plense refer to my answer fo question 49B.
B, I3 it rensonable for policymakers to expeot the CIA fo anticipate such events?

The CIA's founding can be traced back largaly to the stteck at Pear] Harbor. Providing
stratogic waming is & cone CTA responsibility, When intelligence leadess describe the
complexity of the threats they face today, one aspect of that complexity is the diversity of
those fhreats. CIA sud other intelligence agencies are built around stweling secrots, but
 soms things are unknowable, CIA should know if Russis is planning to fnvade Crimea or
if Syria is dropping chemical weapans on its people. And CIA should know that soms
governments have termons sapport from their power bases and fhat thinking through .
cantingencies that could lead to their downihll would be wise. However, policymakers
wmmmmmmmmmmmmmwmﬁmm
that this event would
downb&tahlﬁmsﬂfdeudedtoﬂeeﬁnwm&y :
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Kussia

QUESTION 50: What is your view of the IC’s coordinated assessment on Russia's
cyber activities, as described in the October 7, 2016, DNI-DHS joint statement?

Please refer to my answer to question 38,

QUESTION 51: This Committee is planning to conduct an investigation into Russia’s
involvement in the 2016 U.S. clection. If confirmed as CIA Director, will you support the
Committee’s oversight investigation and promptly provide any documents deemed necessary
by the Committee?

If confirmed, 1 will support the Committee’s oversight investigation and will promptly provide
any sppropriate information that will cnable the Committee to fully explore the issue.

QUESTION 54: In your Fchruary 26, 2016, piece in the Washington Examiner, you noted
that you had rccently applied for a visa to travel to Iran and that the visa was denied.

A. What was the intended purpose of your visit to Iran?

B. As Dircetor of the CIA, would you encourage Members of Congress to travel to
Iran?

As a representative of the 4™ District of Kensas and a House Permanent Select
Committee on Intelligence member, I spent many years focused on the threat from Iran
and have followed the nogotiations leading to the Joint Comprehensive Plan of Action
(JCPOA) with Iran, This includud travel, rescarch, and bricfings. As explained in my
visa application and op-cds, 1 had several goals in my attempted travel to Irun, including:
demanding the release of detained American citizens; meeting with human rights
activists; testing proclaimed Iranian openness to dialogue with the West; and
understending beiter Iranian leadership understanding of the JCPOA terms and the
regime’s intent to comply with the JCPOA. That trip did not materialize since the
Iranians denied the viss request.

If confirmed, it will not b my responsibility to encourage or discourage congressional
Members’ internations! travel. 1 will look forward to providing background information
regarding propused visits and the potential impact of « Members® internations! actions, as
requested.

QUESTION §5: In July 2015, the United States, Iran, France, the United Kingdom, Germany,
China, Russia, and the Huropean Union signed an agreement intended to prevent fran from
developing a nuclear weapon for at least 8 decade or more while imposing a strict oversight
regime during the following yoars. The doal is based, in part, on cnsuring that Iran remains at
least a year from developing enough highly enriched nuclear material to build & weapon. The

K}
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Unitod States Intelligenoe Community plays aniqmlmtmleinﬂnmmﬁoﬁnsmd
verification of the JCPOA.

On July 14, zoxs.ymmmop-edmwmjm

[fomﬂmad,mwmboinapodhmbmmddhetmmdyds aboutlun’aadhumpe
to the deal that might conflict with your preexisting percoptions of the deal. ‘Will you commit
bm&gmhdﬁxﬁmﬂbwm&_mﬁmw

The CIA and the Intelligence Community play a critical role in monitoring and evaluating
fran’s adherenoe to its commitments in the JCPOA, slong with any threats Irav. poses to the
United States and our allies. If confiemed, I commit to reporting to the administration sand to
Congress the objoctive atialysis of the CIA regarding Iranian sotivity tied to its mclear
program, alang with other Irenian activity that poses & direct or indirect threat to U.S. interests.
While ! stand by the critiolsm I leveled againat the JCPOA as a Congressman, the role of the
DCIA. is to report relevant faots and analyxia related to the JCPOA to policy makers in the
executive branch and Congress. )

QUESTION 56: In your July 14, 2016 op-ed, you wrote that “Congross rmust act to changs
Tranian betavior, and, ultimately, the Irenien regime.” Do you stand by this statement?

As a member of Congress, 1 have lang held the view that the current Trandan regime — a lsading
state spomsor of tesrarism - represents a threat to U.S. and allied interests, Since the 1979
Tranian Ravolution, American policy towerd Tran fncluding the verious sanctions imposed on
the regime sincs then by the United Sintes, the European Union, other courtries, and the Unibed
Nations, hes been intended mainly to changs Irenisn behavior, with respect to its koman rights
abuses, support for terrorism and rogne regimes, and pursuit of mwieer and ballistio missile
gapabilities.

In thoroughly evalnating the JCPOA, and its impact and implications thus far, 1 came to the
oonclusion that emboldening a dangerous regime, without changing its bebavier, ianota
sustainable policy. Istand by my statesnent, for I beliave, as a polioymakes, that

about the Iranian regime needs to change. The method of this change could take many forms.
If confirmed, I look furward to my role in helping evaluate whether the Iranian regime is
adhering to its JCPOA commitments and whether and how it presents a threat to the U.S. and
our inferests,
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January 3, 2017

Senator Ron Wyden

Senator Martin Heinrich

U.S. Senste Selsct Committee on Intelligence
211 Hart Senate Office
Washington, D.C. 20510

Desr Senators Wyden and Heinrich:

Thank you for your letter dated December 23, 2016. As requested, I have completed your
Prehearing Questions, and I have enclosed my responses.

1 look forward to appearing before your commitiee on Janusry 11%,



The Committee’s questions reference your Jmmtyzow op-ed in The Wail Strest Journal in
which you wrote: “Congress should pass a law ro-establishing collection of all metsdata, and
combining it with publicly aveilable financial and lifestyle information into a comprehensive,
searchable database.” Please answer the following additional quastions,

o - Pleaso clarify whicther “collection of all metadate” was a reference to bulk collection of
metadsta. If 50, what kinds of metadata do you believe should be collected in bulk and
- entered into a "compechensive, searchable database™?

xmmmmwﬂnwmmmmﬁﬂngmum
availahle for review under procedures and conditions reviewed and approved by federal

As noted in the op-ed, I wes generally referring to additional publicly available data on the
internet or ather public databases that can provide important clues in identifying those who
would seek to harm America. If confinmed, I will defer to policymakers, inoluding the
Congress, on whether it would be appropriste to collect metadsta and publicly available
datn, the exact information to be collected, who 'would collect such information and
restrictions. Inote that such activity would be the responsibility of the FBI or
other appropriate organizations. Inote also that the Intelligence Commmmnity has, for many
decades, applied restrictions to minimize information collected on U.S, persons, including in
s0mo cased, restrictions carriod out undex the approval and supervision of federal judges. 1

. mmmmhmummmuw
equally under the law, uﬂmﬁﬁmhmﬂcﬁmmﬁamﬂeﬁmwmm
of metadata vs. the other?

These are very important questions that mewit thorough study. There are a wide variety of
constitutional, statutory, and other regulatory rules governing the treatment of different
types of metadate, These rangs, to just name a fow examplos, from Fourth Amenciment
considerations, to the Foreign Intelligence Surveillance Act (Including items like Pen
Register/Trap and Trece provisions), to Federal Communications Commission rules on

If confirmed, and such issues were relevant to the CIA mission, I will consult with Jogal
experis on the appropriate treatment of metadata to inchie éxamining the specific metadata
ummmmwmmﬂnmmm 'IhaCIA'ldm
mﬂecﬂmﬁmlddwlbedﬂvmbyhmm
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o Please clarify “publicly awsilable finsncial and lifestyle information.” What constituies
wﬁmwwm it inclade iuhmltionwwldndbyctpuchuad
from

mwmw»mmwmnmdwumu
helpful in protecting the country, I did not set forth & specific list of items, but in general
waa refiaring to publicly availsble information, not information purchased by thicd pastics.
Howevez, to ths extent there ix publicly svailable relovant inteltigence information that may
be obteined in full complistce with sll privacy laws, such information should be considered
as approprinte, if necessary to protect the country,

. MM‘WMM&M'WMU&M
departments and ageccies, as well as federsi, sinte, locel snd/or tribal eatities, should
have access to the dxtabase or 10 information derived from the database? What
restriotions, if any, do you beliove should be placed on seurches of the databuse and
dissomination of the results of such searches, whether to U.S, intelligence and law
Wdﬁuchwwmmm&hﬂmﬁmhh
databuse be retained?

mMmmeMWmhm#mumh

retention tireframes. 12m sware that intelliganoe agencies, inciuding the CIA, are subject
gswdeWMMhmhmmd
8. person

s Please provide additionsl detail on the role of the CIA with regard to the
*oomprehenyive, searchable database,” specifioaily whether, in your view, the CIA
should have diroct acooss to the databass, whether the CIA. should conduct or request
quesies of the detabase, whether information from the datebase should be disseminsted
to the CIA, and what restrictions, if any, should apply to the CIA's uee of
information from the datebase,

Myopedwddpsdhmvﬁeamﬂﬁwﬂhenhmdmmumh
helpful in protecting the country. rﬂmm.&nmﬁnmum
govern exact acosss by CIA to such information, the restrictions on searches end
dissemination, or restrictions on use of informstion. ] am awsre that intelligence agencies,
including the CIA, are subject to Atiomey Geneeal guidelines snd detaiied rules governing
the avcess to and handling of U.S. person data. Any such program for collection would be
. governod by rules and law set forih by policymakers that account fr the full spectrum of
indercsts and, with respoot to U.S. peesons, the CIA would be expected to participste only to
hmnummmmmmu

o The CIA's minimization procedures with regard t Section 702 of FISA state: *CIA
personne] may quesy CIA electronic and data storage systams containing
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wmmmmmm 702 of the Act.
[REDACTED] Such queriee must be reasonably designed to find and extract foreign
intelligence information, CIA will maintain records of all such queries, incinding but

not limited to United States person names mdm-.mmmdomm
review CIA’s quaries of content.” Other than the requirement that the quezy de
“reasonably designed to find and extract foreign intelligence information,” do you
believe there should be eny limitations an CIA queries of U.8. persons for purposes of
reviewing the content of communications? What Hmitations and reporting requirements
doymbalbnshmddapplytoU.Spmquduome?Wwd :
metadate?

hhm:'wmm;me,phmmchmﬂﬂdmu.woﬂn
term to isolate commumications with that term within & larger pool of datn that an agency
has already lawflilly collected. Itishnpmmmbﬂ:nqndndomtmkinm
additional collection of any information,

mmmmmmmmmcmmhm
reviewed and approved CIA's minimization procedures, including its limitations on
‘queries, finding the procedures consistent with FISA and the Fourth Amendment. Those
minimization procedures require that “Any United States person identity used to query
Ammwmmmmummuby.mamm
that the use of any such identity as a query term is reasonably Hkely to retum foreign
intelligance information, as defined in FISA® I onderstand that as pert of Section 702°s
extensive oversight, the Department of Justice and the Office of the Director of Nationsl
Trtelligence review all of CIA’s U.S. pesson queries of Section 702-soquired content to
ensure each query satisfies the legal standard articulated in the question. Any
m&mmﬁmﬂmmﬁmwmnﬂ&am .

hmdU&mmdeﬁMhMqu
malke publicly avaflable an annual report tliat provides — among other things —a good
fhith estimato of the mumber of U.8. pmqtnﬂuufﬂecﬁm?@-dedvedomd
Section 702-derived metadata,

xmmmdumnuwmmhm&-mm
-&gnﬁﬂmdmﬂddm.

Ifoonﬁmd.lvdnbohppybm MMMMMM

. onCLA'ubilityhdimmdnlyuMmlhvameonﬁs
- Agmcy’smminﬂﬂ:m

j Section 702 umwmmmmmw
of U8, pomos, As CIA Diréctor, what palicies would you adopt with regard to
nominating targets of Section 702 collection in arder to guard against reverss
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1 understand there are already Agency polioies to prohibit CIA officers from “rovemse
targeting” U.S. parsons and pecsons inside the United States. If confirmed, I intend to
contirme those policies. As part of Section 702 oversight, DOJ reviows all nominations for
compliance with the targsting procedures and the statutory requirements, including the
prohibition against Yeverse targeting (ODNI reviewn a samplo).

Bi-monthly repoits documenting the results of each review are submitted to Congress as
pact of the semiannual reports required under 50 USC 1881f. Any complisnce incidents
discovered in the course of DOJ and ODNI's oversight are reported to the FISC pursuant to
Rule 13(b) of the FISC's Rules of Procedure and to Congress in the semiannual reports.

What differences, if any, do you believe should exist with regard to CIA access to,
queries of, and use, dissemination and reteation of U.S. person communioations
collectsd pursusnt to Executive Order 12333 as compared to comnmunications collected
porsuant to Section 7027

Tunderstand that all collection and use of U.8. person information is governed by law
and policy. Ths collection of communications ander Section 702 oocurs under the
important, but relatively narrow, circumatanoes where the commmnications of a foreign
national located abroad may be obtained with the assistance of & 'U.S. service provider,
wwmmammu mwpnofmguﬂngmdmln!minﬂm
procedures required by Section 702 are generally appropriate to that collection activity
mmmmmmmmoﬁmmnﬂ
becanse the involvement of U.S, service providers may implicate U.S. person
communications to a greater degroe in the event of egror.

Because CIA activities under B.O. 12333 are strictly focused on collection activities
ebroad, with very imited exoeptions, there is & smaller risk thet these activities conld
implicate U.8. person commmnications compered with oollection under Section 702.
Additionelly, CIA's E.O. 12333 ectivities involve a fisr grester vatlety of collection
techniques, and aften cocur under circumstances where the collection opportunity is
limited, costly, risky, and fragile. Thus, compared with Section 702 collection, the
CIA’s collection antivities under B.O. 12333 require a far greater degree of agility and -
flexibility to obtain intelligence of sufficlent tineliness and rolisbility. Forthese
reasans, the CTA's acoess to, queries of, uss, dissemination, and retention of U.8. person
communications under E.Q. 12333 are appropriately governed by broader and more
flexible guidelines, compared with those required under Section 702.

Executive Order 12333 states that the CIA may conduct surveillance within the United
States “for the purpose of fraining, testing, or conducting countermeasuros to hostile
Wcmdnm”ﬂomemM implementation of this
nﬂnﬂtydoesmndvmelymv.s persons’ otvﬂﬁbuﬁuuoﬂuwlnmlth

- ClA surveillance of U.S, persons?
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Under B.O, 12333, the CIA may not engage in electronic surveillancs within the United
mm&mmamwummww
electronic surveillance, Surveillance conducted for those purposes is governed by
procedures established by the DCIA and appraved by the Attomey General, after
cottsultation with the DNI. Jn addition, sctivities that constitute “electronic surveillance”
within the meaning of FISA, 50 U.8.C. lwl(ﬂ,mtubjwtmﬂnmm
requirements set forth at 50 USC 1805(g).

. Inorder to protect the privacy and civil liberties of U.8. persons, thess activities are limited
in extent and durstion to those necessary to acoomplish the purpose of the activity and not
directed at the communications of a particular pexson. With respoot to testing or training,
any information obtained in the course of aotivity should be retained and used only for

- purposes of the perticular testing o training activities and destroyed as soon as
peacticable. With respect to countermeasures, any collected information should be used
only to protect againat unautharized suevelliance or disseminated only to appropriate

" agencies for enforcement of fideral statutes prohibiting such unsuthorized surveillance. ¥
confirmed, I intend to continue these protections for the privacy and clvil Iiberties of U.S.
persons.

. Doyoubohmbcmuhoaldbanﬂnﬁudbmmus.m social media
mnmmmmmmmmwmm
authority would provide the basis for such monitoring?

mmmmmhﬂmﬂﬁmmwmmwmav&
‘pecsons onty in firrtheranoe of its anthorized fimotions, and in acoordance with the -
Congstitution, federal statutes, and presidential directives. The collection, retention, and
" dissemination of information concerning U.8, persons may be undertaken only in
accordance with Attorney General-approved procedures,

. .
“The Committee’s ‘questions reflrence the statement in your WallStreet Journal op-od that

Presidential Policy Directive-28 *bestows privacyrights on forelgnersand imposes -
wmmmmm Pkmmﬂmﬂovhgddlﬂmﬂ

. Whltdoyoumuﬂ:apouiblemtobilml xdlﬂnmhpl,imhdinsbﬂm
intelligence relationihips, to eliminsting ot modifying PPD 287

mmwammummmzxwmwmmmm
Involved end the specific nature of any changes. Some countries, for exaniple, have
intelligenoe laws in effect that are samewhat more liberal than the restrictions in PPD
28, and thoss countries might not object if the U.S. modified PPD 28 to be more in Kne
- with their own lawa, Other nations might be conoerned about s modification to FPD
mmaawwmmmmm
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» Concems about U.S. survelllance activitios have Jed to Iitigation in Burope that
prompted the Court of Justice of the Europoan Union to strike down the Safe
Harbor Agreement (which was tho logal basis for companies® transfers of data
‘between the EU and the U.8.). As CIA Director, would you suppost reforms fo U.S.
mmhmmmmm

These [ssues affisct multipie agencies, as well as the private seotor., lfconﬂmad,lwm
mwlﬁmmﬁmhﬂ&mﬂoﬁ&fpwmmﬂbmmmlmubﬂaﬁc
understanding of concerns related to U.8, surveillance prograns before undertaking -
changes or reforms, if those are determinad to be necessary and applicehle.

o Is it ever appropeiase for U.S. person information, coflected in bulk by s foreign
mwbommmwwmmwcw Iflo.
what limitations should bo appliod?

T understand that, in fall complisnce with law and Attorney Genernl guidelines, it may
be sppropeiate for CIA fo oollect infoemation in bulk, To the extent US.person
information is involved, CIA follows regulations and Attorney General-epproved

- guidelines in handling of such informaticn. Ifa foreign partner furnishes U.S, person
information, I understand that information would also be handled porsuant to CIA
srogulations and Attorney General-approved gnidelines. At times, U.S. peson.
information may be highly relevant to protection of the country, smhuaomwhma
U&thWhmﬂWumMﬁxMhﬁu

¢ Aocording to-the CIA"s policies and provedures related to signals
intelligence:

“The collection of foreign privats commercial information or trads secrets is authorived
only toprotect the nagional security of the United States or itz partneys and allies. It is
not an authorized foreign. intelligence or cowmssrintslligence purpose o collect such
mmwammmmmwm businezy
sectors commercially. Certain sconomicpurposss, such as identifving trade or sonctions
violations or government influence or direction, shall not constituts competitive
mn .
How will you ensure that CIA collection and analysis is not used to advanoe the
competitive advantage of U.S. companies and business seciors in which members of the
ndnﬂﬁshum.tbﬁr farnilion and associates, have en interest?

. IWMmMAg:qponmgs?om%oﬁmﬁmMm
: memmmmmmmm;dmm
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Encrvption

» In your Wall Street Jourmal op-¢d, you wrote that “the use of strong encryption in -
personal communications may itself be a red flag.” Are there any circumstances in which
the use of strong encryption could be a basis for surveillance, partionlarly of U.8.
persons?

CIA is prohibited from condaoting elsctronic surveillance ingide the United States, axcept in
limited circumstances. The CIA may conduct electronic surveiliance of a U.S. pecson, who
is located outsids the United States, if there is probable canse to believe the U.S. peson is
an agent of a foreign power and upon obtaining & warrant by the Foreign Intelligence
Surveillance Court, .

" In my view, 2 U.S. porson’s use of strong encryption would not be sufficient by iteelf to
establish probable cause that the person is an agent of a foreign power. However, if CIA
has reason to believe that a nxmed U.S. pezson has been in contact with known or suspected
terrorists, viewed or posted violent extremist propagands online, expressed a desire 1o
conduct s Homaland attack, and recently started using encrypted communiostions, his or her
use of those communications should be considered in the couzwe of the FBI investigation
into the person. . :

Ipterrogation

s The FY 2016 National Defense Authorization Act prohibited any interrogation
techniques not listed in the Army Field Manusl (AFM). Do you agree that, under
current law, the use of imerrogation techniques not suthorized by the AFM, incinding
the CIA’s former * enhanced interrogation techniques,” is illogal under any

Section 1045 of the National Defanse Anthorization Aot for FY2016 provides that no
individual in U.S. custody may be subjected to any interrogation techmicque or sppeosch -
- that is not suthorized by and listed in the Army Field Manusl, Executive Oxder 13491
contains a similar requirement thus rendering the use of such techniques by the CIA
- illegal, Other ststutes, inchading the Detxinoe Trostment Act of 2008, the Torture Statuts,

- and the War Crimes Act, would peohibit oertain interrogation technicues, alone or in
combination. .

e If you are confirmed and you are directed by President Trump to suthorize
inteerogation techniques that are not authorized by the Ammy Fisld Manual snd are

I will never consider taking action inconzistent with the lsw. I also do not accept the
hypothetical premmisc to this question. I have no reason to believe that President Trump
will direct me not to follow the law and I will follow the law. I have no expectation of
Teceiving any directions that do not comply with law.
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o Will you commit to' informing the full Committes of any changes to detention and
interrogation policy?
Tunderstand that detention and interrogation issues are of irtorest to the
mmwmdlmmwmhw;mﬂhdmw

o What is your view of Appendix M of the Army Fleld Mamnal (AFM) and its potential
for abuse? Would you ncomudlmdﬂmof&eAFM hmbm
coercive interrogation techniques?

: Immm&mwmAMMoﬂnAmyMMmﬂ,MI
have not consulted with the Departmsent of Defense, which may be better positioned to
provide a view, Ido not see potential for abuse by the CIA and would expect sny such
activities to comply with the law under appropriste oversight,

¥ confirmed, I will consult with experts at the Agenoy and at other organizetions in the
U8, government on whether the Army Field Mannal uniform appliostion is an
impediment o gathering vital inteiligence to protect the country or whether any rowrite of
the Amxy Field Manual is noeded. That said, I noto that this is a marmal .
designed to govern the armed fhroes and it would be wousual for the CIA to play a
significant role in changes to & mumal designed to govern the conduot of the Anny. If
any changes are justified, a fundamental requirement is that such changes fully comply.
with law, including lnws governing the treatment and intesrogation of individals. And
any such changes would noed to be based on a dlear, justified need and carefully
memmmmm T 'would expeoct to consult with the
full congressional Intelligence Committees on any differcnces that are sppropriste,
incinding any changes to lsw that would be required.

o Last August, the High-Vaiue Detainee Intorrogation Group (HTG) relexsed its first
mdmmmmmmmmunm
lessons have you teken ﬂmiﬂ

Yes, 1 huve read ths report. mmhsmmwmum
including thet inferrogation is & team effort, interrogations should be plenned and organized,
and the intermogation team uses stratogios and ovidence. I took sway that the document is a
helpful, bigh level overview of organization and plarming stratogies. I certainly respact the
work that went into the report and consider it & contribution to the debate. I allow for the
possibility that others may have differenit views however.

mmmummmmmofmmsmahcm-mof
the CIA's Detention and Intecrogation Progtam, you released a proas staternent that stated:
“It ishard to imagine & sound reason thet Semator Feinstein would put Americen
operstors and their families at risk.... The sad conclusion left open: is fhat her release of the
repart is the rosult of a narcissistic self-cleansing that is quintessentially at odds with her
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duty to the country.” Although you directed your attack at then-Cheirman Disnne Feinstein,
your criticisms would apply to all members, from both parties, who nppamdﬁnnb-eof
the Executive Summary.

e  Why shoukd your reaction to the Comumittec’s release of the Executive Summary not be
interproted as antipathy toward the role of congressional oversight of the CIA? Do you
beliove that U.B. Senators, from both parties, who supparted the reloase of the Study

acted “at odds with [their] duty to the country”?

My siatemmeat did not expeess antipathy towand the importent rale of congroasional
of the CIA. Indeed, ] believe that strong congressional oversight is cssential and believe
that I have boen & part of such oversight in my role as 8 member of HPSCL :

In my responses to the Committee, I have exprossed at length ray views on the

role of congressional oversight of the CIA and the impoctance of keoping the Committes
fully and curvently informed. As & Member of the HPSCI, I understand and bave a great
appreciation for the role of congressional oversight in our democracy.

No, 1 do not beliove that Senstors who supported the release of the reported acted at odds
with their duty to the country. While I stand by my concesns about the relesse of the report,
I realize this discussion of activities, many of which took place over & decade ago and before
xmmhmmwmwmmmm

xwmmwmmmmﬂunmmmm
mmummwaummuhmmmmuw.mmnmmn
mmmwmmwhm desexve our gratitude, not endiess
Investigations and scom.

. WhmmMeMMhdmmdﬁnkawﬁwSmuthﬂfm
mmradkmﬁmmm?ﬁn,dommdbymodﬁmlm?

: Wbmmmmmﬁ.lhdnﬁumdonhofﬂnudotdmﬁhm
Summary, but had not reviewed in full. Ibvemanvlwndhb&uuﬁvo&myin
fall, Imdbymymnbovuboﬁﬁum

. mmmmmmmwwm dﬂlihay
wmmmmwmy

mm&mmwMuwwﬂam Nmnnt
authorized. The Exsoutive Summary also discusses the diffiouity of standing up an astivity -
quickly that was now to the CIA under & fime of tremendous pressure and threat to the
oountry. There were a mumber of Jesscus leaned that have been acknowlsdged by the
Agency concerning oversight, complisice, and management contained in the report,
Regarding conoerns, I worriod about the effiect the relesse of the repost would have on
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Wmmmmwmmmmmmm
conclusions.

‘The report and the rebuttals sre voluminous. A full recitation of the charges and
ocountercharges would be impossible in this format. President Obama’s adminisiration hes
detailed & sumber of dissgreements with the Executive Summary and the conclusions drawn
in the report about the inteiligence gathered from the activity. I have not cxrried out my
own investigation, but have no basis for disagresing with the view of the Administration and
intelligence professionals who have sct forth thedr view of the value of the intelligence
gathered. Howover, the report is an example of sggressive congressional oversight and I

- respect the Committes’s wortk, sspecially its oversight function, which s core to our
democracy. .

¢ Have youread the full, classified Study, ar portions thereof? If not, will you agree to do s0?

I've read the unclassified Executive Summary and small parts of the classifiod study. I
confirmed, I will be happy to revisw parts of the classified Study relevant to the position of
DCIA and the SSCL

e Since the release of the Exeoutive Summary aver two youns ago, thers have been 0o
indiostions that the release resulted in attacks on Amerioans, What leasons have you
taken from this?

Ihuvenﬁmkmdmmm&hwdbmwwm
ettncks agninat Ameeioans or ofhor negative consequences from the reloass, Ifit is the case
that there have been no sitacks, wo are fortunate.

* You bave sixted thet the CIA’s Detention and Intecrogation Program was opersted “with
the full knowledge of Senator Feinstein.” Seastor Feinstein did not beoome Chairman
until 2009. The CIA has not disputed that it first briefod the ful! Committee shout the
progmm on Soptember 6, 2006, more than four years afler the program wes initiated.
Do you have any additional infbemation to indicate “full knowledge” on bebalf of
Committee members? -

Ido not have additions] information. I understand that the Administration has released
records detailing the briefings provided to numerous mambers of the
mmmmmmwmmwmm
the full Commitioe until 2006.

Rendition/transfors

The United States recognizes its obligation, under the Convention Against Torture, not to
“expel, roturn (‘refouler’) or extradite 8 person to snother siate where there are
substantial grounds for believing that he would be in danger of being subjected to torture.”
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¢ Do you support this prohibition in all circumstances?
Yes, I support complying with current law.,

e Hthe CIA were involved in, or were to provide intelligence or other support to an
extradition or rendition, to what extent do you believe the CIA should direct resources to
collect on whether there nubmﬂﬂwmmwhhgﬂmﬁadmhhw
of being subjected to torture? )

Iwmmmmmmdmﬂﬁmmdm
countrics, including at times the treatment of detained persons by other covmtdes, As Ihave
outlined in other responses, I understend the U S. adheres to certain obligations related to
American involvement in transfiers of & person and CIA would respond to

requirements related to such transfer and obligations pursuant to intelligence priceities and

o To what extent should the U.Sl Government rely on “diplomatio assurances” provided by
countries to which detainees may be extradited or rendered? Should such assurances be
acoepted from oountries with established records of committing torture? .

Tunderstand that assurances provided by other countries have been a valuable tool for
ensuring that detainees aro troated humansly, In most cases, other countries are likely to
treat assurancos provided to the United States government as an important matter. Like any
commitment, the credibility of any assurances should bo assessed on a case-by-case basis in
light of all the relevant factars, tncluding the practices of the couniry providing the
msﬂumm‘smmddmmmmmmﬁdb
mmmmmm

¢ You have made comments indicating that Individnals captured by the US abroad should
~--not be prosecuted in fixderal court, but rather in the military commisslongin
Guantanamo, Some of your comménts were made before many of the peoblems with the
military commissions became apparent and before numerous additional successful
. convictions of terrazists in federal court. Given thoso developments, do you still belleve
that terrorlst suspeits captured sbroad should always be prosecuted in the military
commigsions or are there mmmnhmwmwm in

Mapummlmpumnngmwummmm
an important role protecting Ametics snd ensuring the prosecution of terrorists captured
abroad. In certain situations, federal court may be a suitsble venme, depending on the nature
-of the individual’s conduct, the charges, and other ciroumstenices, The decision regarding
ﬂpwwamwmummwum
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e The trals in the military commissions have been delayed in part becamse of disputes
over apoess to information relsted to the CIA’s Deteation and Interrogation Progeam.
How would you propose o resolve these disputes and accelerate the trisls?
Iwmmmmmmdmmhmm
Commissions acoess to & Jarge amount of information reluted fo the CIA’s former
mmwmmmmmmmmowmmm
for the pending prosecutions conducted at the U.S. Naval Base at Guantanamo Bay, Cuba.

I confirmed, I will be committed to ensuring CIA continnes to piovide this sssistance to
the Chief Prosecuiur, while also protecting U8, intelligance scurces gnd methods.

* On July 19,2013, you stated that none of those who were still in Guantanamo at thet
time should be reloased, Sinve then, the Periodic Review Board has determined that
several individuals were dotained based at Jeast in part on mistaken identity. In addition,
mmmmmcmmmmmdwmm
Hving pesceful Bves, Do these developments change your 2013 amsessment? Aré there
mhmmmhummm or third oountries?

mmmmnmmwmhmgm
continued law of war detention of & detaines is wamanted in order to protect againsta
significant threat to the security of the United States. It is vital that the Perlodic Review
Board consider all relevant intelligence related to a detaines when making its decision,
Obviously, if there were to be a true cage Of mistaken identity — if it were to be dotermined
that a person believed to be in in detention was not thet person — then continued detention
ammwmhmmmum In overy cese, the
‘ m&mmwmnw

o Who, if anyone, should be detained in Guantanamo? Please desceibe the circumstances,
inclnding membership in which groups, ﬂutmld warrant such a détention. )

It is myy waderstanxiing that the CIA does not decide who should be deteined at the U.S.
Naval Base in Guentanamo Bay. Such decisions ultimately sre made by the President and
the U.8. Congress. The individuals currently detained at Guantanamo are designated as
mmummﬂhmm&mm«m
coalition pertners during an armed conflict.

] m:mm*am-ts.ms, Istter stated that “[w]lhen we choose 1o continus a
Einison relationship despite allogations of human rights abuses by individuals essocisted
with a Heison seevice, CIA policy requires that we take several sieps to inform our
U.8. Governent pariners and to mitigate the risk of Suture Iumman rights sbuses, First,
we advise the local Chief of Mission of CIA’s conoerns and seek the Chisf of
Mission's input on whether to'continne the Haison relationship.”* Which U.S.

", Govemnment partoars do you bolieve should be informed when the CIA decides to -
contimme a lisison relationship despite allegations of human rights abuses? What role
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should the Bureau of Intelligence snd Research and other components of the U.S.
Department of State play ilxccmiduinghpnlby implications of these relationships?

aummﬁxmmmwmmmmmmmm
Chief of Mission regarding any credible allegstions of human rights violations. Ialso
anticipate CIA contioning to ooordinate CIA’s intention to continue a relationship with the
Hadson service in question. In welghing the risk-benefit factor of each relationship, CIA
will also continue to teke into conaideration the Department of State’s Annual Haman
Rights Report for each country. On a solect basis, and if eppropeiate, CIA may also inform.
other U.S. Wmmdwhmﬂmmmmm&qdﬂnd
ﬂwnﬂu-U.s Government pattner,

s 2USC SMWMW&&M&MMhWoﬁmb
uﬁxwgnemuy shall have full responsibility for the direction, coordination, and
‘ ion of all Government executive heanch employees in that country...” Do you
beHeve that, sheent direction fram the President, the CIA is obligated to cease
intelligence activities, including but not Emited to Jisison relstionships that do not have
the approval of ths chief of mission?

The relationship between the CIA and the Depariment of State is cruciel, both in
‘Weshington and in the field. Ilook forward to working with the Department of State on
issues of mntusl concern, if I sm confirmed as Director, If a disagreement should arise
with the Depariment of State concerning a CIA intelligence activity, I will seek to resolve
the disagreement with the Secretary of State oz, in the extremely rare circumstances in .
which the disagreement could not be resolved, scok further guidance from the President.

s Pleass describe how you would weigh the costs and benefits of working with a laison
service that hes engaged in human rights sbuses? What lmitstions do you belleve
should be placed mmmmmmmmmmmm
mmmmmwwummw

" _Under my dimstion, i confiomed, ssch decision rogarding the costs sxd beoefitsof
working with a lialson sexvice alloged to have engaged in human rights abuse will continue

>, Intionahi
should only be made if the valus to the relationship clearly outweighs the risk of future
potential human rights abuse. A decision to limit a lisison relationship should be made on
.mmhmdwmmmmm»mm

Ascoumisbility

¢ The CIA’sRmtoﬂ\e Oamnimesmdyimlnded tnmnaﬂaﬁmhbudmﬂu
scope of accountability reviews “to address any systemnic issues revesled by the case,
and to expend the scope of the revisw as warranted to include officers responsible for
those systemic problems.” Do you commit to jmplementing this recommendation?
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Imdmdﬁnhmhmmmh&mwhbh,ifomﬁmd,lwm
implmut. As Director, Iwmmmh&hwsmm

e How do you ssseat the impact on morale at the CIA from the president-elect’s
ocomments ebout the CIA’s analysis on Russia end the U.S. election? If confirmed,
mmmmmw ) ‘

' M%M,Imwm;pﬂmbmblmmﬁsm Qeneeslly,
however, if confirmed, I will make clear to the workforce that their job remains to

mmmmummmmmnmuymow

¢ Before thaaleoﬁon.ymwmﬂm.‘[tmw commander-in-chief nust be clear-
mmmmmmmammﬂmwm
Chinoss aggression.” How should ﬂutpum hnﬂaﬂdhiﬂdﬂmw&vﬂnmﬂ

mU.S.hummnnﬁanlnmﬁydnﬂmmdwhoﬂamMumoﬁaﬁmlm
remember. If confirmed, one of my jobs as Director will be to asrey our collection and
mlyﬂcmmnphutﬁnuﬂmﬁbmumonﬁomdﬁnlmm
Mmhmﬂmﬂdﬂgm

s The Repost of the Congressional Committeos Investigating the Fran-Contra Affuir
(November 1987) found that: “The NSC stqff was created to give the President policy
advice on major natioral security and foreign policy lsmies, Here, however, it was used
to gather intelligence and condwct covert operations. This departure from its proper
Junctions contribused to policy fiiture.”

Do you agres with the dangers of intelligence collection and covert operstions
conducted by thie White House, as described in the Iran-Contes repart? How, as CIA
Director, will you seek to ensure that intelligence activities are conductad by the
Intelligence Community and notified to Congress?

_ 1 ngree that intelligence activities must be conducted within the comprehensive statutory
famework. In addition to the requirement under Section 502 of the National Security

. Actto keep the congressional intelligence committees *fully and corently informed” of
“all intelligence activities,” Section 503 requires that the “heads of all departments,
agencies, and entities of the United States Government involved in a covert action shall
keop the congressional intelligance committees fully and cumently informed of all
covert actions which are the responsibility of, are engaged in by, or are carried out for
or on behalf of, any depariment, agency, or entity of the United States Government.”
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Congreasional Oversight

. WMmmbﬂmmuﬂnmﬂmew
withhold information from the full Committes?

I confirmed, T will commit to keeping the Members and staff of the congressional

sensitive matters.” As a general principie, I will recommmend that CIA belef the fll
Conumittes. Note, however, the President, as the head of the exccutive branch, bas
sutharity over the disclosure of properly olassified executive branch information. Such
suthority inchudes the responsibility to disclose information as the law requires, but also to
undertake such measres as deemad necessary 1o protect national security, and protect the
priviloges and confidences necossary for the President to fulfill the office’s constitational
duties. .

= The Commiitee relios on its staff for sssessments of the policy, budgetary and logal
implications of intelligence aotivities, Will you commit to ensuring that ali staff,
inchuding member designoes, are read into all CIA programs?

If confirnmed, I will commit to the Members and staff of the congressional
, intelligence commitiees *fully MM&&M’:WM
“consistent with due regard for the protection from wnauthorized disclosure of classified
information relating to sensitive intelligence sources and methods or other exoeptionally
sensitive matters.” Note, however, the Prosidont, as the head of the executive branch, hes

undartsios such measures dosmed necessary to protect national sacurity, and protect the
priviloges and confidences necessary for the President to the office’s constittional duties,
His determination that all staff not be read into all CIA programs may well be approprinte
in certain limited circomitances.

o What is yor view of the “Gang of Right™ provision? Are there any cironmstances in -
which it can boused for ofher than time-sensitive tactioal matters? Can it be used to
Himit briefings on activities other than oovert action and, if so, what wonld be the
statutory basis for such limitations? Are there any circumstances in which it can be used
10 conoeal from the fisll Commities ongoing programs or significant legal anslyves
relsted to intelligence activities?

If confirmed, I will commit to keeping the Members and staff of the congreasional
‘ntelligence committess “fully and currently informed™ of the C1A’s intelligence activities,
WM@M&“MMWM&M
information relating to sensitive intelligance sources and methods or other exceptionally
sensitive matters.” Noto, however, the President, as the bead of the executive beanch, has
suthority aver the disclosure of properly classified exsoutive beanch jnfarmation, Such
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authority inciudes the respansibility to disclose information as the law requires, but also to
undextake such measures deemed necessary to protect national security, and protect the
pivﬂmﬂmﬂdmmmmy&tmmmﬂnﬂnhma s constitutional

Mmm%%%&hNMMMMMﬁ&
President determines that it is casential to limit access to & covest action finding or
notification of a change fo & previously approved covert action, notification may be lmited
to the chairmen and ranking minority members of the congressional intelligence
oommittees, the Speaker and minority leader of the House of Representatives, the mejority
and minority leaders of the Senate, and “such ofher member or members of the
congreasionsl leadership a8 may bs included by the President.” When the President
dotermines that notification should be Hmited, & written statement of the reasons for
Himiting acoess will be provided. The Act requires that not later than 180 days thereafter,
the President shall ensmre that all members of the congreasional intelligence committees
are notified, or provide a statement of reasons why acoess to the notification must remain
limited. Furthermore, when covert action notification is limited, the Act requires that the
President notify all congressional intelligence committes members that notification has
been limited 1o thoss individuals noted above, as well as provide a general description
regarding the finding or notification, consistent with the reasans for not informing all
_members of the committes.

If confirmed as Director of CIA, you may have some Input into government
mmmmmuwwmm
provide defails about the criteria you believe should be used to make such 2.
detannination. Once a designation is meds, how broadly do you believe it should apply
to affilated groups and individuals?

T understand that the criteria used in designating a group & “terrorist organization™ depends
mﬁemhwﬁﬁﬂmdﬁnﬁmmmm The Secrotary of Stafe designates
“Foreign Terrorist Organizations,” for exampls, in accordance with section 219 of the
Fmmigration and Nationality Act (INA), as amended. The criteria for such s designation
are set forth in the statute, The organization must be a foreign organization; it must engage
in teerorist activity or retain the capability and intent to engage in tecroriut activity or
terrorigmy; and its terrorist activity must thresten the seourity of U.S, nationals or the
national security of the United States, I confirmed, I will ensure that CIA provides the
wwmmwmmmmnwmmw
help inform their review.

What measures would you teke to ensure that Muskim civil rights and advocacy
groups, 83 well a8 legitimate charities, are not adversely affected as & result of these
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Ifmnﬁmed,lvﬁﬂmﬂﬂﬂ&eoﬁhuuhcmdmtfhiﬂalhmmmhadmb
authorized and appropriate manner under its current autharities, inchuding Execitive Order
12333 and its implementing Attorney General-approved guldelines. I-will also ensure that
mmwmmmmmmbmmW ’
discriminatory mammer,

Yo of Lethal Force
o Please describo your view of the logal and policy implications of targeting or otharwise

knowingly kifling & U.S. person in & U.S, Government lethal operation. What edditional
public transparency do ‘you believe would be warranted in that situation?

In previous confliots, U.S, citizens fought in forelgn armies against the United States,
inohuding with the Axis countries during World War II. Today, there are Amexican oltizen
membess of ISIS and al-Qa’ida. Some of them are in Iraq and Syria—whare the U.S.
Governnient is bombing. Wmmmma@mmm
being a U.S. citizen does not immunize a combatant from attack.

However, mmummmmmmummammu
vaMU&dﬁmRMmhmpﬁmMWmﬂﬂM .
partioular, the Fifth Amendment’s Due Process Clause and the Fourth Amendmeat’s
prohibition on unreasonable searobes and setzures—attach to the U.S, citizen even while
the individual is abroad. Mﬂgm“mﬁdudhmmuhhwﬁlb
Wﬂuindtvl&nl

. mmmamﬁdmﬂmhsMaMcﬁmbumlsMs&EmMMm&d
out in places it considers part of “areas of activs hostilities,” and those that take place

- outside these aress. Do you support this distinction as well as the application of the .

- standerds, and guidelines contained in the Presidential Policy Guidance

(PPG)? X not, please describe any modifications yon will suggest.

Thp 22 May 2013 Direct Action FPG provides policy standards end procedures for
undertaking direct action sgainst terrorist targets outside the United States and outside areas
of active hostilities. The phrase “areas of active hostilities™ is not a legal term of mt—itis &

_ term specific to the PPG. For the purpose of the PPG, the deteemination that a reglon is an

. ‘*area of active hostilities® takes fnto sccount, smong other things, the soope and intensity of
the fighting. Afphanistan, Iraq, and Syria ave currently considered to be “areas of active
‘hostilities,” which means thet the PPG docs not apply to operations in those locations. In
general, the policy standards contained in the PPG exceod the requirements of the law of
armed confhict. Wmlwbeconﬂmed.lwouldphnwpcﬁdpmhwmmy
evaluation of the PPG sud its implioations for the war on terrorism.

. mmwwomxmzm includes public muquixm
"eombum”nnd“nm—oomhmnt”mmlﬂuﬁtm that take place outside areas of
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review; and acommitmontto peovido as appropriate ex gratie payments to civilians who
are injured o to the fimilies of oivilians who are killed in U.S. sﬁhs?lfmt.pleue
hmibaanymodiﬁcaﬁmymwwldam.

‘,WWIM&UMSMW@P&MWMR
Address Civilian Casualties In U.8. Operstions Involving the Use of Foroe describes the
U.S. Government’s efforts to peotect civilians in the context of operations involving the use
of force, Anydvmancmﬂqhmgio.mdifmnﬂmwd,lmmmimdmmﬂngthﬁ

CIA provides timely mmmmmm
. preventing the loss of innocent lives.

« On December2, 2015, now-President-elect Donald Trnmp stated the following: “The
other thing with the terrorists s you have to take out their families, when you get these
terrorists, you have to take out their families. They care about their lives, don’t kid
yourself. When they say they don’t care sbout their lives, you have to take out their
families.” Do you agreo that this would be & viclition of international law?

" Iunderstand that & varety of laws, both U.S. and internationsl, would be implicated by
intentional targeting of persons not presenting o throat to the U8, its allies, or otherwise a
Jawful target under existing law. 1 undecstand that s mumber of laws may prohibit such
targeting depending on the specific context (such as considerations of collateral damage that
'may result from activity directed at.a lawful target). As stated throughout my answers, I
will atways act in accordance with the law should I be confirmed as DCIA.

Iran

¢ Director Brennan has said that undoing the Joint Comprehensive Plan of Action
(ICPOA) would be “disastrous™ and the “height of folly” and would risk empowering
hardliners in Iran., What impect do you belisve the dismantling of the JCPOA would
have on Iran and on rogional security and stability?

This is & complicated issus, which deserves & fresh look. T anticipate that the U.S.

with the Islaric Republic of Iran, and the fiill rangs of Iran’s activities, from
*mclear and migsile proliferation to fomenting instability and supporting tearorism;, will be
top of mind for the President-clect, Genemlly, i confirmied, I will endeavor to answer
asnch questions on a strictly objective basis using the beat anatysis from the Agency. I
thm&hm:mhmmmmmm

) Doynubdmﬂntﬂwmﬁlﬁmﬂumﬁmmﬂmﬂlﬂuhhdpﬂntmh JCPOA
could be rebullt in the eventof 8 WU&MM&W .

' Plemmﬁrbmymmm
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. Ymmnammmmm%mwmmm
2,000 sorties to destroy the Iranian nuclear capacity. This iz not an insurmountable task
- for the coalition forces.” What do you believe would be the consequences of military

operations against Tran?

Certainly, mnjwﬁnwywﬁmcfunyﬁndagﬁmthumldhwmmm
consequences for the U.S, and at least in the region where U.S. action would be taken. X
certainly subsaribe to the view that military action should be the option of last resort and
that the U.S. should being all elemients of national power to bear befors resorting to force,
1f confirmed, I will be committed to the DCIA’s role in providing intelligenceto .
policymakers, not making policy.

BudgetarvMatiers

s Where do you believe the CIA, and the broader Intefligence Community, conld
benefit from increased resources? Whers do you belisve there is waste,

inefficiencies, or areas oflowuatmeg!cprlodﬂuwhuetbnemoppmh
" cost savings?

Themnge,dwmity mdhnmﬂmyofﬁeinmﬂmﬁemﬁmca
fiaces each day is formidable, and it is even more complex with the pace of
tachnologicel advancements. A stable budget environment is key to enabling the
. Intelligence Commumnity to make purpascful long texm investments nocessary to
address these challenges. My understanding is that CIA is well postured to take on
those challenges. However, additional resources would ensble the agency to edvance
technology at a faster pace and improve the Agancy’s ebility to deal with the .
tnoertainty of the futare. The CIA’s most important resource to conduct its missionis .
the agency’s workforce, and it must continge to attract, develop, and retsin a workforce
that is prepared to take on the challenges we fisce, . If confirmed, I will work with the
DNI and my colleegues across the Intelligence Community to find thé most efficient
way of conducting our vital mission, Internal to the CIA, I will drive for the most
effective use of our resources and to aliga them to the highest priorities, - :

Attitudes Toward Ialam
* Tf confirmed as Director, how would you enmre that our Muslim partuers overseas
continue to want to work with the United States during this Adminidtration?
Foreign govemments and partncrs, of all types, choose to work with CIA when they
view the perinership as in their own national interest. I understend CIA has meny arcas
of murtual interest and concern with partners across a spectrum of issues including
proliferation, environmental, and

tecknological, ,
. the U.S. and CIA hringa a combination of resources, capabilities, and status that are not.
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.matohed by werking with other oountries or entitiss. I confirmed, I will continue the
Aghnoy's effarts to bulld sud maintsin strong partnetships with foreign governments
deMMMMMWMm
ﬁuomdnmlndmmﬂhnm.

nmmummmmmmmmmﬂmcm

" fhel they ate protected and valued and that they have an ally in the office of the
Director? How would you maintsin the ebility of the CIA fo contings to rearuit |
,oﬁmdwnnwmmmmmmgmm
bymbuddnimonﬂww

rmlwmﬂmmmnmmmmmmmh uiﬂmlm
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January 18, 2017
Senator Richard Burr, Chairman
Senator Mark Warner, Vice Chairman
U.S. Senate Select Committee on Intelligence
211 Hart Senate Office Building
Washington, D.C. 20510

Dear Chairman Burr and Vice Chairman Warner:

Thank you for the Committee’s letter dated January 18, 2016. As you requested, I have
completed the Committee’s Questions for the Record, which are enclosed.

1look forward to receiving and answering your classified questions.

Sincerelv.

SIGNATURE]

Mikg/Pompeo

Enclosure
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QUESTIONS FOR THE RECORD
REPRESENTATIVE MIKE POMPEO

QUESTION FOR THE RECORD FROM SENATOR FEINSTEIN

During his campaign, President-elect Tnimp publicly called for U.S. forces to use torture in the
War on Terror. He said he’d reinstitute waterboarding, which he called a minor form of torture,
and bring back “a hell of a lot worse than waterboarding.”

1. Do you believe that waterboarding and the other ‘Enhanced Interrogation
Techniques’ previously utilized by CIA personnel in the Rendition, Detention, and
Interrogation (RDI) program, such as stress positions, forced nudity, slamming
individuals into walls, slapping or hitting detainees, constitute torture?

In the past decade, the law has changed significantly concerning interrogation techniques.
Section 1045 of the National Defense Authorization Act for FY2016 provides that no
individual in U.S. custody may be subjected to any interrogation technique or approach
that is not authorized by and listed in the Army Field Manual. Executive Order 13491
contains a similar requirement. Other statutes, including the Detainee Treatment Act of
2005, the Torture Statute, and the War Crimes Act, would prohibit certain interrogation
techniques, alone or in combination. I understand the interrogation techniques mentioned
in your question are currently prohibited. I have not sought legal counsel to address the
hypothetical as to whether any prohibited techniques meet the legal definition of torture.

2. Do you believe that waterboarding is effective? If so, based on what?

I understand the disagreement over the past use of waterboarding and whether
information could have been obtained through other less coercive methods. The current
Administration has submitted to the Committee written documents detailing results of
the Agency’s interrogation program. [ would refer you to those publicly available
documents from the current Administration. See, for example,
https://www.cia.gov/library/reports/CIAs_June2013_Response_to_the SSCI_Study on
the_Former Detention and Interrogation Program.pdf and
https://www.cia.gov/news-information/press-releases-statements/2014-press-releases-

statements/cia-fact-sheet-ssci-study-on-detention-interrogation-program.html. Those
documents also note that an exact scientific study has not been performed as to whether

less coercive methods could have produced the same resuits.

3. Do you agree that waterboarding and other former CIA “Enhanced Interrogation
Technigues,” are unlawful and will you commit to upholding and executing all
applicable law that prohibits them?

Yes. Section 1045 of the National Defense Authorization Act for FY2016 provides that
no individual in U.S. custody may be subjected to any interrogation technique or
approach that is not authorized by and listed in the Army Field Manual. Executive Order

1
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13491 contains a similar requirement. Other statutes, including the Detainee Treatment
Act of 2005, the Torture Statute, and the War Crimes Act, would prohibit certain
interrogation techniques, alone or in combination.

. Will you provide this committee notice if the Justice Department concludes that a
statute is an unconstitational infringement on Executive Power, or narrowly
interprets a statute to avoid such an alleged infringement?

1 am committed to keeping the Committee fully and currently informed of any changes to
detention and interrogation policy in accordance with applicable law. I cannot speak for
the Department of Justice, but will honor requests for information from the Committee,
including providing relevant legal analysis underlying or supporting CIA’s intelligence
activities, as required by law.

. In your prehearing questionnaires you’ve stated a desire to consult with intelligence
professionals to understand the current operational need as of 2017 for any changes
to current interrogation or detention programs involving CIA.

a) Will you commit to refraining from taking any steps to authorize or
implement any plan that would bring back waterboarding or any other
enhanced interrogation techniques?

As noted in my response to the Committee’s pre-hearing questions, if confirmed, I
will consult with experts at the Agency and at other organizations in the U.S.
government on whether the Army Field Manual uniform application is an
impediment to gathering vital intelligence to protect the country or whether any
rewrite of the Army Field Manual is needed. If any differences are justified, a
fundamental requirement is that such differences fully comply with law, including
laws governing the treatment and interrogation of individuals. And any such
differences would need to be based on a clear, justified need and carefully
implemented by appropriate experts and with full oversight. Inote that other
organizations, including the Department of Defense and FBI, have extensive
experience with detention and interrogation and would want to understand any
unique reasons for the involvement of the CIA in detention and interrogation. I
would expect to consult with the full Congressional Intelligence Committees on
any differences that are appropriate, including any changes to law that would be
required.

b) What would prompt you to review current law regarding interrogations?

If experts believed current law was an impediment to gathering vital intelligence
to protect the country, I would want to understand such impediments and whether
any recommendations were appropriate for changing current law.

¢) Do you believe there are any circumstances in which a reinterpretation of
current law (rather than a change in statutes) could justify departing from
public Army Field Manual techniques?

)
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I am not aware of authorizations for departures from the Army Field Manual by
the CIA. Ihave pot consulted legal experts on any hypothetical circumstance that
would impact existing legal interpretations, but I intend to fully comply with the
law.

QUESTIONS FOR THE RECORD FROM SENATOR WYDEN

Sarveillance

Your January 16, 2016, op-ed in the Wall Street Journal stated: “Congress should pass a law re-
establishing collection of all metadata, and combining it with publicly available financial and
lifestyle information in a comprehensive, searchable database.” If confirmed, you will
participate in policy discussions in which your views, and those of the CIA, will be solicited with
regard to the necessary and appropriate scope of U.S. government surveillance activities.

6. In your responses to pre-hearing questions about the op-ed, you wrote: “I was
referring to metadata of the type collected under the then-existing program that was
available for review under procedures and conditions reviewed and approved by
federal judges.” In addition to the bulk telephony metadata program conducted
pursuant to Section 215 of FISA, there was also a bulk electronic communications
metadata program conducted pursuant to Section 402 of FISA. Do you support the
resumption of that program as well and, if so, would you combine it with bulk
telephony metadata into a single database?

As 1indicated at my confirmation hearing, I voted for the USA Freedom Act that
effectively ended the bulk metadata program conducted pursuant to Section 215. IfIam
confirmed, and Agency officials inform me they believe the current programs and legal
framework are insufficient to protect the country, I would make appropriate
recommendations for any needed changes to laws and regulations.

7. During the hearing, you stated that “the American people demand that if there is
publicly available information, someone has out there on a publicly available site, I
think we have an obligation to use that information to keep Americans safe.”

a) Do you believe the U.S. government should collect and retain this
information when it pertains to Americans who are not connected to an
investigation?

b) If so, are there boundaries to the appropriate scope of such collection and
retention?

I made the statement that you quote in the context of if “someone’s out there on their
Facebook page talking about an attack or plotting an attack against America.” In
such cases, publicly available information can provide relevant information and
generally involves fewer privacy concerns than other collection techniques. Of

3



132

course there are boundaries; any collection and retention must be conducted in
accordance with the Constitution, statutes, and applicable presidential directives.

8. During the hearing, you were asked whether there were boundaries to the kind of
“financial and lifestyle information” you would include in this database. You
responded that the boundaries would be legal. Do you believe that, if information
on U.S. persons is legally available to the U.S. government on an individualized or
limited basis, it is always legal or appropriate to collect and retain it in bulk and
include it in a comprehensive database? If not, please elaborate.

I have not consulted legal experts on a hypothetical database and whether information
that is legally available on an individualized basis could, in every case, be collected and
retained in bulk. Such a compilation of information would require examining the specific
types of information and ensuring that any collection and retention of information was in
accordance with the Constitution, statutes, and regulations. Of course there are
boundaries; any collection and retention must be conducted in accordance with the
Constitution, statutes, and applicable presidential directives.

9. In your responses to pre-hearing questions, you wrote that “I did not set forth a
specific list of items, but in general was referring to publicly available information,
not information purchased by third parties.” (emphasis added.)

a) Are there any examples of information that could be purchased or otherwise
obtained from third parties, such as data brokers, that could, or should be
collected with regard to Americans who are not connected to an
investigation?

b) Are there any such examples of information that could, or should be included
in a comprehensive database?

1 have not studied what information is available from third parties and the
applicable legal restrictions on obtaining any such information.

Information from foreign pariners

In your responses to the Commitiee’s pre-hearing questions, you wrote “If the CIA requests a
foreign partner collect communications of a U.S. person, I understand that collection and
dissemination should be done pursuant to the same level of approvals that would be required if
the CIA itself were to collect those communications.” During the hearing, you reiterated this,
stating “It is not lawful to outsource that which we cannot do, the Agency cannot do under its
laws.” However, your responses to pre-hearing questions also stated that, if a foreign partner
collects the communications of U.S. persons independently and not at the request of the CIA, “It
is appropriate for the CIA to receive such information from foreign partners without the same
requirements that would apply if the CIA itself were to collect the information or to request that
the foreign partner collect the information.” Furthermore, you wrote that “it may be appropriate
for CIA to collect [that] information in bulk.”
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Absent a specific request from the CIA, a foreign partner, company, organization or individual
may nonetheless provide the CIA with the results of exiensive cyber operations or other
surveillance, including targeted collection against, or bulk collection that includés the
communications of U.S. persons. That information could include the communications of U.S.
political figures and political activists, leaders of nonprofit organizations, journalists, religious
leaders, businesspeople whose interests eonflict with those of President Trump, and countless
innocent Americans. Moreover, Donald Trump already encouraged the Russian Government to
conduct hacking operations against his opponent, thereby raising the prospect that the Russians
could share with the U.S. government the results of their cyber-operations against Americans,
absent a formal CIA request.

You wrote in response to pre-hearing questions, “In very limited circumstances, however, the
manner in which a foreign partner collected the information could be so improper that it would
not be appropriate for the CIA to receive, use, or further disseminate the information,”

10. Please detail what those “very limited circumstances” might be.

In my response, I was indicating that I could not rule out a circumstance in which the
conduct of a foreign partner is so egregious that CIA would not receive the information.
This would be a highly fact-specific determination, but information obtained through
such egregious conduct may be inappropriate for the CIA to use or disseminate.

11. Besides the manner in which the information was collected, would the CIA’s receipt,
use or dissemination of the information be in any way restricted by any of the
following:

a) The source of the information, i.e., from an adversary rather than an ally or
established partner;

" b) The intent of the foreign partner, i.e., to disrupt U.S. democracy or support
illegal or undemocratic actions on the part of the U.S. government rather
than support U.S. national security;

¢) The nature of the information, i.e., communications of U.S. persons engaged
in First Amendment-protected political activity rather than terrorist
suspects; or

d) The scope of the information, i.e., bulk collection on thousands or millions of
U.S. persons rather than a more limited set of communications.

All of these considerations, and others, factor into decisions regarding CIA’s receipt,’
use, or dissemination of information received from a foreign partner. Importantly, if
an activity furthers no legitimate U.S. governmental interest, CIA would not use the
information. In addition, to the extent that the information implicates the privacy
rights of Americans, the CIA’s use and dissemination of that information must remain
reasonable and further U.S. governmental interests of sufficient importance to justify
the privacy intrusion. The listed considerations could all be relevant to either the

5
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nature or degree of a privacy intrusion, or to the importance of the U.S. governmental
interests at stake.

During the hearing, you stated: “My understanding is that the same set of rules that surround the
information if it were collected by the U.S. government apply to information that becomes
available as a result of collection from non-U.S. sources as well.” The CIA’s collection of such
information would presumably be governed by its authorities under Executive Order 12333. In
your responses to pre-hearing questions, you wrote: “Because CIA activities under Executive
Order 12333 are strictly focused on collection activities abroad, with very limited exceptions,
there is a smaller risk that these activities could implicate U.S. person communications compared
with collection under Section 702 [of FISA].” You cited this as among the reasons why “the
CIA’s access to, queries of, use, dissemination, and retention of U.S. person communications
under Executive Order 12333 are appropriately governed by broader and more flexible
guidelines, compared with those required under Section 702 [of FISA].” (emphasis added.)

12. If the CIA received from a foreign power information known to include U.S.

communications, should that necessitate the use of minimization guidelines more
stringent thean those applied to other information collected pursuant to Executive
Order 12333 in which, as you stated, there is a “smaller risk” that they implicate
U.S. person communications?

If there were a circumstance involving significant volumes of known U.S. person
communication contents, I could foresee circumstances where more stringent
minimization guidelines generally would be appropriate, but I would need to consult with
experts on the applicable laws, including Attorney General approved guidelines that may

apply.

13. In your responses to pre-hearing questions, you described as appropriate CIA

queries of U.S. persons’ communications collected nnder Section 702 of FISA, so
long as “the query term is reasonably likely to return foreign intelligence
information, as defined in FISA.” Given your statement that CIA’s access to,
queries of, use, dissemination, and retention of U.S. person communications under
Executive Order 12333 should be “governed by broader and more flexible
guidelines,” what do you believe the standard should be for CIA queries of
information obtained pursuant to Executive Order 12333 known to include U.S.
persons’ communications?

The requirements applicable to collection conducted under Executive Order 12333 should
be flexible enough so that they remain feasible and practicable in the range of
circumstances in which queries might be made, while also protecting the privacy rights of
Americans. Because the categories of information outlined at Section 2.3 of Executive
Order 12333 regarding the collection, retention and dissemination of U.S. person
information largely fall within the definition of “foreign intelligence information” under
the FISA, I understand the standards for querying are similar in some cases. I understand
that in 2 number of circumstances, for information obtained under Executive Order
12333, the standard for conducting queries is whether the query is reasonably designed to
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retrieve information related to a duly authorized activity of the CIA. I understand this is
a complex area governed by detailed laws and rules and I would consult legal experts on
specific standards for CIA queries of collected information.

14. In your responses to pre-hearing questions, you described as a priority “expanding
intelligence cooperation, collaboration, and models of intelligence sharing with state
and non-state partners globally.” In your Statement for the Record, you stated “We
will need to rely on liaison services and new relationships, which are eritical to
gathering information around the world.”

a) Please elaborate on which new partners and relationships you anticipate. Do
they include Russia? Do they include companies, organizations or
individuals that may conduct cyber operations against U.S. persons?

b

—'

For what purposes do you anticipate establishing new relationships with
state and non-state partners?

¢) How do you anticipate mitigating cdunteﬁntelligence risks?

d). Will you ensure that all new or expanded relationships have the approval of
the country Chief of Mission, are fully coordinated with the Office of the
Director of National Intelligence, and are fully and currently notified to the
Committee?

1 was not referring to any specific partners or relationships that need to be
developed, nor did I highlight this with a specific collection priority in mind.
Since our national security threats are becoming more complex each day, the CIA
needs to improve its collection operations—ithrough both unilateral and
cooperative means. As your question highlights, increased cooperation brings
increased risk. The CIA already has a strong counterintelligence program and, if
confirmed, I intend fo look closely at our counterintelligence capabilities and
operations to ensure they are up to the task. I will ensure that all foreign
intelligence relationships are coordinated and approved in accordance with policy
and law and that the Committee is notified in accordance with the law and
standard practices. As we discussed in our personal meeting and during the
hearing last week, I would welcome any specific recommendations or concerns
you have regarding the CIA’s Congressional notification practices.

15. Is it legal or approepriate for the White House to obtain from a foreign partner, or a
company, organization or individual infermation that includes the communications
of U.S. persons? Is it legal or appropriate for the White House to retain such
information? This question does not pertain to finished products provided by the
Intelligence Community to the White House.

1 am not an expert on legal guidance that may apply to the White House on receiving
information. I am not aware of a role for the DCIA in providing legal counsel to the
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‘White House on its activities. However, I understand that the White House is not an
operational agency that pursues intelligence collection, but instead relies on the
Intelligence Community to pursue lawful intelligence gathering, pursuant to rules and
regulations governing such activities, including rules and regulations governing the
collection and retention of information concerning U.S. persons.

16. If you were to learn that the White House had obtained or was retaining the
information described above, do you commit to informing Congress?

See my response to the above question. I am not aware of a DCIA role in supervising
‘White House activities or providing legal counsel to the White House on its activities. I
understand the White House has legal expertise available to it from across the
government, including the Office of Counsel to the President in the Executive Office of
the President and the Department of Justice. If confirmed, I will comply with legal
requirements to keep Congress informed.

Chief of Mission authority

Questions previously submitted to you included the following:

“22 U.S.C. 3927 states that ‘Under the direction of the President, the chief of mission to a
Joreign country... shall have full responsibility for the direction, coordination, and supervision of
all Government executive branch employees in that country...’ Do you believe that, absent
direction from the President, the CIA is obligated to cease intelligence activities, including but
not limited to liaison relationships that do not have the approval of the chief of mission?”

17. In your response, you stated that you would “seek to resolve the disagreement with
the Secretary of State or, in the extremely rare circumstance in which the
disagreement could not be resolved, seek further guidance from the President.” If
the disagreement has not yet been resolved with the Secretary of State and further
guidance from the President has not yet been received, is the CIA obligated to cease
the intelligence activities at issue? Please respond yes or no. If the answer is no,
please provide supporting analysis of the meaning of the statutory language
provided above.

As I mentioned in my answers 1o the pre-hearing question, I would seek to resolve the
disagreement with the Secretary of State, or in the extremely rare circumstance in which
the disagreement could not be resolved, seek further guidance from the President. In that
hypothetical and extremely rare circumstance, if confirmed, I will seek, and expect, an
expeditious decision from the President. This would ensure the decision to cease or
continue intelligence activities reflected guidance from the President.
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Lethal operations against U.S. persons

In your responses to pre-hearing questions, you wrote that:

“[W]hen the United States knows in advance that the specific object of its attack is an individual
U.S. citizen, it proceeds on the assumption that constitutional rights — in particular, the Fifth
Amendment’s Due Process Clause and the Fourth Amendment’s prohibition on unreasonable
searches and seizures ~ attach to the U.S. citizen even while the individual is abroad. Those
rights are considered in assessing whether it is lawful to target the individual.”

The May 22, 2013, Procedures for Approving Direct Action Against Terrorist Targets Located
Outside the United States and Areas of Active Hostilities (PPG) includes the following:

“[W]hen considering potential direct action against a U.S. person under this PPG, there are
additional questions that must be answered. The Department of Justice (DOJ), for example,
must conduct a legal analysis to ensure that such action may be conducted against the individual
consistent with the laws and Constitution of the United States.”

18. Do you agree with this requirement? If so, what form should the Department of
Justice’s legal analysis take and should it be provided to Congress?

As I referenced in my response to pre-hearing questions, the U.S. must consider an
American citizen’s constitutional rights prior to targeting him or her for lethal action. I
have not studied the PPG implementation and its impact, if any, on intelligence
operations. Without referencing the existence of any specific activity or operations, I
understand that CIA attorneys frequently consult with, and seek guidance from, the
Department of Justice. If confirmed, I would expect that practice to continue. I do not
have a view on the form of the legal analysis, whether that is a formal legal opinion
taking many weeks or months, or a shorter analysis based on operational needs, if any. 1
cannot speak for the Department of Justice in terms of providing its legal advice to
Congress, although I am always inclined to ensure the Committee is fully informed of the
CIA activities and their legal basis.

19. Do you believe there should be any additional checks with regard to lethal actions
against U.S. persons?

As I currently understand, there are a range of other checks and requirements that must be
met prior to conducting direct action against a U.S. person. As with other critically
important responsibilities, I would welcome the Committee’s thoughts on this matter. .
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Public statements

20. If, for any reason, you or a CIA official makes a public statement that is inaccurate,
do you commit to making a public statement correcting the record?

I understand the importance of accuracy in public statements. While I cannot envision
every circumstance or reason that a statement could be inaccurate, I do understand that in
some instances, making additional public statements in the nature of corrections may be
complicated by the need to protect American lives or sources and methods. Especially
with respect to my own statements, my bias would be to correct publicly made staterments
that are materially inaccurate with public statements that correct that material inaccuracy.

Declassification

21. Executive Order 13526 (December 29, 2009) provides that: “In no case shall
information be classified, continue to be maintained as classified, or fail to be
declassified in order to: (1) conceal violations of law, inefficiency, or administrative
error; (2) prevent embarrassment to a person, organization, or agency; (3) restrain
competition; or (4) prevent or delay the release of information that does not require
protection in the interest of national security.” Executive Order 13292 (March 25,
2003) and Executive Order 12958 (April 17, 1995) prohibited classification based on
the same factors. Do you disagree with the prohibitions in these Executive Orders?

No.

22. The Executive Summary of the Committee’s Study of the CIA’s Detention and
Interrogation Program was released after the CIA had redacted sources and
methods, as well as names, pseudonyms and, in some cases, titles. Do you believe
that, in redacting the Executive Summary, the CIA failed to protect Americans?

1 have not reviewed any assessments about the impact of redacting the Executive
Summary on protecting Americans.

23. If you have responded to the previous two questions in the negative, would you
support declassification and public release of the full Committee Study, assuming it
is subject to a CIA redaction process similar to that applied to the Executive
Summary? If not, why?

Tunderstand the status and release of the Committee Study is the subject of

litigation. Beyond this high-level understanding of the current status, I have not studied
this issue and it would not be appropriate for me to comment on a matter in litigation at
this point.

10
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CIA and congressional staff

24, The CIA’s Inspector General determined that Agency employees improperly
accessed Committee shared drives the Committee used in preparation of its Study of
the CIA’s Detention and Interrogation Program. The Inspector-Generalalso
determined that a crimes report submitted by the CIA to the Department of Justice
related to Committee staff was “anfounded” and was based on “inaccurate
informatien.” Do you have any reason to disagree with the CIA IG’s
determinations?

1 have not studied the CIA IG’s determinations. Nor have I studied the CIA
Accountability Review Board’s report on this issue. I do not intend to revisit this matter,
If confirmed, I would hope to work closely with the Comumittee to enable oversight
activities and ensure that the CIA and the Committees never find themselves in such a
place during my tenure.

QUESTION FOR THE RECORD FROM SENATOR KING

25. During your open confirmation hearing, I asked you about a message you sent to
your Twitter followers on July 24, 2016, which referred to information from
Wikileaks as “proof.” During the open hearing, you said that you do not view
Wikileaks as a credible source. For the record, please expand on your answer about
your use of Wikileaks, your understanding of that organization, and the message
you sent last July.

The January 6, 2017 report from the Intelligence Community provides details on how
Russia has actively collaborated with Wikileaks in releasing information. The tweet I
sent in July 2016 was not meant as an endorsement of Wikileaks or its practices, but
rather remarked on the content of the material now in the public domain. I understand
the concern over the tweet’s reference to Wikileaks, given how disclosures by Wikileaks
have targeted American institutions and democracy. The tweet was sent in reference to
political issues in the middle of a hard-fought campaign. Based on additional briefings
and information, including the reports released by the Intelligence Community, I now
have a much deeper understanding of Wikileaks and its harmful activities.
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