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Leader v. Facebook 
The social networking patent property case every American needs to fight 
Leader proved Facebook stole its patent, but the courts protected Facebook for the NSA spy state anyway 

he Obama Administration is engaged in 

widespread fraud and property confiscation of 

Columbus, Ohio-based Leader Technologies’ 

patents they’re using to invade American privacy. 

The theft of Leader’s invention formed the basis of 

the NSA’s bulk surveillance program and its entire 

social media front industry. Bottom line, all Facebook, 

Twitter, Instagram, LinkedIn, Flickr, YouTube data has 

flowed through the NSA from the beginning.  

Welcome to the American Spy State 

In 2004, no one bothered to ask how sophisticated 

social networking software could have sprung up 

overnight. Hollywood’s fiction in The Social Network 

told a gullible public that a 19-year old Harvard 

sophomore whipped it up in less than two weeks 

while chasing girls, drinking and studying for finals. 

Later, this kid, Mark Zuckerberg, confessed that he 

was a hacker, but nobody in the mainstream media 

even bothered to investigate this implausibility. 

Social media mobile apps are NSA spy fronts 

Unbeknownst to almost everyone, most websites 

now front for the NSA—the mass surveillance 

machine of America’s new spy state. They present the 

illusion of diverse choices like Facebook, YouTube, 

Instagram and LinkedIn. But in reality, all those sites 

route their data through the NSA bulk data collectors 

and that of their commercial cronies. 

In addition, mobile apps inundate users with a 

blizzard of opt-in choices that invade privacy. Even 

flashlight apps ask to share your GPS location as the 

price for being “free.” 

IBM’s Eclipse Foundation is ground zero 

All social providers have their starting point in IBM’s 

Eclipse Foundation in late 2001. Eclipse is the creation 

of IBM’s chief intellectual property attorney, David J. 

Kappos, and his chief outside intellectual property 

counsel, law professor James P. Chandler. 
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Leader proved Facebook stole its patent, but the courts protected Facebook for the NSA spy state anyway. 

These men colluded with Silicon Valley attorney firm 

Fenwick & West LLP and Harvard economics 

professor Larry Summers to steal the social 

networking inventions of Chandler’s and Fenwick’s 

client, Leader Technologies.  

Tellingly, after Obama’s election, Kappos was 

appointed director of the Patent Office so he could 

move against Leader’s patent, if needed, which he did 

in 2012 before leaving his post. 

Leader proved Facebook’s theft; corrupt judges 

On Jul. 27, 2010, Leader proved in Delaware federal

district court that Facebook infringes their patent for 

social networking, but then encountered systemic 

corruption in our senior federal judiciary. 

All of the judges in Leader v. Facebook, right up to 

Chief Justice John Roberts, protected Facebook. Later 

it was discovered that all the judges have massive 

investments in Facebook and the IBM-Eclipse Cartel. 

Bottom line, they sacrificed Leader’s patent property 

rights to protect their investments. 

Why Americans should care about this case 

The NSA, in collusion with the judiciary, is luring the 

American public into an unprecedented abuse of 

power and a wholesale invasion of privacy. They use 

national security as their excuse to perpetrate their 

frauds as well as hide their actions. 

When the app is free, the real product is you. 

The End User License Agreements you click without 

reading them sign away all your constitutional rights. 

Privacy and property are the basis of our 

constitutional rights 

Unknown to most citizens, patent and copyright 

protections are the only property rights specifically 

addressed in the U.S. Constitution (Article I, Section 8). 

The Founders carved out these property rights as an 

incentive for inventors to share their creativity with 

the public and be rewarded for it.  This dynamic is 

timeless. It is as true today as it was in 1776. 

The Founders also wrote the Second Amendment to 

protect citizens from invasion of their privacy by the 

government, and the Fifth Amendment to protect 

citizens from confiscation of their property by the 

government without compensation. 

The Judiciary is supposed to protect these fundamental 

rights from deep-pocket Wall Street interests. 

When U.S. Intelligence, Harvard Law, Silicon Valley, 

the Judiciary & Wall Street collude, the Republic loses 

The widespread corruption uncovered in Leader v. 

Facebook has proven unequivocally that Wall Street, 

Silicon Valley, Harvard Law and the Judiciary created 

Facebook as a tool of U.S. intelligence to (1) spy on 

Americans, and (2) line their pockets. 

Normally, U.S. intelligence should be accountable to 

the three independent branches: Executive, Judicial 

and Legislative. However, Leader v. Facebook has 

proven that the Executive and Judicial branches 

colluded with U.S. intelligence and Harvard Law to 

create a monster. U.S. intelligence is now being 

funded through offshore money laundering that is 

accountable to no one—not even Congress. 

Former President Dwight D. Eisenhower warned us 

after World War II:  

“We must guard against the 

acquisition of unwarranted influence . 

. . by the military industrial complex.” 

What can American citizens do? 

Awareness is half the battle in defeating tyranny. The 

enemies of the American Republic in this case are 

unseen NSA snoopers and their “Big Data” commercial 

cronies who spy on us 24/7 under the disguise of “The 

Internet of Things” while we use our mobile phones, 

computers, TV’s, even listening through our toasters 

(not kidding). They sell that data to good guys and bad 

guys alike without discrimination. 

Music to a snooper’s ear:  

“Who cares? I have nothing to hide.” 

Those spying on you love it when you say that. That 

means you are fat, dumb and happy and will continue 

to freely give them your data about where you are, 

what you are doing, who you are doing it with, how 

long you’ve been doing it, etc. 

http://americans4innovation.blogspot.com/2015/07/washington-is-inferno-of-corruption.html
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Here’s the problem with this invasion of privacy: It 

may not affect you today, but what about tomorrow, 

next week, next year, ten years from now? You 

cannot possibly know how that information could be 

used against you and those you care about. 

For example, that drunken party picture of you 

posted last week on Facebook. Ten years from now 

that picture could be used by a detractor to block 

your promotion. The threat scenarios are endless.  

If you doubt, ask anyone who lived thru the 80-year 

Soviet communist nightmare how KGB secret files 

hurt them, their careers, their friends and families. 

Email and text “data mining” (snooping) 

What about your texts and emails? Those are your 

“intellectual property.” Your discussions with 

colleagues about new business ideas can be 

purchased by your competitors. Every one of your 

ideas could be implemented by them to make money 

and you’ll never know it was your “free” email and 

texting that leaked your ideas.  

NSA spy state data miners are child predators 

Anyway, the risks go beyond you and extend to every 

child in your life. Despite NSA lies to the contrary,1 

the NSA garbage collectors are storing every bit of 

data about everyone in “dark profiles.” Our children 

are totally vulnerable.  

Children are honest. They talk about their parents’ 

problems, things they hear, see and do. So, the 

problems/sins of the parents are stored with the child’s 

dark profile, as well as in the parents’ profile. The data

collected will rain down the sins of the fathers and 

mothers on the children as we have never seen in history. 

Leader Technologies’ shareholders deserve their payday 

Every American must stand and fight with Leader 

Technologies to be properly compensated for their 

important invention that has been stolen.  

1 Did you know that you are allowed to lie to the 
government, by law? These same people who used 

the NSA to create the current social media spy state 

also passed a law in 1996 named the False Statement 

Accountability Act. Section (b) was slipped 

If the U.S. government gets away with this massive 

fraud, then the invasion of privacy and property 

confiscation in Leader v. Facebook will mean no one’s 

property and intellectual property is safe. 

Leader Technologies’ fight for its property right is 

America’s fight for both privacy and property. It’s a 

fight to restore fundamental constitutional rights in 

our national life that have been so eroded in the last 

twenty years, and doubly so under the current 

Administration 

* * * 

About Americans For Innovation 

Americans For Innovation began as a property and 

privacy rights advocate for Leader Technologies in 

2012. Our investigative work is now relied upon by 

corruption fighters worldwide. This document may 

contain opinion that should not be relied upon 

without independent validation. Think for yourself. 

For educational purposes only. 

About Leader® Technologies 

Leader helps individuals and companies take steps away from 

the cliff’s edge regarding their security and email privacy, 

Leader offers a new private email service called Leader® 

Private Email™ where users receive a prestige 

username@leader.com and No Snooping privacy pledge. 

Other secure communications services are coming soon. 

Leader® Private Email™  
Your security and privacy matter™ 

For more information on Leader® Private Email™ contact 

Leader® Technologies at (614) 890-1986 or email 

sales@leader.com  

For more information on the Leader v. Facebook judicial 

corruption battle, go to our site at: 

http://americans4innovation.blogspot.com 

in which says judges, attorneys and parties in a case 
can lie. Don’t believe it? Read for yourself. We 
guarantee you this is no joke and you are not 
misreading it. 

http://americans4innovation.blogspot.com/2015/06/congress-sanctioned-lying-to-courts-and.html
http://americans4innovation.blogspot.com/2015/06/congress-sanctioned-lying-to-courts-and.html
mailto:username@leader.com
mailto:sales@leader.com
http://americans4innovation.blogspot.com/


 COVERT OPERATION

TO SPY ON AMERICANS 
NSA / C.I.A.

The Eclipse Foundation 

Disinformation  

(pollute facts) 
• Stratfor (ABC, NBC,

CBS, CNN, CNBC,
MSNBC, FOX,
Comcast, BBC)

Technology 
• IBM
•Microsoft / HP
•Eclipse Foundation

Eclipse IDE 
•NSA PRISM:

01/01/03 AT&T/Verizon
09/11/07 Microsoft 
03/12/08 Yahoo 
01/14/09 Google 
06/03/09 Facebook 
12/07/09 PalTalk 
09/24/10 YouTube 
02/06/11 Skype 
03/31/11 AOL 
10/01/12 Apple (one 

year after Steve Jobs died) 

Confiscation 
• David J. Kappos
• Patent Office Judges

& Examiners
• Federal Circuit

Legal Hitmen 
• Gibson Dunn LLP
• Cooley Godward LLP
• Fenwick & West LLP
• Latham & Watkins LLP
• Orrick Herrington LLP
• White & Case LLP
• Weil Gotshal LLP
• Perkins Coie LLP
• Blank Rome LLP
• Fed. Cir. Bar Assoc.
• DC Bar Assoc.
• Harvard Law
• Stanford Law
• Yale Law

Funding 
• C.I.A. – In-Q-Tel
• JPMorgan
• Morgan Stanley
• UBS
• Citigroup
• Wells Fargo
• Barclays
• Goldman Sachs
• T. Rowe Price
• Vanguard
• BlackRock
• Bank of America
• Fidelity
• TIAA CREF
• Baillie Gifford
• HSBC

Fronts 
• Facebook
• LinkedIn
• Instagram
• Common Core / MOOC
• Pinterest
• Groupon
• Zynga
• Mail.ru (Russia)
• Eurotech, Ltd.
• Eurotech SpA (Italy)
• The White Oak Group
• James LLC (Caymans)
• Accel Partners LLP
• IDG-Accel (China)
• IDG Capital  (China)
• Baidu (China)
• Wininchina, Inc.
• Microsoft
• athenahealth/Castlight Health
• IBM
• Lenovo (China)
• Tsinghua University (China)
• Nat. Ven. Cap. Assoc.
• Soros Fund Management LLC

Eclipse = Cover up the U.S. Constitution 

Is the solar eclipse symbol of Islam just a coincidence? 
Qur’anic Scholar: “If a Muslim feels threatened, he is permitted to lie to ‘people of the book’ (Infidels: Christians, Jews, Westerners).” 
See Q. 98:6, 3:51, 3:28. Does this sound like an Administration we know?  

http://americans4innovation.blogspot.com/2015/07/facebook-started-by-cia-as-spy-state.html Rev. Jul. 18, 2015 

Leader Technologies, Inc. 
U.S. Patent No. 7,139,761 
for social networking 


Leader hired 

Chandler & Fenwick 
as custodians to 

protect their 
inventions 

Chandler & Fenwick 
secretly fed Leader’s 
invention to the CIA via 
IBM and Eclipse 

What other than capitulation to CIA threats could 
have gotten these competitors to fall in line? 

Notice: This document may contain opinion that should not be 
relied upon without independent verification. Think for yourself. 

 Strategy 

Professor James P. Chandler 
Fenwick & West LLP 

The Wininchina, Inc. 
IBM/Fenwick/Chandler/Breyer/Accel/Soros goal:  
Steal from American inventors and exploit inventions 
thru China with C.I.A./In-Q-Tel cooperation 

Corrupting  

Litigation & Lawmaking 
• Eric H. Holder, Jr.
• John G. Roberts, Jr.
• Justice Department
• Judicial Conference
• Judiciary Committees
• Federal Judiciary
• FISA Court
• America Invents Act
• HealthCare.gov
• Fast & Furious / AP snooping
• IRS targeting
• Net Neutrality
• Trans-Pacific Partnership (TPP)
• Iran Deal

• “Safe harbor concept” used as
ethics excuse for carte blanche
judicial financial nondisclosure

• False  Statement Accountability
Act  of 1996 (these people may
lie to courts, Congress and The 
People without liability)
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