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or individuals involved in transnational ter-
rorism; (ii) threats posed by such groups or 
individuals to the United States, United 
States persons, or United States interests, or 
to those of other nations; (iii) communica-
tions of or by such groups or individuals; or 
(iv) information relating to groups or individ-
uals reasonably believed to be assisting or as-
sociated with such groups or individuals. 

Sec. 8. General Provisions. (a) This order: 
(i) shall be implemented in a manner 

consistent with applicable law, includ-
ing Federal law protecting the infor-
mation privacy and other legal rights 
of Americans, and subject to the avail-
ability of appropriations; 

(ii) shall be implemented in a manner 
consistent with the authority of the 
principal officers of agencies as heads 
of their respective agencies, including 
under section 199 of the Revised Stat-
utes (22 U.S.C. 2651), section 201 of 
the Department of Energy Reorga-
nization Act (42 U.S.C. 7131), section 
102(a) of the Homeland Security Act 
of 2002 (6 U.S.C. 112(a)), and sec-
tions 301 of title 5, 113(b) and 162(b) 
of title 10, 503 of title 28, and 301(b) 
of title 31, United States Code; and 

(iii) shall not be construed to impair or 
otherwise affect the functions of the 
Director of the Office of Manage-
ment and Budget relating to budget, 
administrative, and legislative pro-
posals. 

(b) This order and amendments made by 
this order are intended only to improve the 
internal management of the Federal Govern-
ment and are not intended to, and do not, 
create any rights or benefits, substantive or 
procedural, enforceable at law or in equity 
by a party against the United States, its de-
partments, agencies, instrumentalities, or en-
tities, its officers, employees, or agents, or 
any other person. 

George W. Bush 

The White House, 
August 27, 2004. 

[Filed with the Office of the Federal Register, 
8:45 a.m., August 31, 2004] 

NOTE: This Executive order will be published in 
the Federal Register on September 1.

Executive Order 13355—
Strengthened Management of the 
Intelligence Community 

August 27, 2004

By the authority vested in me as President 
by the Constitution and laws of the United 
States of America, including section 
103(c)(8) of the National Security Act of 
1947, as amended (Act), and in order to fur-
ther strengthen the effective conduct of 
United States intelligence activities and pro-
tect the territory, people, and interests of the 
United States of America, including against 
terrorist attacks, it is hereby ordered as fol-
lows: 

Section 1. Strengthening the Authority of 
the Director of Central Intelligence. The Di-
rector of Central Intelligence (Director) shall 
perform the functions set forth in this order 
to ensure an enhanced joint, unified national 
intelligence effort to protect the national se-
curity of the United States. Such functions 
shall be in addition to those assigned to the 
Director by law, Executive Order, or Presi-
dential directive. 

Sec. 2. Strengthened Role in National In-
telligence. Executive Order 12333 of Decem-
ber 4, 1981, as amended, is further amended 
as follows: 

(a) Subsection 1.5(a) is amended to read: 
‘‘(a)(1) Act as the principal adviser 

to the President for intelligence mat-
ters related to the national security; 

‘‘(2) Act as the principal adviser to 
the National Security Council and 
Homeland Security Council for intel-
ligence matters related to the national 
security; and 

(b) Subsection 1.5(b) is amended to read: 
‘‘(b)(1) Develop such objectives 

and guidance for the Intelligence 
Community necessary, in the Direc-
tor’s judgment, to ensure timely and 
effective collection, processing, anal-
ysis, and dissemination of intel-
ligence, of whatever nature and from 
whatever source derived, concerning 
current and potential threats to the 
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security of the United States and its 
interests, and to ensure that the Na-
tional Foreign Intelligence Program 
(NFIP) is structured adequately to 
achieve these requirements; and 

‘‘(2) Working with the Intelligence 
Community, ensure that United 
States intelligence collection activities 
are integrated in: (i) collecting against 
enduring and emerging national secu-
rity intelligence issues; (ii) maximizing 
the value to the national security; and 
(iii) ensuring that all collected data is 
available to the maximum extent prac-
ticable for integration, analysis, and 
dissemination to those who can act 
on, add value to, or otherwise apply 
it to mission needs.’’

(c) Subsection 1.5(g) is amended to read: 
‘‘(g)(1) Establish common security 

and access standards for managing 
and handling intelligence systems, in-
formation, and products, with special 
emphasis on facilitating: 

‘‘(A) the fullest and most prompt 
sharing of information practicable, as-
signing the highest priority to detect-
ing, preventing, preempting, and dis-
rupting terrorist threats against our 
homeland, our people, our allies, and 
our interests; and 

‘‘(B) the establishment of interface 
standards for an interoperable infor-
mation sharing enterprise that facili-
tates the automated sharing of intel-
ligence information among agencies 
within the Intelligence Community. 

‘‘(2) (A) Establish, operate, and di-
rect national centers with respect to 
matters determined by the President 
for purposes of this subparagraph to 
be of the highest national security pri-
ority, with the functions of analysis 
and planning (including planning for 
diplomatic, financial, military, intel-
ligence, homeland security, and law 
enforcement activities, and integra-
tion of such activities among depart-
ments and agencies) relating to such 
matters. 

‘‘(B) The countering of terrorism 
within the United States, or against 
citizens of the United States, our al-

lies, and our interests abroad, is here-
by determined to be a matter of the 
highest national security priority for 
purposes of subparagraph (2)(A) of 
this subsection.’’

‘‘(3) Ensure that appropriate agen-
cies and departments have access to 
and receive all-source intelligence 
support needed to perform inde-
pendent, alternative analysis.’’

(d) Subsection 1.5(m) is amended to read: 
‘‘(m)(1) Establish policies, proce-

dures, and mechanisms that translate 
intelligence objectives and priorities 
approved by the President into spe-
cific guidance for the Intelligence 
Community. 

‘‘(2) In accordance with objectives 
and priorities approved by the Presi-
dent, establish collection require-
ments for the Intelligence Commu-
nity, determine collection priorities, 
manage collection tasking, and re-
solve conflicts in the tasking of na-
tional collection assets (except when 
otherwise directed by the President 
or when the Secretary of Defense ex-
ercises collection tasking authority 
under plans and arrangements ap-
proved by the Secretary of Defense 
and the Director) of the Intelligence 
Community.’’

‘‘(3) Provide advisory tasking con-
cerning collection of intelligence in-
formation to elements of the United 
States Government that have infor-
mation collection capabilities and are 
not organizations within the Intel-
ligence Community. 

‘‘(4) The responsibilities in sub-
sections 1.5(m)(2) and (3) apply, to 
the maximum extent consistent with 
applicable law, whether information 
is to be collected inside or outside the 
United States.’’

(e) Subsection 1.6(a) is amended to read: 
‘‘(a) The heads of all departments 

and agencies shall: 
‘‘(1) Unless the Director pro-

vides otherwise, give the Director ac-
cess to all foreign intelligence, coun-
terintelligence, and national intel-
ligence, as defined in the Act, that is 
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relevant to transnational terrorist 
threats and weapons of mass destruc-
tion proliferation threats, including 
such relevant intelligence derived 
from activities of the FBI, DHS, and 
any other department or agency, and 
all other information that is related 
to the national security or that other-
wise is required for the performance 
of the Director’s duties, except such 
information that is prohibited by law, 
by the President, or by the Attorney 
General acting under this order at the 
direction of the President from being 
provided to the Director. The Attor-
ney General shall agree to procedures 
with the Director pursuant to section 
3(5)(B) of the Act no later than 90 
days after the issuance of this order 
that ensure the Director receives all 
such information; 

‘‘(2) support the Director in de-
veloping the NFIP; 

‘‘(3) ensure that any intelligence 
and operational systems and architec-
tures of their departments and agen-
cies are consistent with national intel-
ligence requirements set by the Di-
rector and all applicable information 
sharing and security guidelines, and 
information privacy requirements; 
and 

‘‘(4) provide, to the extent per-
mitted by law, subject to the avail-
ability of appropriations, and not in-
consistent with the mission of the de-
partment or agency, such further sup-
port to the Director as the Director 
may request, after consultation with 
the head of the department or agency, 
for the performance of the Director’s 
functions.’’

Sec. 3. Strengthened Control of Intel-
ligence Funding. Executive Order 12333 is 
further amended as follows: 

(a) Subsections 1.5(n), (o), and (p) are 
amended to read as follows: 

‘‘(n)(1) Develop, determine, and 
present with the advice of the heads 
of departments or agencies that have 

an organization within the Intel-
ligence Community, the annual con-
solidated NFIP budget. The Director 
shall be responsible for developing an 
integrated and balanced national in-
telligence program that is directly re-
sponsive to the national security 
threats facing the United States. The 
Director shall submit such budget 
(accompanied by dissenting views, if 
any, of the head of a department or 
agency that has an organization within 
the Intelligence Community) to the 
President for approval; and 

‘‘(2) Participate in the development 
by the Secretary of Defense of the 
annual budgets for the Joint Military 
Intelligence Program (JMIP) and the 
Tactical Intelligence and Related Ac-
tivities (TIARA) Program. 

‘‘(o)(1) Transfer, consistent with 
applicable law and with the approval 
of the Director of the Office of Man-
agement and Budget, funds from an 
appropriation for the NFIP to an-
other appropriation for the NFIP or 
to another NFIP component; 

‘‘(2) Review, and approve or dis-
approve, consistent with applicable 
law, any proposal to: (i) reprogram 
funds within an appropriation for the 
NFIP; (ii) transfer funds from an ap-
propriation for the NFIP to an appro-
priation that is not for the NFIP with-
in the Intelligence Community; or 
(iii) transfer funds from an appropria-
tion that is not for the NFIP within 
the Intelligence Community to an ap-
propriation for the NFIP; and 

‘‘(3) Monitor and consult with the 
Secretary of Defense on 
reprogrammings or transfers of funds 
within, into, or out of, appropriations 
for the JMIP and the TIARA Pro-
gram. 

‘‘(p)(1) Monitor implementation 
and execution of the NFIP budget by 
the heads of departments or agencies 
that have an organization within the 
Intelligence Community, including, 
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as necessary, by conducting program 
and performance audits and evalua-
tions; 

‘‘(2) Monitor implementation of the 
JMIP and the TIARA Program and 
advise the Secretary of Defense 
thereon; and 

‘‘(3) After consultation with the 
heads of relevant departments, report 
periodically, and not less often than 
semiannually, to the President on the 
effectiveness of implementation of 
the NFIP Program by organizations 
within the Intelligence Community, 
for which purpose the heads of de-
partments and agencies shall ensure 
that the Director has access to pro-
grammatic, execution, and other ap-
propriate information.’’

Sec. 4. Strengthened Role in Selecting 
Heads of Intelligence Organizations. With re-
spect to a position that heads an organization 
within the Intelligence Community: 

(a) if the appointment to that position is 
made by the head of the department or agen-
cy or a subordinate thereof, no individual 
shall be appointed to such position without 
the concurrence of the Director; 

(b) if the appointment to that position is 
made by the President alone, any rec-
ommendation to the President to appoint an 
individual to that position shall be accom-
panied by the recommendation of the Direc-
tor with respect to the proposed appoint-
ment; and 

(c) if the appointment to that position is 
made by the President, by and with the ad-
vice and consent of the Senate, any rec-
ommendation to the President for nomina-
tion of an individual for that position shall 
be accompanied by the recommendation of 
the Director with respect to the proposed 
nomination. 

Sec. 5. Strengthened Control of Standards 
and Qualifications. The Director shall issue, 
after coordination with the heads of depart-
ments and agencies with an organization in 
the Intelligence Community, and not later 
than 120 days after the date of this order, 
and thereafter as appropriate, standards and 
qualifications for persons engaged in the per-
formance of United States intelligence activi-
ties, including but not limited to: 

(a) standards for training, education, and 
career development of personnel within or-
ganizations in the Intelligence Community, 
and for ensuring compatible personnel poli-
cies and an integrated professional develop-
ment and education system across the Intel-
ligence Community, including standards that 
encourage and facilitate service in multiple 
organizations within the Intelligence Com-
munity and make such rotated service a fac-
tor to be considered for promotion to senior 
positions; 

(b) standards for attracting and retaining 
personnel who meet the requirements for ef-
fective conduct of intelligence activities; 

(c) standards for common personnel secu-
rity policies among organizations within the 
Intelligence Community; and 

(d) qualifications for assignment of per-
sonnel to centers established under section 
1.5(g)(2) of Executive Order 12333, as 
amended by section 2 of this order. 

Sec. 6. Technical Corrections. Executive 
Order 12333 is further amended as follows: 

(a) The preamble is amended by, after 
‘‘amended’’, inserting ‘‘(Act)’’. 

(b) Subsection 1.3(a)(4) is amended by, 
after ‘‘governments’’, inserting ‘‘and organi-
zations’’. 

(c) Subsection 1.4(a) is amended by, after 
‘‘needed by the President’’, inserting ‘‘and, 
in the performance of Executive functions, 
the Vice President,’’. 

(d) Subsection 1.7(c) is amended by strik-
ing ‘‘the Director of Central Intelligence 
and’’ and by striking ‘‘their respective’’ and 
inserting ‘‘its’’. 

(e) Subsection 1.8(c) is amended by, after 
‘‘agreed upon’’, inserting ‘‘by’’. 

(f) Subsection 1.8(i) is amended by striking 
‘‘and through’’ and inserting in lieu thereof 
‘‘through’’. 

(g) Subsection 1.10 is amended by: 
(i) striking ‘‘The Department of the 

Treasury. The Secretary of the Treas-
ury shall:’’ and inserting in lieu there-
of ‘‘The Department of the Treasury 
and the Department of Homeland Se-
curity. The Secretary of the Treasury, 
with respect to subsections (a), (b), 
and (c), and the Secretary of Home-
land Security with respect to sub-
section (d), shall:’’; 
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(ii) in subparagraph (d), after ‘‘used 
against the President’’ inserting ‘‘or 
the Vice President’’; and 

(iii) in subparagraph (d), striking 
‘‘the Secretary of the Treasury’’ both 
places it appears and inserting in lieu 
thereof in both places ‘‘the Secretary 
of Homeland Security’’. 

(h) Subsection 2.4(c)(1) is amended by 
striking ‘‘present of former’’ and inserting in 
lieu thereof ‘‘present or former’’. 

(i) Subsection 3.1 is amended by: 
(i) striking ‘‘as provided in title 50, 

United States Code, section 413’’ and 
inserting in lieu thereof ‘‘imple-
mented in accordance with applicable 
law, including title V of the Act’’; and 

(ii) striking ‘‘section 662 of the For-
eign Assistance Act of 1961 as amend-
ed (22 U.S.C. 2422), and section 501 
of the National Security Act of 1947, 
as amended (50 U.S.C. 413),’’ and in-
serting in lieu thereof ‘‘applicable law, 
including title V of the Act,’’. 

(j) Subsection 3.4(b) is amended by strik-
ing ‘‘visably’’ and inserting in lieu thereof 
‘‘visibly’’. 

(k) Subsection 3.4(f) is amended: 
(i) after ‘‘agencies within the Intel-

ligence Community’’, by inserting ‘‘, 
or organizations within the Intel-
ligence Community’’; 

(ii) in paragraph (8), by striking 
‘‘Those’’ and inserting in lieu thereof 
‘‘The intelligence elements of the 
Coast Guard and those’’; and 

(iii) by striking the ‘‘and’’ at the end 
of paragraph (7), striking the period 
at the end of paragraph (8) and insert-
ing in lieu thereof ‘‘; and’’, and adding 
at the end thereof ‘‘(9) National 
Geospatial-Intelligence Agency’’. 

Sec. 7. General Provisions.
(a) This order and the amendments made 

by this order: 
(i) shall be implemented in a man-

ner consistent with applicable law and 
subject to the availability of appro-
priations; 

(ii) shall be implemented in a man-
ner consistent with the authority of 
the principal officers of the executive 
departments as heads of their respec-

tive departments, including under 
section 199 of the Revised Statutes 
(22 U.S.C. 2651), section 201 of the 
Department of Energy Reorganiza-
tion Act (42 U.S.C. 7131), section 
102(a) of the Homeland Security Act 
of 2002 (6 U.S.C. 112(a)), and sec-
tions 301 of title 5, 113(b) and 162(b) 
of title 10, 503 of title 28, and 301(b) 
of title 31, United States Code; and 

(iii) shall not be construed to impair 
or otherwise affect the functions of 
the Director of the Office of Manage-
ment and Budget relating to budget, 
administrative, and legislative pro-
posals. 

(b) Nothing in section 4 of this order limits 
or otherwise affects—

(i) the appointment of an individual 
to a position made before the date of 
this order; or 

(ii) the power of the President as 
an appointing authority to terminate 
an appointment. 

(c) Nothing in this order shall be construed 
to impair or otherwise affect any authority 
to provide intelligence to the President, the 
Vice President in the performance of Execu-
tive functions, and other officials in the exec-
utive branch. 

(d) This order and amendments made by 
this order are intended only to improve the 
internal management of the Federal Govern-
ment and are not intended to, and do not, 
create any rights or benefits, substantive or 
procedural, enforceable at law or in equity 
by a party against the United States, its de-
partments, agencies, instrumentalities, or en-
tities, its officers, employees, or agents, or 
any other person. 

George W. Bush 

The White House, 
August 27, 2004. 

[Filed with the Office of the Federal Register, 
8:45 a.m., August 31, 2004] 

NOTE: This Executive order will be published in 
the Federal Register on September 1.
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Executive Order 13356—
Strengthening the Sharing of 
Terrorism Information To Protect 
Americans 
August 27, 2004

By the authority vested in me as President 
by the Constitution and laws of the United 
States of America, and in order to further 
strengthen the effective conduct of United 
States intelligence activities and protect the 
territory, people, and interests of the United 
States of America, including against terrorist 
attacks, it is hereby ordered as follows: 

Section 1. Policy. To the maximum extent 
consistent with applicable law, agencies shall, 
in the design and use of information systems 
and in the dissemination of information 
among agencies: 

(a) give the highest priority to (i) the detec-
tion, prevention, disruption, preemption, and 
mitigation of the effects of terrorist activities 
against the territory, people, and interests of 
the United States of America, (ii) the inter-
change of terrorism information among agen-
cies, (iii) the interchange of terrorism infor-
mation between agencies and appropriate 
authorities of States and local governments, 
and (iv) the protection of the ability of agen-
cies to acquire additional such information; 
and 

(b) protect the freedom, information pri-
vacy, and other legal rights of Americans in 
the conduct of activities implementing sub-
section (a). 

Sec. 2. Duty of Heads of Agencies Pos-
sessing or Acquiring Terrorism Information. 
To implement the policy set forth in section 
1 of this order, the head of each agency that 
possesses or acquires terrorism information: 

(a) shall promptly give access to the ter-
rorism information to the head of each other 
agency that has counterterrorism functions, 
and provide the terrorism information to 
each such agency in accordance with the 
standards and information sharing guidance 
issued pursuant to this order, unless other-
wise directed by the President, and con-
sistent with (i) the statutory responsibilities 
of the agencies providing and receiving the 
information, (ii) any guidance issued by the 
Attorney General to fulfill the policy set forth 
in subsection 1(b) of this order, and (iii) other 

applicable law, including section 103(c)(7) of 
the National Security Act of 1947, section 
892 of the Homeland Security Act of 2002, 
Executive Order 12958 of April 17, 1995, as 
amended, and Executive Order 13311 of July 
29, 2003; 

(b) shall cooperate in and facilitate produc-
tion of reports based on terrorism informa-
tion with contents and formats that permit 
dissemination that maximizes the utility of 
the information in protecting the territory, 
people, and interests of the United States; 
and 

(c) shall facilitate implementation of the 
plan developed by the Information Systems 
Council established by section 5 of this order. 

Sec. 3. Preparing Terrorism Information 
for Maximum Distribution within Intel-
ligence Community. To assist in expeditious 
and effective implementation by agencies 
within the Intelligence Community of the 
policy set forth in section 1 of this order, 
the Director of Central Intelligence shall, in 
consultation with the Attorney General and 
the other heads of agencies within the Intel-
ligence Community, set forth not later than 
90 days after the date of this order, and 
thereafter as appropriate, common standards 
for the sharing of terrorism information by 
agencies within the Intelligence Community 
with (i) other agencies within the Intelligence 
Community, (ii) other agencies having 
counterterrorism functions, and (iii) through 
or in coordination with the Department of 
Homeland Security, appropriate authorities 
of State and local governments. These com-
mon standards shall improve information 
sharing by such methods as: 

(a) requiring, at the outset of the intel-
ligence collection and analysis process, the 
creation of records and reporting, for both 
raw and processed information including, for 
example, metadata and content, in such a 
manner that sources and methods are pro-
tected so that the information can be distrib-
uted at lower classification levels, and by cre-
ating unclassified versions for distribution 
whenever possible; 

(b) requiring records and reports related 
to terrorism information to be produced with 
multiple versions at an unclassified level and 
at varying levels of classification, for example 
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